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Database settings:

§ Target size per database = 200 GB

§ Storage quota per site = 5 GB

§ Maximum number of sites = 40
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Default group

Word 
Automation 
Services

Work 
Management

Partner companies
(business to business)
https://TrustedPartnerProject1.fabrikam.com

https://TrustedPartnerProject2.fabrikam.com

Extranet

Trusted partner identity provider with SAML authentication

https://project2 https://project3

App 
Management

Machine 
Translation

Web servers

Application servers

Web application:
Central Administration Site

Application Pool 1

Database servers with SQL Server installed and 

configured to support SQL clustering, mirroring, or 

AlwaysOn (AlwaysOn applies to SQL Server 2012 only)

Default
· LDAP directory using forms-based authentication

· Externally-facing Active Directory Domain Services (AD 

DS) forest with a one-way trust to the internal forest and 

Integrated Windows authentication

· Trusted identity provider with SAML authentication

Intranet

Directory — AD DS 

Authentication — Integrated Windows (Kerberos or NTLM)

Remote employees use Direct Access or VPN to access internal resources

Design Sample: Extranet with Dedicated Zones for Authentication for 
SharePoint 2013
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