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Microsoft Cloud App Security will then leverage the traffic

information from Microsoft Defender ATP’s log store to surface all

relevant details in the Discovery Dashboard and provide relevant

insights for discovered apps, users, IP addresses and a new,

machine-centric view.

Admins now have visibility into the cloud apps that are being

accessed, on and off the corporate network. In addition, they will be

able to see how many and which devices are accessing each one of

the apps that are discovered.




