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Foreword

I would like to start by saying that data is the new currency for all enterprises across all
industries as well as in the government sector. Digital transformations are rampant across
every customer segment and data-first modernization is critical, whether for business
transformation or legacy modernization. Microsoft's data products and the Azure platform
are being widely used for true digital transformation as they provide a single pane of

glass to store, analyze, and get better insights into data. For Azure Synapse Analytics,

the emphasis on it being a platform rather than a product is key to underscore, as Azure
Synapse is an amalgamation of big data analytics with an enterprise data warehouse that
enables you to perform limitless analytics on your data at scale without worrying about any
infrastructure management overhead.

In this book, Prashant Kumar Mishra, an engineering architect and my colleague at Azure
Data Product Engineering, leads you on a journey to learn Azure Synapse from scratch.
He explains dedicated SQL pools, serverless SQL pools, and Spark pools in detail. He has
also covered data integration, visualization, and machine learning operations with Azure
Synapse in this book.

This book is a step-by-step guide for beginners. You will find easy-to-understand guidance
on the features available in Azure Synapse. You will also learn how to secure the data stored
in Azure Synapse and how to perform backup and restore operations for high availability as
well as disaster recovery solutions.

I have been in the industry for more than 20 years now and I have never seen people be

as keen on digital modernization as they are now. In this era, Microsoft has done a great
job of introducing Azure Synapse to the world as the best analytics solution. I moved to
Microsoft approximately 7 years ago, but I have always been an avid admirer of Microsoft's
data services, and I take immense pride in saying that Microsoft provides you with all the
solutions you need for your data-related problems.

On this note, I would like to thank Prashant for writing this book. This book will definitely
give you the full picture of how all of Microsoft's data services are stitched together by
Azure Synapse.

Mukesh Kumar
Principal Group Engineering Architect Manager, Microsoft
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Preface

Azure Synapse Analytics is an analytics platform offered by the Microsoft Azure cloud
platform. This book will help you understand the basic concepts of Azure Synapse and get
you familiar with how it works in practice, step by step. This book has been written in simple
language and with plenty of diagrams to make it easier for you to understand the concepts.

Each main topic has a whole chapter dedicated to it, such that even the minor concepts
are explained in detail. You just need to have a basic knowledge of SQL Data Warehouse
and Azure generally to follow the topics in this book.

To fully understand Azure Synapse, you need to understand a few other technologies as
well, such as Power BI, Azure Data Factory, and Azure Machine Learning. I have tried to
cover these services and how they are integrated together with Azure Synapse. Overall,
this book should leave anyone well equipped to start working on Azure's analytics
platform within a week.

Who this book is for

This book is a must-buy for anyone who works with Azure's data services. However,
anyone working with or studying big data will also find it helpful. AWS or Google data
architects will also find this book very helpful in terms of comparing Synapse with their
own big data analytics platforms. You need to have a basic knowledge of dedicated SQL
pool and be familiar with Azure to understand all the concepts in this book. Some of the
chapters are specific to data orchestration, Azure Machine Learning, and Power BI, so if
you have prior knowledge of these topics, it will be easier for you to learn all the concepts
covered in this book.

What this book covers

Chapter 1, Introduction to Azure Synapse, provides an overview of all the components that
make up the Synapse workspace: dedicated SQL pool, Spark pools, Synapse pipelines,
Azure Machine Learning, and Power BI. In this chapter, you will learn the basics of
Synapse and how to create your first Synapse workspace.
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Chapter 2, Considerations for your compute environment, focuses on the compute
environments of Synapse. This chapter will focus mainly on dedicated SQL pool,
serverless SQL pools, and Spark pools. It will help you choose the correct environment for
your business problem.

Chapter 3, Bringing your data to Azure Synapse, covers multiple options to bring your data
from various sources to Azure Synapse. You will learn how to use different services to set
up a connection with Azure Synapse.

Chapter 4, Using Synapse pipelines to orchestrate your data, focuses on Synapse pipelines,
which are very similar to Azure Data Factory pipelines; however, you don't need to
create a separate Data Factory pipeline for orchestration. Instead, you can perform all the
operations you need to do directly within Synapse Studio.

Chapter 5, Using Synapse Link with Azure Cosmos DB, is where you will learn how you
can perform analytics operations directly on Cosmos DB data without moving data. This
chapter will help you understand how Synapse Link has reduced the total time required
for running an analytics operation on Cosmos DB data by removing the need for data
movement from Cosmos DB to Azure Synapse.

Chapter 6, Working with T-SQL in Azure Synapse, teaches you how to query data using
T-SQL on Azure Synapse. This chapter will cover the pre-requisites and provide the details
for sample data that can be used to perform some simple operations on Azure Synapse
using T-SQL.

Chapter 7, Working with R, Python, Scala, .NET, and Spark SQL in Azure Synapse, covers
how to query data using various coding languages on Azure Synapse. This chapter will
cover the pre-requisites and provide details on sample data that can be used to perform
simple operations on Azure Synapse using R, Python, Scala, .NET, and Spark SQL.

Chapter 8, Integrating a Power BI workspace with Azure Synapse, explores how to integrate
a Power BI workspace with Azure Synapse and how you can connect Azure Synapse data
to Power BI Desktop.

Chapter 9, Perform real-time analytics on streaming data, looks at how to perform real-
time analytics on streaming data. This chapter focuses on bringing streaming data to
Synapse and performing operations on this data using various languages.

Chapter 10, Generate powerful insights on Azure Synapse using Azure ML, shows you how
to integrate Azure Machine Learning with Azure Synapse. You will also learn how to use
different languages to pair Azure Machine Learning with Azure Synapse.
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Chapter 11, Performing backup and restore in Azure Synapse analytics, is where you will
learn how to use backup and restore in Azure Synapse SQL pools. You will learn about
automatic and user-defined restore points. This chapter covers how a user can perform
cross-subscription restores and geo-redundant restores as well.

Chapter 12, Securing data on Azure Synapse, talks about how to secure customer data
on Azure Synapse. It is very important to understand how you can keep your data safe.
This chapter guides you on how you can enable all the best security measures in your
Synapse workspace.

Chapter 13, Managing and monitoring Synapse workloads, focuses on manageability and
monitoring resource utilization and query activity in Azure Synapse Analytics.

Chapter 14, Coding best practices, helps you to understand the best practices for
performance and management. In this chapter, you will also learn about the best practices
for dedicated SQL pools, serverless SQL pools, and Spark pools.

To get the most out of this book

Now let's look at the technical requirements for this book:

Software/hardware covered in the book OS requirements
SQL Server Management Studio Windows
Azure Data Studio Windows
Power BI Desktop Windows
SQL Server on-premises Windows
Self-Hosted Integration Runtime Windows
Visual Studio Windows

If you are using the digital version of this book, we advise you to type the code yourself
or access the code via the GitHub repository (link available in the next section). Doing
so will help you avoid any potential errors related to the copying and pasting of code.

Having the following pre-requisites will mean you can follow the book and understand
the concepts covered:
+ You must have a basic knowledge of the Azure portal.

o It would be helpful if you had prior knowledge of SQL Data Warehouse, Azure Data
Factory, Power BI, and Azure Machine Learning.

+ You should have an Azure subscription or access to any other subscription with
contributor-level access.
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Download the example code files

You can download the example code files for this book from GitHub at
https://github.com/packtPublishing/Limitless-Analytics-with-
Azure-Synapse/. In case there's an update to the code, it will be updated on the
existing GitHub repository.

We also have other code bundles from our rich catalog of books and videos available at
https://github.com/PacktPublishing/. Check them out!

Download the color images

We also provide a PDF file that has color images of the screenshots/diagrams used in this
book. You can download it here:

https://static.packt-cdn.com/downloads/9781800205659
ColorImages.pdf.

Conventions used

There are a number of text conventions used throughout this book.

Code in text:Indicates code words in text, database table names, folder names,
filenames, file extensions, pathnames, dummy URLs, user input, and Twitter handles.
Here is an example: "We will use the following T-SQL code to create a UserData table in
Synapse SQL."

A block of code is set as follows:

CREATE TABLE UserData (
UserID INT,
Name VARCHAR (200) ,
EmailID VARCHAR (200),
State VARCHAR(50),
City VARCHAR (50)


https://github.com/packtPublishing/Limitless-Analytics-with-Azure-Synapse/
https://github.com/packtPublishing/Limitless-Analytics-with-Azure-Synapse/
https://github.com/PacktPublishing/
https://static.packt-cdn.com/downloads/9781800205659_ColorImages.pdf
https://static.packt-cdn.com/downloads/9781800205659_ColorImages.pdf
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When we wish to draw your attention to a particular part of a code block, the relevant
lines or items are set in bold:

[default]

exten => s,1,Dial (Zap/1|30)
exten => s,2,Voicemail (ul00)
exten => s,102,Voicemail (b100)

exten => 1i,1,Voicemail (s0)
Any command-line input or output is written as follows:

$ SubscriptionName="<YourSubscriptionName>"

$ ResourceGroupName="<YourResourceGroupName>"

Bold: Indicates a new term, an important word, or words that you see onscreen. For
example, words in menus or dialog boxes appear in the text like this. Here is an example:
"For the Use existing data property under Data source, select Backup."

Tips or important notes

Appear like this.

Get in touch

Feedback from our readers is always welcome.

General feedback: If you have questions about any aspect of this book, mention the book
title in the subject of your message and email us at customercaree@packtpub. com.

Errata: Although we have taken every care to ensure the accuracy of our content, mistakes
do happen. If you have found a mistake in this book, we would be grateful if you would
report this to us. Please visit www . packtpub . com/support/errata, selecting your
book, clicking on the Errata Submission Form link, and entering the details.

Piracy: If you come across any illegal copies of our works in any form on the Internet,
we would be grateful if you would provide us with the location address or website name.
Please contact us at copyright@packt . com with a link to the material.

If you are interested in becoming an author: If there is a topic that you have expertise
in and you are interested in either writing or contributing to a book, please visit
authors.packtpub.com.


mailto:customercare@packtpub.com
http://www.packtpub.com/support/errata
mailto:copyright@packt.com
http://authors.packtpub.com
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Reviews

Please leave a review. Once you have read and used this book, why not leave a review on
the site that you purchased it from? Potential readers can then see and use your unbiased
opinion to make purchase decisions, we at Packt can understand what you think about
our products, and our authors can see your feedback on their book. Thank you!

For more information about Packt, please visit packt . com.


http://packt.com




Microsoft Intelligent Data Platform

Microsoft Intelligent Data Platform is a leading cloud data platform that fully integrates databases,
analytics, and governance. As part of this unified platform, Azure Synapse Analytics brings data
integration, enterprise data warehousing, and big data analytics. Learn how Azure Synapse Analytics
works within Microsoft Intelligent Data to deliver insights and machine learning in an end-to-end solution.
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Make your data management even more comprehensive and powerful with a single
platform for databases, analytics, and data governance. Learn about Microsoft

Intelligent Data Platform

e Azure databases: Choose among relational, NoSQL, and in-memory databases that span proprietary and
open-source engines. Fully managed databases automate configuring and managing availability, recovery,
backups, and data replication across regions, saving you time and money. Learn about data on Azure

e Cloud-scale analytics: Bring all your data together at any scale to deliver impactful insights to end users.
Build on that foundation with best-in-class machine learning tools for predictive insights using advanced
analytics. Gain real-time insights from live streaming events and IoT data. Learn about analytics on Azure

e Unified data governance: Manage and govern your on-premises, multicloud, and software as a service
data with Microsoft Purview. Easily create a holistic map of your data landscape with automated data
discovery, sensitive data classification, and end-to-end lineage. Learn about Microsoft Purview
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https://azure.microsoft.com/products/purview/
https://www.microsoft.com/microsoft-cloud/solutions/intelligent-data-platform

Section 1:
The basics and
key concepts

The objective of this section is to introduce you to the key concepts, download
supporting data, and introduce you to example scenarios.

This section comprises the following chapters:

e Chapter 1, Introduction to Azure Synapse

e Chapter 2, Considerations for your compute environment
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Introduction to
Azure Synapse

Azure Synapse Analytics, formerly known as Azure SQL Data Warehouse, is not a mere
data warehouse anymore. Azure Synapse is an amalgamation of big data analytics with an
enterprise data warehouse. It provides two different types of compute environments for
different workloads: one is the SQL compute environment, which is called a SQL pool,
and the other one is the Spark compute environment, which is called a Spark pool. Now
developers can choose their compute environment as per their business needs. Azure
Synapse also provides a unified portal called Synapse Studio for developers that creates

a workspace for data preparation, data management, data exploration, data warehousing,
big data, and Al tasks.

This chapter covers an introduction to Azure Synapse and guides you on starting to

use Synapse Studio. You will learn how to create an Azure Synapse workspace and get
acquainted with the components of Azure Synapse. You can start using Synapse with the
sample data and queries provided in the Azure portal itself.

In this chapter, our topics will include the following:
+ Introducing the components of Azure Synapse
+ Creating a Synapse workspace
+ Understanding Azure Data Lake
 Exploring Synapse Studio
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Technical requirements

In this chapter, you are going to learn how to create your first Synapse workspace in the
Azure portal. In order to do this, there are certain prerequisites before you start working
on Azure Synapse.

It would be beneficial to have basic knowledge of the Azure portal, as well as an
understanding of SQL and Spark. Knowledge of Azure Data Factory and Power BI would
be helpful but not essential.

You must have your own Azure subscription or access to an Azure subscription with
appropriate permissions. If you are new to Azure, you can go through the following link to
create a free Azure account: https://azure.microsoft.com/free/.

Once you have your Azure subscription created, you can proceed further with the main
topics of this chapter.

Introducing the components of Azure Synapse

Azure Synapse is a limitless analytics service on the Azure platform. It bundles together
data warehousing and big data analytics with deep integration of Azure Machine
Learning and Power BI. Azure Synapse brings together relational and non-relational data
and helps in querying files in the data lake without looking for any other service.

One of the best features that has been introduced with Azure Synapse is code-free data
orchestration where you can build ETL/ELT processes to bring data to Synapse from
various sources.

Important note

Synapse provides various layers of security for the data stored; however, you need
to follow the security guidelines to keep your data secured. For example, do not
expose the username and password in any publicly accessible place — you will
invite the biggest threat to your data by doing so. It is important to understand
that Azure gives you the power to secure your data, but it is in your hands to best
use that power.

What happens when we embrace a new technology in an organization?

We need to look out for a resource that already has knowledge of it, which brings extra
costs on top of the cost of the technical implementation. However, Azure Synapse
supports various programming languages, such as T-SQL, Python, Scala, Spark, SQL, and
NET, making it easy for people who are already familiar with those languages to learn.

In this chapter, we will show a demo for T-SQL, but we will cover examples for other
languages in upcoming chapters.


https://azure.microsoft.com/free/
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Figure 1.1 represents all the components of Azure Synapse and how all these components
are tied together within Synapse Analytics:

Synapse Analytics
Synapse Analytics Studio

Analytics Runtimes SQL Spark

Languages SQL Python =

Form Factors PROVISIONED ON-DEMAND

Data Integration

Power Bl workspace
Azure Data lake Storage

Figure 1.1 - The components of Azure Synapse

Figure 1.1 represents all components of Azure Synapse, which includes Analytics
runtimes, supported languages, form factors, data integration, and Power BI workspaces.
We will cover all these topics in upcoming chapters.

Important note

Although Azure Synapse is deeply integrated with Spark, Azure ML, and
Power BI, you do not need to pay for all these services. You will pay only for
the features/services that you use. If you are using an Azure Synapse workspace
only for enterprise data warehousing, you will be charged only for that. You can
find out complete pricing details in Microsoft's documentation: ht tps: //
azure.microsoft.com/pricing/details/synapse-
analytics/.

Creating a Synapse workspace

Synapse workspace provides an integrated console to manage, monitor, and administer
all the components and services of Azure Synapse Analytics. In order to get started with
Azure Synapse Analytics, we need to create an Azure Synapse workspace, which provides
an experience to access different features related to Azure Synapse Analytics.


https://azure.microsoft.com/pricing/details/synapse-analytics/
https://azure.microsoft.com/pricing/details/synapse-analytics/
https://azure.microsoft.com/pricing/details/synapse-analytics/

6 Introduction to Azure Synapse

You can create a Synapse workspace in the Azure portal just by providing some basic
details. Follow these steps to create your first Azure Synapse workspace:

1. Gotohttps://portal.azure.comand provide your credentials.

2. Click on Create a resource:

= Microsoft Azure (Preview) R Search resources, services, and docs (G+/) ['7 @ SES ? @

Azure services

+ & ¢ B ®© ## B2 & K -

Create a Resource Subscriptions  SQL managed Azure Cosmos ~ Automation SQL virtual SQL elastic  Data factories More services
resource groups instances DB Accounts machines pools

Figure 1.2 — Microsoft Azure (Preview) portal
3. Search for Azure Synapse using the search bar.
4. Select Azure Synapse Analytics (Workspaces preview) from the search drop-down

and click on Create:

Home > New >

Azure Synapse Analytics =

Microsoft

Azure Synapse Analytics < add o Favorites

Microsoft
% % % % ¢ 3.8 (9 ratings)

Overview Plans  Usage Information + Support Reviews

Azure Synapse is a limitless analytics service that brings together data integration, enterprise data warehousing, and Big Data analytics.

It gives you the freedom to query data on your terms, using either serverless or dedicated resources-at scale. Azure Synapse brings these worlds together with a unified
experience to ingest, explore, prepare, manage, and serve data for immediate Bl and machine learning needs.

Key service capabilities include:

* Unified analytics platform

# Serverless and dedicated options

* Enterprise data warehouse

* Data lake exploration

® Code-free hybrid data integration

® Deeply integrated Apache Spark and SQL engines
* Cloud-native HTAP

Figure 1.3 — Azure Synapse Analytics page in Azure Marketplace
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5. You need to provide basic details to create your Synapse Analytics workspace:

+ Subscription: You need to select your subscription. If you have many subscriptions
in your Azure account, you need to select a specific one that you are going to use to
create a Synapse workspace.

Important note

All resources in a subscription are billed together.

« Resource group: A Resource group is a container that holds all the resources for
the solution, or only those resources that you want to manage under one group.
Select a Resource group for the Synapse workspace. If you do not already have
a Resource group created, click on Create new right below the text field for
Resource group:

Home > New > Azure Synapse Analytics >

Create Synapse workspace

Project details

Select the subscription to manage deployed resources and costs. Use resource groups like folders to organize and manage all
of your resources.

Subscription * © l [ ~ I

Resource group * @ I v I

Create new

L Managed resource group ©

A resource group is a container that holds related
resources for an Azure solution.
Workspace details

Name your workspace, select a location, an Name * as the default
location for logs and job output. | | |

Region * | EastUs —V\

< Previous I Next: Security >

Figure 1.4 - Highlighting the field to provide a Resource group name
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« Workspace name: Provide an appropriate name for the workspace that you are
going to create.

Important note

This name must be unique, so it is better to keep it specific to your team/
project.

« Region: You can see many options in the dropdown. Select the most appropriate
region for your Synapse Analytics workspace:

Home > New > Azure Synapse Analytics >

Create Synapse workspace

Workspace name * ‘ Enter workspace name I

Region * { East US ~ I

Select Data Lake Storage Gen2 * | ]

Central US -
Account name * (@ )

East Asia

East US
File system name *

East US 2

France Central
Germany West Central
Japan East

Japan West

Korea Central

North Central US

5 " -
Review + create < Previo | |

Figure 1.5 - Regions appearing in a drop-down list

« Select Data Lake Storage Gen2: This will be the primary storage account for the
workspace, holding catalog data and metadata associated with the workspace:
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Home > New > Azure Synapse Analytics >

Create Synapse workspace

Workspace name * l synapseanalyticspacktdemo v ]
Region * I East US A4 ]
Select Data Lake Storage Gen2 * @ @ From subscription O Manually via URL
Account name * (D l v ]
Create new
File system name * - g ]

Data Lake Storage Gen2 account

Name *
ace identity data access to the
| | | unt, using the Storage Blob Data
to use this storage account after you

o [ cmel |

sks:
Libutor role on workspace
iate Synapse RBAC roles using Synapse

» Assign yourself and other users to the Storage Blob Data

< Previous [ Next: Security > ]

Figure 1.6 — Highlighting fields of Select Data Lake Storage Gen2

+ Account name: You can select from the dropdown or you can create a new one.
Only Data Lake Gen2 accounts with a hierarchical namespace enabled will appear
in the dropdown. However, if you click on Create new, then it will create a Data
Lake Gen2 account with hierarchical namespace enabled.

Important note

A storage account name must be between 3 and 24 characters in length and use
numbers and lowercase letters only.
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« File system name: Again, you can select from the dropdown or you can create
anew one. To create a new file system name, click on Create new and provide an
appropriate name for it. A file system name must contain only lowercase letters,
numbers, or hyphens:

Create Synapse workspace

Workspace name * I Enter workspace name |

Region * l East US v l

Select Data Lake Storage Gen2 * @ @ From subscription O Manually via URL

Account name * (O [ Lo |

Create new

File system name * I ~ |

Create new

6 We will automatically grant the workspace identity data access to the
specified Data Lake Storage Gen2 account, using the Storage Blob Data
Contributor role. To enable other users to use this storage account after you
create your workspace, perform these tasks:

s Assign other users to the Contributor role on workspace
» Assign other users the appropriate Synapse RBAC roles using Synapse
Studio

< Previous I Next: Security > I

Figure 1.7 - Highlighting assignment of the Storage Blob Data Contributor role

6. Click on Security + networking to configure security options and networking
settings for your workspace, as shown in Figure 1.8.

Provide SQL administrator credentials that can be used for administrator access to
the workspace's SQL pools. We will talk about SQL pools in future chapters:
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Home > Create a resource > Azure Synapse Analytics >

Create Synapse workspace

*Basics *Security  Networking  Tags  Review + create

Configure security options for your workspace.

SQL administrator credentials

Provide credentials that can be used for administrator access to the workspace's SQL pools. If you don't provide a password,
one will be automatically generated. You can change the password later.

Admin username * I sqladminuser ‘
Password l Enter server password v ‘
Confirm password I Confirm the above password v ‘

Workspace encryption

A\ Double encryption configuration cannot be changed after opting into using a customer-managed key at the time of

‘ < Previous }[ Next: Networking > ‘

Figure 1.8 - Security + networking form for Azure Synapse

7. Click on Tags to provide a name-value pair to this resource.

8. Go to the next page to review the summary and click on Create after verifying all
the details on the summary page.

9. In your Azure Synapse workspace in the Azure portal, click Open Synapse Studio:

Home > Azure Synapse Analytics >

@ synapseanalyticsdemopackt =

Synapse workspace

P Search (Ctrl+/) « —+ New dedicated SQL pool —+ New Apache Spari pool () Refresh ¢ Reset SQL admin password Tl Delete

»

- I —

@ Overview

Subscription ID SQL Active Directory admin
Activity log L]
R4 Access control (IAM) Managed virtual network Dedicated SQL endpoint

No synapseanalyticsdemopackt.sql.azuresynapse.net
@ Tags Managed Identity object ID Serverless SQL endpoint
& Diagnose and solve problems synapseanalyticsdemopackt-ondemand.sql.azuresynapse.net

Workspace web URL Development endpoint
Settings https://web.azuresynapse.net?workspace=%2fsubscriptions%2faa8418... https://synapseanalyticsdemopackt.dev.azuresynapse.net
s SQL Active Directory admin Tags (change)

Click here to add tags
i|i Properties

Getting started
rE] Locks
Analytics pools Open Synapse Studio Read documentation

Start building your fully-integrated Learn how to be productive quickly.
T sQL pools analytics solution and unlock new Explore concepts, tutorials, and
insights. samples.
Apache Spark pools

# s parip Open Learn more

Security =

Figure 1.9 - Highlighting the link for launching Synapse Studio
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This deployment takes just a couple of minutes and creates a workspace that bundles
Synapse analytics, ETL, reporting, modeling, and analysis together under one umbrella.
Now you are ready to build your enterprise-level solution!

Understanding Azure Data Lake

A data lake is a storage repository that allows you to store your data in native format
without having to first structure the data at any scale.

Azure Data Lake Storage provides secure, scalable, cost-effective storage for big data
analytics. There are two generations of Azure Data Lake, Genl and Gen2; however,

we will focus on Gen2 only throughout this chapter. Azure Data Lake Gen2 converges
the capabilities of Azure Data Lake Genl with the capabilities of Azure Blob Storage
with the addition of a Hierarchical Namespace to Blob Storage. Because of Azure Blob
Storage's capabilities, you get a high availability/disaster recovery solutions for your data
lake at a low cost.

The new Azure Blob File System (ABFS) driver is available within Azure HDInsight,
Azure Databricks, and Azure Synapse Analytics, which can be used to access the data in
a similar way to Hadoop Distributed File System (HDFS).

To use Data Lake Storage Gen2's capabilities, you need to create a storage account that has
a hierarchical namespace. You can go through the following steps to create your Azure
Data Lake Storage Gen2 account:

1. Login to the Azure portal: https://portal.azure.com.

2. Click on the + Create a Resource link and select Storage account from the list of all
available resources.

3. Select the Resource group where you want to create your storage account. If you
don't have a Resource group created, click on the Create new link below the
drop-down list.

4. Fill in the fields for Storage account name and Location.

5. Select Standard or Premium Performance as per your business need. If you are
new to Data Lake, then it would be better to begin with Standard.

6. Select an appropriate value for Account kind and Replication as per the business
need. Again, the recommendation would be to leave the default selected values in
these fields if you are performing this operation just for your learning purposes:
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Create storage account

Basics  Metworking Data protection  Advanced  Tags Review + create

Azure Storage is @ Microsoft-managed service providing cloud storage that is highly available, secure, durable, scalable,
and redundant. Azure Storage includes Azure Blobs (objects), Azure Data Lake Storage Gen2, Azure Files, Azure Queues,
and Azure Tables. The cost of your storage account depends on the usage and the options you choose below.

Learn more about Azure storage accounts of

Project details

Select the subscription to manage deployed resources and costs, Use resource groups like folders to organize and
manage all your resources.

Subscription * | Visual Studio Uttimate with MSDN v |
Resource group * | A |
Create new
Instance details

The default deployment model is Resource Manager, which supports the latest Azure features, You may choose to deploy
using the classic deployment model instead. Choose classic deployment model

Storage account name * (D | |

Location * | (Us) west Us 2 v
Performance (@ (®) standard () Premium

Account kind @ | StorageV2 (general purpose v2) e |
Replication © | Read-access geo-redundant storage (RA-GRS) o |

teview + create < Previous | Next : Networking = |

Figure 1.10 - Creating Azure Data Lake Gen2 in Azure

7. For now, we can skip the Networking and Data protection tabs and move directly
to the Advanced tab.
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8. Click on the Enabled radio button for the Hierarchical namespace property under

the Advanced tab:

Create storage account

Basics = Networking Data protection  Advanced Tags  Review + create

Security

Secure transfer required (@
Allow shared key access ©
Minimum TLS version (O

Infrastructure encryption ®

Blob storage

Allow Blob public access (@
Blob access tier (defaulty @

NFSv3 @

(O pisabled (®) Enabled

O Disabled (®) Enabled

| Version 1.2 hd

‘®) Disabled ( ) Enabled

@ Sign up is currently required to enable infrastructure encryption on a per-
subscription basis. Sign up for infrastructure encryption o

(O pisabled (®) Enabled

O cool (® Hot
(®) Disabled () Enabled

@ Sign up is currently required to utilize the NFS v3 feature on a per-
subscription basis. Sign up for NFS v3

Data Lake Storage Gen2

Hierarchical namespace @

O pisabled (®) Enabled

Azure Files

Large file shares @

Tables and Queues

®) Disabled (_) Enabled

@ The current combination of storage account kind, performance, replication
and location does not support large file shares.

| <previous || Next:Tags> |

Figure 1.11 - Enabling Hierarchical namespace for Data Lake Storage Gen2 on the Advanced tab
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9. Leave the default values for all other fields and click on Review + create.

10. After reviewing all the details, click on Create and your Azure Data Lake Gen2
account will be created in a couple of minutes.

Now that you have already created your Azure Data Lake Gen2 account, you can use this
account with Azure Synapse Analytics. We will learn how to read data from Data Lake in
later chapters, but for now, we will learn about Azure Synapse Studio, and how it provides
a unified experience when working with various resources under one roof.

Exploring Synapse Studio
Synapse Studio is a unified experience for data preparation, data management, data

warehousing, and big data analytics. Synapse Studio is a one-stop-shop for developers,
data engineers, data scientists, and report analysts.

Before we start exploring more about Synapse Studio, we should know how we can get to
Synapse Studio from the Azure portal. There are a couple of ways to navigate to Synapse
Studio, but for that, first we need to navigate to our Synapse workspace on the Azure portal.
In Figure 1.12, you can see Workspace web URL, which is highlighted. You can either click
on that URL or copy that URL and paste it in your browser to access Synapse Studio:

Home > Azure Synapse Analytics >

® synapseanalyticsdemopackt =

Synapse workspace

»

O Search (Ctrl+/) « —+ New dedicated SQL pool  + New Apache Spark pool () Refresh 7 Reset SQL admin password [i] Delete
. I —
@ Overview
Subscription ID SQL Active Directory admin
Activity log I
Rq Access control (IAM) Managed virtual network Dedicated SQL endpoint
No synapseanalyticsdemopackt.sql.azuresynapse.net
® Togs Managed Identity object ID Serverless SQL endpoint
Vi Diagnose and solve problems ] synapseanalyticsdemopackt-ondemand.sql.azuresynapse.net
Workspace web URL Development endpoint
Settings https://web.azuresynapse.net?workspace=%2fsubscriptions%2faa8418... https://synapseanalyticsdemopackt.dev.azuresynapse.net
24 SQL Active Directory admin Tags (change)
Click here to add tags
1l Properties
Getting started
EI Locks
Analytics pools F: Open Synapse Studio may| Read documentation
Start building your fully-integrated Learn how to be productive quickly.
T SQL pools analytics solution and unlock new Explore concepts, tutorials, and
insights. samples.
Apache Spark pools
® P parp Open & Learn more &

Security =

Figure 1.12 - Synapse workspace in the Azure portal highlighting the links

to access Synapse Studio
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Another simple approach is to just click on the Open Synapse Studio link under the
Getting started section of the Synapse workspace.

You will need to provide credentials to access Synapse Studio. After successful
authentication, you will see Synapse Studio opened in a new tab. You will find a direct link
to various hubs integrated in Synapse Studio:

«

ﬁ Home Synapse Analytics workspace S

@ o=  Synapseanalyticsdemopackt

. Develop Hew 20 s
) Integrate
A i <
0 Monitor (=)
E Manage

Ingest Explore and analyze [4 Visualize “ Learn

v
Perform a one-time or Learn how to get insights Build interactive reports Q'/ Start with Azure Open
scheduled data load. from your data. with Power Bl capabilities. Datasets and sample code.

Recent resources

Figure 1.13 - Synapse Studio Home page

As you can see in Figure 1.13, Synapse Studio has six different hubs. We will learn about all
these hubs in brief here:

« Home: The Home hub provides you with a direct link to ingest, explore, or visualize
your data. You can also access your recent resources without wasting your time
searching across all the resources available on your Synapse Studio. In fact, you can
click on the New button at the top of the Synapse Studio screen to create a new SQL
script, notebook, data flow, Apache Spark job definition, or pipeline. You do not
need to be worried about any of these if you are new to Azure Synapse; we are going
to cover all these topics in detail in other chapters:
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B e 8 P @ D

Home Synapse Analytics workspace
pata synapseanalyticsdemopackt
Develop m
= sal seript
Integrate ¥l Motebook
& a flow
Monitor i Desi
[E Apache Spark job definition
Manage @) Pipeline Explore and
of Learn how to
= Impart d. from your dat

Figure 1.14 - Synapse Studio highlighting the New button at the top of the screen

Data: The Data hub provides a simple way to organize your workspace databases
and analytical stores for SQL as well as Spark. You can see two tabs in the Data
hub: one is Workspace, which shows your SQL and Spark databases created and
managed with your Azure Synapse workspace. The other tab is Linked, which
shows connected services such as Data Lake Gen2, operational stores in Azure
Cosmos DB, and so on:

i B Synapselive ~ 5 Validateall (T) Publish all

i Home Data + ¥ «
i Data Workspace Linked

I,ﬁ Filter resources by name l
. Develop

4 Databases 4
®) integrate b sglpooldemo (SQL)

P B sqlpooldemo_1 (SQL)
o Monitor

b & sglpooldemo_2 (SQL)
Manage b Bl default (Spark)

Figure 1.15 - Data hub on Synapse Studio
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« Develop: The Develop hub contains your SQL scripts, notebooks, data flows, and
Spark job definitions. You can also find all your Power BI reports created in your
Power BI workspace if you have already connected your Power BI workspace with
the Synapse workspace. We will learn more about this in Chapter 8, Integrating
a Power BI workspace with Azure Synapse:

@

(T Publish all

B Synapselive ~ i Validate all

Home

ﬁ Develop + ¥ «
i Data 2 Filter resources by name | BT sqL script
b SQL scripts [l Notebook
B peveor b Notebooks &0 Data flow
W) integrate [E Apache Spark job definition
” T2 Browse gallery
ﬁ' Maonitor  Import
Manage

Figure 1.16 — Develop hub on Synapse Studio

« Integrate: You will find a lot of similarities between the Integrate hub of Synapse
Studio and Azure Data Factory if you are familiar with Azure Data Factory already.
You can create new data pipelines to perform one-time or scheduled data ingestion
from 90+ data sources. We will learn more about this in Chapter 4, Using Synapse
pipelines to orchestrate your data:
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»

Home

Data

Develop

rF «

l.) Integrate

Monitor

Manage

«

@ Synapselive v~ Validate ol [JUNIRNENEK 1 ] O m
Integrate + v « DD Fipelines ¢
- o  Vali ’ =
O Filter resources by name ‘ Activities ¥« Validate [> Debug 4 Add trigger {}
4 ipelines : Properties
el b Synapse
® (D Pipeline 1 ynap o General  Related
> Move & transform
4 Name *
P Azure Data Explorer
b Azure Function .
Description
b Batch Service [ ]
P Databricks p
P Data Lake Analytics - Concurrency ©
> General )
P HDInsight ot Annotations
0 +
P Iteration & conditionals New
P Machine Learning Parameters Variables ~ Output ~

+ New

Figure 1.17 - Creating a pipeline in the Integrate hub of Synapse Studio

+ Monitor: The Monitor hub enables you to see the statuses of all your Integration
resources, activities, and pools in one place:

ﬁ Home
i Data
. Develop

l.) Integrate

g Monitor

Manage

« . -
Pipeline runs

Integration .

Triggered  Debug Rerun Cancel ¥ ) Refresh == Editcolumns | (R Gant )
@ Pipeline runs —
% Trigger runs R Search by run ID or name ‘: Local time : Last 24 hours ‘ ‘: Pipeline name : All :‘ ‘: Status : All :'

P - . b Copy filters
& Integration runtimes (_ Runs:latestruns ) (. Add filter )
Activities Showing 0 - 0 items
iZ¢ Apache Spark applications - X X

Pipeline name Run start & Run end Duration Triggered by Status

SQL requests
é& Data flow debug
Analytics pools

'% SQL pools

ﬂ Apache Spark pools

No results to show

If you expected to see results, try changing your filters

Figure 1.18 — Monitor hub in Synapse Studio
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« Manage: From the Manage hub, you can manage your SQL pools, Spark pools,
linked services, triggers, and integration runtimes. The Manage hub also provides
you with the ability to manage access control and credentials for your Synapse
workspace. Recently, they added Git configuration to the Manage hub as well:

) ® Synapselive v~ £ Validateall |1 Publish all ©

«
A Home Access control

Analytics pools : i @ :
YHics p Grant others access to this workspace by assigning roles to users, groups, and/or service principals. Learn more [4

i Data
£} sqL pools
+ Add (D Refresh
. Develop {5} Apache Spark pools
£ iamiliconnaciians l Y Filter by name (_ Type: All ‘ ‘:\ Role : All K,‘ ‘;’ Scope : All ‘
M) Integrate 2 . . g «
@2' Linked services Showing 1 - 2 of 2 role assignments at all scopes in the workspace (1 user(s), 0 group(s), 1 service principal(s))
@ Monitor © Azure Purview (Preview) [) Name™ Type Role Scope
E A Integration Synapse Administrator ©
anage
¥ Triggers —
D @ User Synapse Administrator Workspace

&1 Integration runtimes

_— O @

[ Access control

Service Principal Synapse Administrator Workspace

& Credentials

@ Managed private endpoints
Code libraries

B Workspace packages
Figure 1.19 - Manage hub on Synapse Studio

In this section, we got an introduction to Synapse Studio, however, in the following
chapters, we are going to explore more about Synapse Studio.

Summary

In this chapter, we covered an introduction to Azure Synapse and how can you create
your first Azure Synapse workspace. After going through the sample scripts, you should
have a fairly good idea about how Azure Synapse Studio works, and some of the different
languages supported by Azure Synapse. We also discussed the differences between Azure
SQL Data Warehouse and Azure Synapse. You learned about pausing and resuming a SQL
pool, as well as automatic pausing of a Spark pool, which will save you some money if
implemented.

In the next chapter, we will begin to look at specific analytics runtimes you need to
understand and create your first Spark and SQL pool.
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Considerations
for your compute
environment

This chapter covers the analytics runtimes available with Azure Synapse. You will learn
about the concepts of SQL Pool, SQL on-demand, and Spark pool. By the end of this
chapter, you will be able to decide which analytics runtime will be suitable for solving your
business problem.

SQL Pool and SQL on-demand are both part of the Structured Query Language (SQL)
engine, but they differ in terms of provisioning. When you create a SQL pool, you will
provision databases under a logical server in your subscription; this means you will be
paying for running the SQL engine all the time until SQL pool is paused. However,
SQL on-demand is created when you want to leverage the SQL engine for running your
workloads only for a short duration.

On the other hand, Spark pool works with the Apache Spark engine, deeply integrated
with Azure Synapse. This gives you the option to configure your Spark pool with just

a few clicks, along with an option to auto-pause after a certain time of being idle. We have
covered this information in detail in this chapter.
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In this chapter, our topics will include the following:

« Introducing SQL Pool
+ Understanding Synapse SQL on-demand
« Understanding Spark pool

Technical requirements

In order to follow the instructions in the following sections, you need to have met certain
prerequisites before we proceed, outlined here:

+ You need to have your Azure subscription, or access to any other subscription with
contributor-level access.

+ You need to have your Synapse workspace on this subscription. You can follow
the instructions from Chapter 1, Introduction to Azure Synapse, to create your
Synapse workspace.

Introducing SQL Pool

SQL Pool uses a scale-out, node-based architecture with one control node and multiple
compute nodes for distributed computational processing. Control nodes are a single
point of contact for end users to interact with all compute nodes. The control node runs
the Massively Parallel Processing (MPP) engine, which passes an operation to multiple
compute nodes to do their work in parallel. MPP databases are optimized for analytical
workloads, such as aggregating and processing large datasets. In this type of architecture,
each compute node (which are also called processing units) works independently, with its
own operating system and dedicated memory.

In this section, you will learn about the architecture of SQL Pool, which will help you in
understanding data distribution across various nodes in SQL Pool. We will cover how to
create a SQL pool using both the Azure portal and Synapse Studio in the following section.

Creating a SQL pool

In this section, you will learn how to create a SQL pool in a Synapse workspace using the
Azure portal and Synapse Studio. You need to make sure that you have already created an
Azure Synapse workspace in your subscription.
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Using the Azure portal
First, let's look at how to set up the Azure portal. Follow these steps:

1. Login to the Azure portal, at https://portal.azure.com.
2. Navigate to the Synapse workspace by typing the service name (or resource name)

directly into the search bar, as highlighted in Figure 2.1:

€& - C @ portalazurecom/#home

£ Smense Wﬂrk;pﬂ(d

A Services Marketplace
Azure servic
@ Azure Synapse Analytics (private link hubs preview) 5 Azure Synapse Analytics (private link hubs preview)
_|_ I @ Azure Synapse Analytics (workspaces preview) I De : Seeall
D Log Analytics workspaces
Create/g o W b Quickstart: create a Synapse workspace - Azure Synapse ...
resource @ workspaces

s Manage access to workspaces, data, and pipelines - Azure ...
® Snapshots ) )
- Managed virtual network - Azure Synapse Analytics ...

[E‘ Machine Leamning Studio (classic) workspaces k
Recent resou Secure your Synapse workspace (preview) - Azure Synapse ..

@ Azure Synapse Analytics (formerly SQL DW)

Resource Groups

Mame Resources
4 No results were found.

g sqlpooldemo No results were found.

[#) rg-synapsean  Sesrching all subscriptions. Change

Figure 2.1 - Azure portal - highlighting Synapse Workspace in the search bar
3. In the Synapse workspace, click on New SQL pool, as highlighted in Figure 2.2:

Home > Azure Synapse Analytics (workspaces preview) >

»

) synapseworkspacedemo #

Synapse workspace

O Search (Ctrl+/) « -+ NewsSQLpool | + New Apache Spark pool () Refresh 7 Reset SQL admin password [i] Delete 4 Launch Synapse Studio

rview ource group (change irewalls
@ Oveni Res: group (change) Firewall
rg-synapseanalyticsdemo Show firewall settings
B Activity log .
Status Primary ADLS Gen2 account URL
A Access control (IAM) Succeeded https: psedema.dfs.corewindows.net
@ Tags Location Primary ADLS Geng file system
9 West US 2 filesystemsynapsedemo
Settings Subscription (change) SQL admin username
B —— PayAsYouGo_AzureDataPlatform pkmishra

Figure 2.2 - Azure portal - highlighting the link to create a new SQL pool
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4. Provide an appropriate name for your SQL pool and select Data Warehouse Units
(DWUs) by sliding the Performance level bubble under the Basics tab. For the
purpose of adding some examples, I am using DW1000c, which will give me one
control node and six compute nodes, as highlighted in Figure 2.3:

Create SQL pool

Synapse

*Basics *Additional settings ~ Tags  Review + create

Create a SQL pool with your preferred configurations. Complete the Basics tab then go to Review + Create to provision
with smart defaults, or visit each tab to customize. Learn more &

SQL pool details

Name your SQL pool and choose its initial settings.

SQL pool name * Enter SQL pool name ]
Performance level © e e () DW1000c
Estimated price © Est. Cost Per Hour

12.00 USD

View pricing details

[ Next : Additional settings > |

Figure 2.3 - Form with configuration preferences to create a SQL pool in Azure Synapse

5. Next, you can go to Additional settings. However, you can leave this tab unchanged
and move to the next tab, Tags.

Important note

We will cover backup and restore in Chapter 11, Performing backup and restore
in Azure Synapse analytics.

6. You can provide an appropriate name-and-value pair if needed; otherwise, you can
leave this field empty for now and go to the Review + create tab. After reviewing all
the details, click on Create. You may need to wait a couple of minutes to start using
it. The process is illustrated in Figure 2.4:
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Create SQL pool

Synapse
*Basics *Additional settings

Product details

Azure Synapse Analytics
by Microsoft
Terms of use | Privacy policy

Terms

Tags  Review + create

Est. Cost Per Hour
36.00 USD
View pricing details

By clicking "Create”, | {a) agree to the legal terms and privacy statement(s) associated with
the same billing frequency as my Azure subscription; and (c) agree that Microsoft may sha
Microsoft does not provide rights for third-party offerings. For additional details see Azur

Basics

SQL pool name

Performance level

Additional settings

sqlpooldemo
DW3000c

Download a template for automation

Figure 2.4 — Review + create page to create a SQL pool in Azure Synapse

Important note

You may need to add your client Internet Protocol (IP) address in the
Firewalls setting of the Azure Synapse workspace in order to connect to your
Synapse SQL pool using any client tool.

Similarly, we can create a Synapse-dedicated SQL pool using Synapse Studio.

Using Synapse Studio

Now, let's see how to use Synapse Studio. Follow these steps:

1. Login to the Azure portal at https://portal.azure.com.

2. Navigate to the Synapse workspace by typing the service name (or resource name)

directly into the search bar.
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3. Click on the workspace where you want to create your SQL pool.
4. Click on Open Synapse Studio, as highlighted in Figure 2.5:

Home >

® synapseworkspacedemopackt =

Synapse workspace

0 Search (Ctrl+/) « = New dedicated SQL pool — New Apache Spark pool () Refresh (7 Reset SQL admin password Ti] Delete
@ Overview 2 Workspace web URL Development endpoint
& https://web.azuresynapse.net?workspace=%2fsubscriptions%2fcc7f94ab- .. https://synapseworkspacedemopackt.dev.azuresynapse.net
Activity log
Tags (change)
2 Access control (IAM) Click here to add tags
¢ Tgs Getting started
/2 Diagnose and solve problems
) F Open Synapse Studio m| Read documentation
Settings 2 st building your fully-integrated Learn how to be productive quickly.
o . i i analytics solution and unlock new Explore concepts, tutorials, and
2w SQL Active Directory admin insights. samples.
ill Properties Open &' Learn more &
B Locks
Analytics pools Analytics pools
T sal pools l,o Search to filter items...
4 Apache Spark pools Name Type Size
SQL pools

Security
Figure 2.5 - Highlighting the link to launch Synapse Studio in Azure Synapse
5. Go to the Manage tab on the Synapse Studio home page, as highlighted in

Figure 2.6:
«
ﬁ Home Synapse Analytics workspace
W o synapseworkspacedemopackt
E Develop
\
M) Integrate NS
- N
o /¢
@ Monitor
—
Manage Ingest Explore and analyze [7 Visualize e ] Learn
Perform a one-time or Learn how to get insights Build interactive reports Q'/ Start with Az
\ scheduled data load. from your data. with Power BI capabilities. Datasets an

Figure 2.6 — Highlighting the Manage link on Synapse Studio home page

6. Click on the + New link under the SQL pools section to create a new SQL pool, as
highlighted in Figure 2.7
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«

>

Home

Data

Develop
@) Integrate

e Monitor

©® Synapselive v

Analytics pools
T sQl pools
3} Apache Spark pools

External

b

4 Validate all (1] Publish all O

=

«

SQL pools

The serverless SQL pool, Built-in, is immediately available for your workspace. Dedicated SQL pools can be configured to adapt to team or
organizational requirements and constraints. Learn more 3

O Refresh 0 System-assigned managed identity
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Figure 2.7 - Highlighting + New link to create a SQL pool in Azure Synapse Studio

7. Provide an appropriate name for your SQL pool, and select DWUs by sliding the
Performance level bubble under the Basics tab. As with the previous section, I am
using DW1000c, which will give me one control node and six compute nodes, as
illustrated in Figure 2.8:

Create SQL pool

Synapse

*Basics

* Additional settin

gs Tags  Review + create

Create a SQL pool with your preferred configurations. Complete the Basics tab then go to Review + Create to provision
with smart defaults, or visit each tab to customize. Learn more &

SQL pool details

Name your SQL pool and choose its initial settings.

SQL pool name *

Enter SQL pool name l

Performance level ©

——— ——() DW1000c

Estimated price ©

Est. Cost Per Hour
12.00 UsD

View pricing details

| MNext : Additional settings > |

Figure 2.8 - Form with configuration preferences to create a SQL pool in Azure Synapse
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8. Next, you can go to Additional settings. However, you can leave this tab
unchanged and move to the next tab, Tags.

9. You can provide the appropriate tags if needed, and go to the
Review + create tab.

10. After reviewing all the details, click on Create. You may need to wait a couple of
minutes to start using it. The process is illustrated in Figure 2.9:

Create SQL pool

Synapse
*Basics *Additional settings  Tags  Review + create

Product details

Azure Synapse Analytics Est. Cost Per Hour

by Microsoft 36.00 USD

Terms of use | Privacy policy View pricing details

Terms

By clicking "Create”, | (a) agree to the legal terms and privacy statement(s) associated with
the same billing frequency as my Azure subscription; and (c) agree that Microsoft may sha
Microsoft does not provide rights for third-party offerings. For additional details see Azur

Basics
SQL pool name sqlpooldemon
Performance level DW3000¢

Additional settings

Download a template for automation

Figure 2.9 - Reviewing Product details and terms from Review + Create tab before creating a SQL pool

That concludes our initial dive into SQL Pool. Next we will learn about the architecture
and components of Synapse SQL Pool.
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Understanding Synapse SQL Pool architecture and
components

The Synapse SQL Pool architecture has many components that work together to make
it a unique Azure resource. This architecture is the same as it used to be for SQL Data
Warehouse (SQL DW) and leverages an MPP engine to distribute computational
processing across multiple compute nodes.

Compute nodes are used for computational work on a cluster to execute any business
logic. The capacity of compute nodes is defined by the performance level of the SQL pool
that you can set while creating the SQL pool, or you can change the value after the pool

is created, as per the business demand. However, data is not stored on compute nodes in
the case of a SQL pool; instead, there are separate nodes to store data, which are called
storage nodes.

Compute nodes are separate from storage nodes, so you get the flexibility to scale your
compute up or down without impacting the storage of your data warehouse.

Figure 2.10 represents how all the components are tied together in Azure Synapse SQL
pool:

DMS

Application or User e ol -

Connection @

Control Node
|
MPP Engine

DMS DMS DMS DMS

Compute Node Compute Node Compute Node eoee Compute Node

Azure Storage

Distribution DB 1 Distribution DB 11 Distribution DB 21 Distribution DB 31 Distribution DB 41 Distribution DB 51 Distribution DB 51
Distribution DB 2 Distribution DB 12 Distribution DB 22 Distribution DB 32 Distribution DB 42 Distribution DB 52 Distribution DB 52
Distribution DB 3 Distribution DB 13 Distribution DB 23 Distribution DB 33 Distribution DB 43 Distribution DB 53 Distribution DB 53

Distribution DB 4 Distribution DB 14 Distribution DB 24 Distribution DB 34 Distribution DB 44 Distribution DB 54

Distribution DB 60

Figure 2.10 — Architecture of Synapse SQL pool
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Now that we have learned about the architecture, let's try learning about the following
components individually in brief:

o Control node: When an end user tries to run a Transact-SQL (T-SQL) query, the
control node utilizes each distribution to run these queries in parallel. When you
submit a query to a SQL pool, the control node leverages an MPP engine to run
these queries against each distribution in parallel. We will learn about distributions
further on in this chapter. There is only one control node associated with a SQL
pool under a logical server. All the applications and connections can only interact
with the control node; however, the control node interacts with all the compute
nodes via the MPP engine whenever needed.

« Compute node: Compute nodes are computers or machines that are used for
computational purposes. In an MPP architecture, various compute nodes run in
parallel to process a query faster. A SQL pool can have a maximum of 60 compute
nodes determined by the service level. Each compute node is identified by a unique
node ID that can be seen in the system views.

When you select DWUs to create a SQL pool or when you decide to change the
DWU, distributions are mapped to compute nodes accordingly.

« Data Movement Service (DMS): The DMS is a system-level internal service that
shuffles data across various nodes to run queries in parallel and return consolidated
results back to the MPP engine.

o Azure Storage: Synapse SQL stores your data in Azure Storage. When you
ingest your data to SQL Pool, data is sharded into distributions to optimize the
performance of the system. The sharding pattern can be defined while creating
the table. You can create or choose Azure Storage while creating your Synapse
workspace; however, only Data Lake Storage Gen2 accounts with Hierarchical
Name Space enabled are listed under the Storage Account dropdown. There are
various tools available to access Azure Storage; I like using Azure Storage Explorer.
You can connect to Azure Storage using access keys, a Shared Access Signature
(SAS) token, or via the login to your subscription.

You can use the following query to get a count of the control and compute nodes available
for your Synapse SQL pool:

SELECT * FROM sys.dm pdw nodes
GO

SELECT type, COUNT (1)

FROM sys.dm pdw_nodes

GROUP BY type
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Figure 2.11 displays the count of control nodes and compute nodes available in my
Synapse SQL pool:

©.: File Edit View Help ® SQLQuery_1 - synapseworkspacedemopackt.sql.azuresynapse.net.sqlpooldemo (pkmishra)
Q CONNECTIONS £ SQlLQuery_1 - synaps..mishra) ® = B synapseworkspacedemopackt.sql.azuresynapse.net
 SERVERS BB D Run [ Cancel & Disconnect & Change Connection | & Explain B Enable SQLCMD '~ Export as Notebook
/O ~ B synapseworkspacedemopacktsql... 1 SELECT * FROM sys.dm_pdw_nodes
v Databases 2 Mo
3 SELECT type,COUNT(1)
> System Databases a4 FROM sys.dm_pdw_nodes
5 E sglpooldemo 5 GROUP BY type
v Tables e
1 2 Views
> Programmability Results Messages
5K 2 el pdw_node_id | type name address | is_passive | region
> Security
| 26 CONTROL DB.26 NULL ] NULL
2 83 COMPUTE DB.83 NULL o NULL
3 8 COMPUTE DB.8 NULL 2] NULL
4 55 COMPUTE DB.55 NULL e NULL
5 22 COMPUTE DB.22 NULL ] NULL
6 40 COMPUTE DB.40 NULL ] NULL
7 79 COMPUTE DB.79 NULL 2] NULL
type (No column name)

1 COMPUTE 6
2 CONTROL : §

Figure 2.11 - Azure Data Studio showing the query results

You can decide how many compute nodes you need for your SQL pool by choosing DWUs
while creating your Synapse SQL pool. However, you can scale it later as well, based on
your business needs. So, let's try to understand a little more about DWUs.

Examining DWUs

When you purchase DWUs for SQL Pool, you basically purchase several analytical
resources bundled together, such as the Central Processing Unit (CPU), memory, and
Input/Output (I/O). You can change the DWUs even after creating a Synapse account.
However, distributions will remap to compute nodes after you change DWUs for your
Synapse account.

You can use the following query to view the current DWU setting:

SELECT db.name [Database]

; ds.edition [Edition]
, ds.service objective [Service Objective]
FROM sys.database service objectives AS ds

JOIN sys.databases AS db ON ds.database id = db.database id
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You have already seen in the previous chapter how to select DWUs while creating your
Azure Synapse SQL pool. Many customers prefer to scale down their SQL pool when not
in use for cost savings, so it will be worth knowing how you can change DWUs in the
existing SQL pool.

Changing DWUs

You can change DWUs directly on in the Azure portal. The following steps will show you
how to change DWUs, but before you make any changes, you need to consider how this
change will have a direct impact on performance:

1. Gotoportal.azure.comand provide your credentials to log in to your
Azure subscription.

This may ask you for Multi-Factor Authentication (MFA) if you have enabled MFA
for your subscription.

2. Go to your resource group and click on Azure Synapse workspace.

3. Click on SQL pool in the left blade. This will take you to a new window, as shown
in Figure 2.12. Click on Scale and slide the bubble to set it to your desired compute:

Home > Scale x
1 sqlpooldemo (synapseworkspacedemo /sqlpooldemo  soodeme
SQL pool | PREVIEW -

O Search (Ctrl+/) « || Pause O Restore -+ Newrestore point [i] D 50

Ta Overview Resource group (change) -~
rg-synapseanalyticsdemo
lyticsd °
B Activity log Aug 13 Aug 15 Aug 17 Aug 19UTC-0400
Status. DWU limit (Max) DWU used (Max)
Ao Access control (IAM) Online I
& Togs Location 200 16
9 West Us 2
Settings Subscription (change) Scale your system ©
: yAsYouGo_AzureD: o DW3000¢
% Maintenance schedule Subscription 1D
& Geo-backup policy 6c0f4acT-0dd-4482-a220-784572d01d Estimated price ©
Est. Cost Per Hour
& Connection strings Tags (change) 36.00 USD
Click here to add tags N -
1! Properties ¥ Essentials View pricing details
B Locks Notifications (0) Features (2)  Tasks (2)
There are no active user queries. Would you like to continue and scale SQL pool?
Export te late
& Bxporttemplate @D security () Recovery (1)
Securi 1
y o Transparent data encryption é G soio
o t dat: i
ransparent cata encryption |5 Encrypt your database, backups, and logs. Pr

Figure 2.12 - Highlighting Scale link on Azure portal
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Many people tend to scale up the compute whenever they face performance issues in their
SQL pool. However, it is important to notice the table distribution type because it has
a major impact on your query performance.

Understanding distributions in Synapse SQL Pool

All queries from end users are handed over to compute nodes from control nodes
for parallel query execution. Each compute node can manage one or more
(maximum 60) distributions.

You can use the following Dynamic Management Views (DMYVs) to know more about
your nodes and distributions:

SELECT distribution id, pdw node id FROM sys.pdw nodes
partitions

GO

SELECT distribution id,pdw node id FROM sys.pdw distributions
GO

Each query from the end user gets divided into 60 parallel queries to be run on each
of the 60 distributions. If there is just one compute node, this node will manage all 60
distributions; however, if you have 60 compute nodes to run in parallel, each compute
node will manage one distribution.
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Figure 2.13 provides an example of distributions across various nodes if the performance
level of your SQL pool is 3,000 DWUs:
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Figure 2.13 — Azure storage distributions Architecture for 3,000 DWUs

Now that we know how distributions play an important role in the architecture of a Synapse
SQL pool, it will be worth learning about the usage of different types of distributions.

Hash distributed tables

Large fact tables are the best candidates for hash distributed tables. A hash distributed
table uses a hash function to distribute table rows across the available compute nodes. This
type of distribution is created to minimize data movement across various distributions
because similar values tend to fall within the same distribution.

Tables that are more than 2 Gigabytes (GB) in size on disk and tables having more frequent
INSERT, UPDATE, and DELETE operations are the best candidates for hash distributions.
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The following code snippet provides an example of how to create a hash distributed table:

CREATE TABLE FactSales (
SalesID INT IDENTITY (1, 1) NOT NULL,
SalesDate DATETIME NOT NULL,
SalesItemId INT,
Description VARCHAR (500)

) WITH ( CLUSTERED INDEX (SalesID), DISTRIBUTION =
HASH (SalesDate) ) ;

You cannot change a distribution once it has been created. If you wish to change
a distribution, you may need to create another table using the CREATE TABLE AS
SELECT (CTAS) command, as illustrated in the following code snippet:

CREATE TABLE [dbo] . [FactSales new]
WITH

(

DISTRIBUTION = ROUND ROBIN

, CLUSTERED COLUMNSTORE INDEX
)

AS
SELECT *
FROM [dbo] . [FactSales] ;

When the table size is not very large, we can consider using round-robin distributed
tables instead of a hash distributed table. We will learn about round-robin tables in the
following section.

Round-robin distributed tables

The default distribution type for a table in SQL Pool is round-robin distribution, whereby
data is divided evenly across all the distributions. Similar records are not guaranteed to
fall within the same distribution, which slows down performance while retrieving records
across various nodes. Sometimes, rows need to be reshuffled when you perform joining
operations on round-robin distributed tables.



36 Considerations for your compute environment

The following is an example of how to create a round-robin distributed table:

CREATE TABLE DimSalesItem (
SalesItemID INT IDENTITY (1, 1) NOT NULL,
Description VARCHAR (500)

) WITH ( CLUSTERED INDEX (SalesItemID), DISTRIBUTION = ROUND
ROBIN ) ;

If you use the following script to create a new table, it does not give you the flexibility
to choose the distribution type. However, it will create a ROUND ROBIN distribution by
default, but you can use CTAS to define the distribution of the table data:

SELECT * INTO DimSalesItem New FROM DimSalesItem

Temporary staging tables and tables with no obvious joining key are the best candidates
for ROUND ROBIN distributed tables.

Replicated tables

Replicated tables must only be used for small dimension tables. This replicates the table
data across all distributions so that the data becomes local to each compute node and
accessibility becomes easier. There is no need to move the data across various compute
nodes for a running query, and this helps to return results very quickly. Small dimension
tables with a size less than 2 GB are the best candidates for replicated tables.

The following snippet shows the code used for creating replication distributed tables in
SQL Pool. You can use CTAS for this distribution type as well:

CREATE TABLE [dbo] . [DimSalesRegion]

(
RegionID INT IDENTITY (1,1) NOT NULL,

Region VARCHAR (50) NOT NULL

WITH ( CLUSTERED COLUMNSTORE INDEX, DISTRIBUTION =
REPLICATE )

This code will help you to find data skew for a distributed table:

DBCC PDW_SHOWSPACEUSED ('dbo.FactSales') ;
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When you are dealing with billions of records and your data tends to grow exponentially,
you may need to take a few extra measures to ensure good performance. You may
consider partitioning your data based on data volume and certain other circumstances.
The following topic will help you understand more about partitions in a SQL pool.

Understanding partitions in Synapse SQL Pool

Table partitions are used to create smaller groups of records within a table. Partitioning
not only helps to enhance the efficiency and performance of loading data but also benefits
data maintenance and query performance. Partitioning is supported on columnstore
indexes, clustered indexes, and heap indexes.

As we understand now that partitioning helps in various ways, we must be aware that
creating a table with too many partitions can affect performance in certain circumstances.

There is no defined set of rules for deciding the number of partitions in a table, but for
optimal compression and performance of clustered Columnstore tables, we need to have
a minimum of 1 million rows per distribution and partition. In order to understand

the concept of a clustered Columnstore index, it is recommended to have a look at the
following link: https://docs.microsoft.com/sql/relational-databases/
indexes/columnstore-indexes-overview.

A SQL pool proactively creates 60 distributions for each table, so adding a partition on
these tables will multifold the total number of data groupings. Keeping 1 million records
in mind, we need to have at least 60 million records in a table without any partition in
order to get optimal performance. However, if you have 10 partitions created on your
table, then you need to have a minimum of 60 distributions X 10 partitions X 1 million
records (that is, 600 million records) in order to gain better results.

Usually, partitions are created on the Date column so that data gets equally distributed
among all the partitions evenly as per the data loading date. However, you can choose
any other column as your partition key where data grouping could be helpful. It would
not be a good idea to create partitioning on unique key columns because you may end up
creating a large number of partitions, and that could possibly kill the query performance.

The following code snippet provides an example of using partitions along with
distributions:

CREATE TABLE [dbo] . [FactSales] (
[SalesID] int NOT NULL,
[OrderDateKey] int NOT NULL,
[CustomerKey] int NOT NULL,
[PromotionKey] int NOT NULL,


https://docs.microsoft.com/sql/relational-databases/indexes/columnstore-indexes-overview
https://docs.microsoft.com/sql/relational-databases/indexes/columnstore-indexes-overview
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[SalesOrderNumber] nvarchar (20) NOT NULL,
[OrderQuantity] smallint NOT NULL,
[UnitPrice] money NOT NULL,
[SalesAmount] money NOT NULL
WITH (
CLUSTERED COLUMNSTORE INDEX,
DISTRIBUTION = HASH( [ProductKeyl]),
PARTITION (
[OrderDateKey] RANGE RIGHT FOR
VALUES
(
20000101, 20010101, 20020101, 20030101,
20040101, 20050101

Important note

If you are using a clustered Columnstore index in your table, it is
recommended to have a minimum of 1 million rows per distribution and
partition in order to get optimal compression and performance.

The following query will give you details about all the nodes, distributions, and partitions.
If you have not created any partitions manually, then there will be only one partition
created by default:

SELECT B.distribution id,A.pdw node id,A. [type] AS node type, A.
name AS node name,C.partition number,C. [rows] FROM sys.dm

pdw_nodes A

LEFT JOIN sys.pdw distributions B ON A.pdw node id=B.pdw node

id

LEFT JOIN sys.pdw nodes partitions C ON B.distribution id=C.
distribution id AND A.pdw node id=C.pdw node_ id

ORDER BY B.distribution id

GO
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Figure 2.14 depicts Azure Data Studio displaying results for the preceding query on my
Synapse SQL pool:

g File Edit View Help ® SQLQuery 1 - synapseworkspacedemopackt.sql.azuresynapse.net.sqlpooldemo (pkmishra)
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Figure 2.14 — Azure Data Studio showing the result of the preceding query

The syntax of partitioning in Synapse SQL Pool is slightly different from SQL Server, as
partitioning functions and schemes are not used in Synapse SQL Pool in the same way
they are in SQL Server.

To conclude the subject of table partitioning, it's time to learn about temporary tables in
Synapse SQL pools. Synapse SQL allows you to create temporary tables as well, which you
may sometimes need in stored procedures for better performance. However, there are a

couple of differences from how you use them with SQL databases. Let's have a look at their
usage and implementation in Synapse SQL.

Using temporary tables in Synapse SQL Pool

In SQL Pool, temporary tables exist at the session level. In the SQL pool, temporary tables
are written on local rather than remote storage, resulting in better performance. In SQL
Pool, temporary tables can be created in the same way as in a SQL database; however, they
can also be created with a CTAS command, as illustrated in the following code snippet:

IF OBJECT_ ID('tempdb. .#tempFactSales') IS NOT NULL
BEGIN

DROP TABLE #tempFactSales
END
GO
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CREATE TABLE #tempFactSales
WITH
(
DISTRIBUTION = HASH([SalesID])
, HEAP
)
AS
(
SELECT SalesId,SalesItemId, Description
FROM FactSales
D 5
SELECT * FROM #tempFactSales

Important note

Global temporary tables are not yet supported in Synapse SQL.

Discovering the benefits of Synapse SQL Pool

The more you learn about Synapse SQL Pool, the more you will appreciate the features
that it includes. There are many benefits that we will discover throughout this book; here
are a few of them:

« Itiseasy to create a new SQL pool or scale your existing pool as per your
business needs.

« Storage is kept separate from compute, so you can scale your compute without
worrying about the storage. This gives you the flexibility to pause the compute when
not in use without losing your data when you resume the compute.

o On your Azure Synapse SQL pool system, demands can come from different
directions, such as Azure Databricks, Azure Data Factory, reporting layers, cube
refreshes, and custom apps.
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« Synapse SQL pool uses columnar storage to store data in relational tables. Columnar
storage stores data by column (field), keeping all data associated with that column
together in memory. This format significantly helps in data compression, which
ultimately reduces data storage costs and improves query performance. They are
optimized to read data more efficiently.

 Synapse SQL supports T-SQL, so you do not need to learn any new language to
perform any sort of operation on your data. You will learn more about this in
Chapter 6, Working with T-SQL in Azure Synapse.

Now that we have learned various concepts around a dedicated SQL pool, it would be
worth taking a look at a serverless SQL pool in Synapse.

Understanding Synapse SQL on-demand

SQL on-demand is a serverless distributed data processing system that enables you

to analyze your big data faster. There is no need to set up infrastructure or maintain
a cluster to start using SQL on-demand, so you can start querying data as soon the

workspace is created.

In this section, we are going to talk about the architecture and components of Synapse
SQL on-demand, the benefits of using SQL on-demand, and how you can query files in
your Azure Storage accounts using SQL on-demand.

SQL on-demand architecture and components

SQL on-demand is serverless, so scaling automatically accommodates the resource
requirements for any query. The SQL on-demand architecture also has a control node,

a compute node, DMS, and Azure Storage, but it does not have an MPP engine; instead, it
uses a Distributed Query Processing (DQP) engine.
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The architecture, as illustrated in Figure 2.15, explains how a control node leverages

a DQP engine to distribute a query across various computes as per the requirement.
Compute nodes will reach out to the storage to fetch the required data as requested and
send it back to the control node:

Application or User

Connection < > @.
trol Node

Contr

I

| Distributed Query Processing Engine

Control Node Control Node Control Node Control Node

Node Control Node Control Node

o §

Control

I Azure Storage

Figure 2.15 - Architecture of SQL on-demand

Most of the components in the SQL on-demand architecture are the same as in SQL pool.
However, the functionalities are a little different. Let's go through all the components and
their roles in this architecture, as follows:

« Control node: The control node utilizes the DQP engine to split user queries into
smaller queries that will be executed on compute nodes. Each smaller chunk of
a query is called a distributed query unit.

« Compute node: In Synapse SQL on-demand, you do not have control over the
number of compute nodes through DWUs. In this case, compute nodes will
be made available as per the resource requirement. The data is stored in Azure
Storage, and the compute nodes run parallel queries against this data with the help
of DMS.
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 Azure Storage: Synapse SQL leverages Azure Storage to keep your data safe,
irrespective of the analytics runtime that you choose for either SQL Pool or SQL
on-demand. Azure Synapse supports both Azure Blob Storage and Data Lake
Storage. You can create a Data Lake Storage Gen2 account just by enabling Data
Lake Storage Gen2 while filling in the form to create a storage account in the Azure
portal, as shown in Figure 2.16. With the SQL on-demand runtime, you can query
your files from the data lake in a read-only manner:

Create storage account

Basics  Networking  Data protection | Advanced | Tags  Review + create

Security
Secure transfer required © (O Disabled (8) Enabled
Allow Blob public access @ (O Dpisabled (®) Enabled
Minimum TLS version (O | Version 1.0 RV
Infrastructure encryption @ ®) Disabled Enabled
@ Sign up is currently required to enable infrastructure encryption on a per-
subscription basis. Sign up for infrastructure encryption o
Azure Files
Large file shares @ ®) Disabled Enabled

@ The current combination of storage account kind, performance, replication
and location does not support large file shares.

Data Lake Storage Gen2
Hierarchical namespace (O () pisabled (®) Enabled

NFsv3d @ ®) Disabled Enabled

@ Sign up is currently required to utilize the NFS v3 feature on a per-subscription
basis. Sian up for MFS v3 of

I < Previous H Next : Tags > |

Figure 2.16 — Creating an Azure Storage Data Lake Gen2 account in the Azure portal

Important note
DMS works the same with SQL on-demand as with SQL Pool.
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Learning about the benefits of Synapse SQL
on-demand

Many customers who already have some sort of experience with Amazon Web Services
(AWS) ask whether Azure has any service that is similar to Athena. Now, we can tell them
that Azure has that feature available and, moreover, it is integrated with an Enterprise
Data Warehouse (EDW). There are many other benefits of using SQL on-demand, too.
You can see a few of them here:

« Itis very easy to discover and explore data in various formats (Parquet,
Comma-Separated Values (CSV), and JavaScript Object Notation (JSON))
directly from your data lake.

+ You can save money by using the compute only when required.
 There is no need to worry about infrastructure and managing clusters.

 You can easily explore and transform data in a simple, scalable, and performant
way using T-SQL, and save the results back in a data lake to be visualized further
through Power BI reports.

+ You can build logical data warehouses by providing a relational abstraction on
raw data without moving it anywhere. This saves the overhead of additional data
ingestion steps and the cost of using Azure resources or any other tool for data
movement. However, more importantly, it saves a lot of time by avoiding data
movement and trying to keep it updated.

The following section outlines the concept of a Synapse Spark pool, and we will also learn
how the Spark pool architecture is different from the Synapse SQL pool architecture.

Understanding Spark pool

Apache Spark is a very fast unified analytics engine for big data and machine learning.

Synapse Spark Pool is one of Microsoft's implementations of Apache Spark in Azure.
Synapse Analytics workspace has a Spark engine built in, along with Notebook support.
Because Synapse Spark supports C#, we can write Spark .NET directly within notebooks.
You can also write your code in Python, Scala, C#, and SQL.
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One Spark pool can be accessed by multiple users, but for every user, one new Spark
instance will be created. A Spark instance is also dependent on the Spark pool capacity: if
there is enough capacity in the pool to run multiple queries, the existing instance will be
able to process the job; otherwise, a new instance will be created to process the job.

Figure 2.17 displays different components of Apache Spark on Azure Synapse:

Spark SQL Spark MLIib GraphX

Interactive Queries Machine Learning Graph Computation

Spark Core Engine

Cluster Manager (YARN)

Data Lake Store

Figure 2.17 — Apache Spark in Azure Synapse Analytics

Azure Blob Storage

Let's try to dive into the architecture of Synapse Spark pool to understand how all the
components are integrated with each other within the Azure Synapse workspace.

Spark pool architecture and components

Apache Spark works on a master-slave architecture, with one master and multiple worker
nodes. During runtime, a Spark application maps to a single driver process and a set of
executors distributed across the multiple worker nodes in a cluster.
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Figure 2.18 showcases the different layers of communication within Apache Spark and
how worker nodes are interacting with the cluster manager in the Spark pool:

Driver Program

SparkContext

Cluster Manager

Worker Node Worker Node Worker Node

Executor Executor Executor

Figure 2.18 - Architecture of Apache Spark

Let's try to understand the different components of Apache Spark, as follows:

o Driver Program: The driver program is the heart of a Spark application and it is
responsible for maintaining information about the Spark application during its
lifetime, responding to a user's programming or input, and analyzing, distributing,
and scheduling work across the executors.
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 SparkContext: SparkContext is the entry gate of Apache Spark. Most of the
functions that we might use in Spark—such as accumulators, broadcast variables,
parallelize, and so on—come from SparkContext. Spark applications run as
independent sets of processes on a cluster, coordinated by the driver program.
Generating SparkContext is the most important step of any Spark driver application.

o Cluster Manager (YARN): Yet Another Resource Negotiator (YARN) is one of
the cluster managers that control physical machines and allocate required resources
to Spark applications. The cluster manager in Synapse Spark is Apache Hadoop
YARN. YARN is mainly used to split up the functionalities of resource management
and job scheduling into separate daemons.

» Worker Node: Worker nodes execute tasks assigned by the cluster manager and
return them back to SparkContext.

« Executor: Executors are responsible for executing work in the form of tasks, as well

as for storing any data that you cache.

Creating and managing an Apache Spark cluster is a tedious job. However, Apache Spark's
implementation on Azure Synapse has made it very easy for users to create a Spark pool
and start using it without worrying about managing the cluster. Let's learn how to create

a Synapse Spark pool on Azure.

Creating a Synapse Spark pool

You can create your Synapse workspace without creating a Spark pool. However, you can
go to the Azure portal anytime to create a Spark pool on your Synapse workspace, but you
cannot create a Spark pool without already having a Synapse workspace.

Using the Azure portal
You can take the following steps to create your Spark pool, but don't forget to have all the
prerequisites in place, as mentioned at the beginning of this chapter:

1. Login to the Azure portal, at https://portal.azure.com.

2. Navigate to the Synapse workspace by typing the service name (or resource name)
directly into the search bar.

3. Click on the Synapse workspace where you want to create your Spark pool.


https://portal.azure.com
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4. Click on Apache Spark pools from the Synapse workspace blade in the
Azure portal and click on + New to create your Spark pool, as illustrated in
Figure 2.19:

Home >

s} synapseworkspacedemo| Apache Spark pools

Synapse workspace

‘,D Search (Ctrl+/) | « + New |() Refresh %) Assign tags ] Delete
@) Overview =
|;D Search to filter items...
B Activity log
Name

8, Access control (IAM)

MNo results
L ] Tags
Settings

s SQL Active Directory admin
' Properties

8 Locks

Synapse resources

fw SQL pools

95 Apache Spark pools

Figure 2.19 - Synapse workspace blade - highlighting the link to create Spark pools

5. Under the Basics tab, you need to provide an appropriate name for your Apache
Spark pool; select the required Node size family option from the dropdown; keep
the Autoscale option set to Enabled or Disabled as per your business needs; and,
finally, choose the number of nodes required for your Spark pool.
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After filling in all the required details, you can move to the Additional settings tab
by clicking the Next: Additional settings > button at the bottom of the screen, as
illustrated in Figure 2.20:

Create Apache Spark pool

Create a Synapse Analytics Apache Spark pool with your preferred configurations. Complete the Basics tab then go to Review +
create to provision with smart defaults, or visit each tab to customize.

Apache Spark pool details

Name your Apache Spark pocl and choose its initial settings.

Apache Spark pool name * | Enter Apache Spark pool name |
Node size family MemoryOptimized
Node size * | Medium (8 vCPU / 64 GB) v

Number of nodes * O—O

Estimated price © Est. cost per hour
4.08 to 54.40 USD

< Previous [ Next: Additional settings > |

Figure 2.20 - Basics tab to create a Synapse Spark pool

Important note

If the Autoscale option is set to Enabled, your Apache Spark pool will
automatically scale up and down based on the amount of activity.

6. Under the Additional settings tab, you have the option to set the duration for idle
time before auto-pause kicks in. It is always better to keep it set to Enabled so that
you do not waste your money on unnecessary resource consumption.

So, I am going to keep it set to Enabled and set the Number of minutes idle
time to 30.



50 Considerations for your compute environment

7. You can install the required packages by uploading the environment configuration
file using the file selector in the Packages section of the page, as illustrated in
Figure 2.21:

Create Apache Spark pool

*Basics *Additional settings  Tags ~ Summary

Customize additional configuration parameters including autoscale and component versions.

Auto-pause

Enter required settings for this Apache Spark pool, including setting auto-pause and picking versions.

Auto-pause * (D

L

Number of minutes idle * 15

Component versions

Select the Apache Spark version for your Apache Spark pool.

Apache Spark * 24 v

Python 36.1

Scala 2.11.12

Java 1.8.0_222

.NET Core 3.1

.NET for Apache Spark 0.10.0

Delta Lake 0.6.1

Packages

Upload environment configuration file. Learn more of

File upload Select a file |
Upload

I < Previous ‘ | Next: Tags > |

Figure 2.21 - Additional settings tab to create a Synapse Spark pool
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Important note

Apache Spark in Azure Synapse Analytics already has a full Anaconda install,
plus additional libraries that are included automatically when a Spark instance
starts up. However, you have the option to update existing or install new
libraries during or after pool creation.

8. Next, you can fill the Tag details on the next page, and finally, after reviewing all the
details, click on Create to create a Synapse Spark pool.

Now that you have learned how to create a Spark pool using the Azure portal, it will be
worth learning how to create a Spark pool on Synapse Studio itself so that you do not need
to go back to the Azure portal if you need to run a Spark application.

Using Synapse Studio
The following instructions will help you learn how to create a Synapse Spark pool using
Synapse Studio:

1. Login to the Azure portal at https://portal.azure.com.

2. Navigate to the Synapse workspace by typing the service name (or resource name)
directly into the search bar.

Click on the workspace where you want to create your SQL pool.
Click on Launch Synapse Studio.
Go to the Manage tab on the Synapse Studio home page.

AL

Click on the + New link under the Apache Spark pools section to create a new
SQL pool.

Next, you can follow the same instructions as mentioned in Steps 5 through 8 in the
previous section.

Learning about the benefits of a Synapse Spark pool

There are many advantages to using Apache Spark by itself. However, integration with

Azure Synapse Analytics adds even more value to Spark, including the following benefits:
 Spark comes packaged with higher-level libraries, including support for SQL

queries, streaming data, machine learning, and graph processing.

 Spark notebooks can be created not just in Python, Scala, and SQL but also in C#,
which is highly beneficial for C# developers.


https://portal.azure.com
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o Itis just a matter of clicking to create and trigger a Spark job through pipelines.

o There is a simple Graphical User Interface (GUI) to configure a Spark pool
and notebooks.

 You can benefit from integration with Intelli] IDEA to create Apache
Spark applications.

That concludes our second chapter.

Summary

In this chapter, we covered the concepts of Synapse SQL and Synapse Spark. After going
through this chapter, you have learned how to create your SQL pool, how to use SQL
on-demand, and how to use Spark pool, as well as learning how to change DWUs for your
SQL pool using both the Azure portal and Synapse Studio.

You can refer to other books to learn more about Apache Spark. In this chapter, we have
tried to cover the Apache Spark concepts that are most relevant to Synapse.

We have used Azure Data Studio in a couple of places, to give you an idea of how it works.
We will be seeing Azure Data Studio again, later on. I personally like to use Azure Data
Studio because it offers a very smooth SQL coding experience with built-in features such as
multiple tab windows, a rich SQL editor, code navigation, and source control integration.

In the next chapter, we are going to talk about various ways to bring your data to
Azure Synapse.



Section 2:
Data Ingestion and
Orchestration

The objective of this section is to introduce you to the various ways of ingesting data to

or from Azure Synapse and orchestrating data using various transformation techniques
offered by Azure Synapse.

This section comprises the following chapters:

e Chapter 3, Bringing your data to Azure Synapse

Chapter 4, Using Synapse pipelines to orchestrate your data

e Chapter 5, Using Synapse Link with Azure Cosmos DB
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Bringing your data
to Azure Synapse

Data has been the backbone of many top enterprises over the past few decades. Now, you
can bring your data from various sources to Azure Synapse through various means and
start analyzing your data immediately.

So far, you have learned about the Synapse workspace, as well as the architecture and
components of Synapse SQL and Synapse Spark. You can create your SQL or Spark pool on
Azure Synapse. So now, it's time to take the next step and bring your data to Azure Synapse.

The following topics will be the focus of this chapter, along with the various concepts that
you must be aware of before you decide which method to use:

« Using Synapse pipelines to import data
+ Using Azure Data Factory to import data
» Using SQL Server Integration Services to import data

» Using a COPY statement to import data



56 Bringing your data to Azure Synapse

Technical requirements

To comply with the instructions in the following sections, there are a number of
prerequisites that need to be fulfilled before we proceed:

You should have your Azure subscription, or access to any other subscription with
contributor-level access.

Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

Create your SQL pool and Spark pool on Azure Synapse. This has been covered in
Chapter 2, Consideration for your compute environment.

You must have created a storage account or must have the requisite permission

to access Data Lake. You can go to the following link, https://azure.
microsoft.com/resources/videos/creating-your-first-adls-
gen2-data-1lake/, to create a new storage account if you are creating one for the
first time.

You must have SQL Server installed on your machine to follow this chapter. If
you do not have a SQL Server license, you can download the Developer Edition
of SQL Server from the following location, https://go.microsoft.com/
fwlink/?1inkid=866662, to your local machine and follow the instructions
to install it.

You should have Visual Studio installed on your machine along with the data tools
required to create an Integration Services project.

You will also need to create a DimEmployee and UserData table in Synapse SQL.
You can copy the script from the following GitHub URL: http://bit.1ly/
sql-chapter03.

Now that you have all the prerequisites in place, it's time to dive into multiple options for
bringing the data to Azure Synapse.


https://azure.microsoft.com/resources/videos/creating-your-first-adls-gen2-data-lake/
https://azure.microsoft.com/resources/videos/creating-your-first-adls-gen2-data-lake/
https://azure.microsoft.com/resources/videos/creating-your-first-adls-gen2-data-lake/
https://go.microsoft.com/fwlink/?linkid=866662
https://go.microsoft.com/fwlink/?linkid=866662
http://bit.ly/sql-chapter03
http://bit.ly/sql-chapter03
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Using Synapse pipelines to import data

Data ingestion is one of the most critical aspects of data analytics, and there are many
tools available for data movement. The challenge is to decide which tool is more efficient
for your environment. In this section, we are going to show how can you use inbuilt
orchestration tools available in Synapse for data ingestion. There are two options available
under the Orchestrate tab: the first one is Pipeline, which can be used for data ingestion,
but also allows you to add transformation logic. The second option is to use Copy Data
tool, which gives you the option to only move data without implementing any data
transformation logic. So, in a nutshell, you can use Copy Data tool if you require a
pipeline just for data ingestion, but you have the option to use Pipeline if you need to add
business logic to your data.

Figure 3.1 shows the Integrate hub of Synapse Studio, where we are going to use the
Copy Data tool or Pipeline options to copy data from various sources to Azure Synapse
Analytics:

€ @ Synapselive v~ £ Validateall (T Publish all

A Home Integrate + v «

7 Pipeline

i Data £ Filter resources by name
B Copy Data tool

. Develop ) Browse gallery

) Integrate
@ Monitor
Manage

No items to show
Try creating a new item using the + button
above. Learn more [7

Figure 3.1 - Highlighting the links to create Synapse pipelines in Azure Synapse Studio

Let's now try to learn how to use Copy Data tool to bring data from our on-premises SQL
Server to a Synapse SQL pool.
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Bringing data to your Synapse SQL pool using
Copy Data tool

Copy Data tool makes it very easy to bring your data to Azure Synapse. This is not that
different to using the Copy activity of Azure Data Factory, except you do not have to spin
up another service for data ingestion in Azure Synapse. You need to make sure you have
applied all of the technical requirements before you start following these steps:

1.

Click on Copy Data tool as highlighted in Figure 3.1. This will open a new window
where you need to provide the source and destination connection details.

Provide an appropriate name for your pipeline, along with a brief description.

You can choose to run this pipeline once only, or you can schedule it to run
regularly. For this example, we are going to schedule our pipeline to run on a
daily basis.

Click on Run regularly on schedule and select the Schedule trigger type.

Provide an appropriate value for Start Date (UTC). This is auto populated with
the current date and time by default, but you can change this value to any later date
and time.

Choose the trigger type as per your business requirements. Let's select Schedule for
this example.

Define Recurrence for this pipeline. You have the option to select the recurrence in
minutes or hours. We want to schedule this pipeline to run daily, so keep 24 hours
as the recurrence value.

I want this pipeline to run every day without any end date, so I have selected the No
End radio button for the End field. However, if you do need to set an end for your
pipeline, you can click on the On Date radio button:
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B Copy Data tool

© rroperties

@ Source
O Connection
O Dataset

(3) Destination

O Connection

O Dataset
@ Settings
@ Summary

@ Deployment

Use Copy Data Tool to perform a one-time or scheduled data load from 90+ data sources.
Follow the wizard experience to specify your data loading settings, and let the Copy Data To

Properties
Enter name and description for the copy data task.

Task name *

| CopyPipeline_OnPremSQL_SynapseSQL

Task description

This pipeline is scheduled to copy data from on premise SQL
Server to Azure Synapse SQL pool daily

Vs

Task cadence or task schedule

O Run once now @ Run regularly on schedule

Trigger type *
@ Schedule O Tumbling window

Start Date (UTC) * ®
| 09/07/2020 8:07 PM |

Recurrence * @
Every | 24 | | Hourts) v

End *

@No End O On Date

< Previous Next >

Figure 3.2 - Properties blade under Copy Data tool

After completing all the details on the Properties screen, click on Next to define

the source.
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8. On the next screen, you need to create a new connection for your data source. Click
on + Create new connection:

© Copy Data tool = Source data store

Specify the source data store for the copy task. You can use an existing data store connection or specify a new data store.

o Properties All  Azure  Database File  Generic protocol  NoSQL  Services and apps
Recurring copy —

e Source All v l l Filter by name l -+ Create new connection
. Connection

N
) Dataset

TN N .
(3) Destination
C) Connection
N
) Dataset
N .
(4) Settings
P
(5) Summary
N
(&) Deployment

Figure 3.3 — Copy Data tool defining the source connection

9. In this section, we are going to use an on-premises SQL Server (SQL Server
installed on your local machine or on-premises server) as our data source, so let's
select SQL Server from the list of all the available sources. However, you can select
the source as per your business requirements.
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10. Search for and select the relevant data source and then click on Continue:

New linked service

2 sQL Server

All  Azure Database File  Generic protocol NoSQL  Services and apps

SQL Server

Figure 3.4 — Search results to create a linked service for the source

11. Now, you need to provide details to create a linked service for the data source. Give
a meaningful name to the linked service and add the description.
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12. Next, you need to set up an integration runtime to connect the pipeline to the
on-premises SQL Server. Integration runtime is the compute infrastructure used
by Azure Data Factory or Synapse pipelines to provide data movement, data
flow, activity dispatch, and SQL Server Integration Services (SSIS) package
execution capabilities across different network environments. There are two types
of integration runtimes, Self-Hosted and Azure integration runtimes. We will learn
about both options in Chapter 4, Using Synapse pipelines to orchestrate your data. In
this section, we are going to use the self-hosted integration runtime, which is mainly
used for running activities in an on-premises or private network. Click on +New:

New linked service (SQL Server)

@ Choose a name for your linked service. This name cannot be updated later.

A - Name*

LS_SqlServer |

| Description

This is linked service for on-premise SQL server which is the data source for Synapse pipeline
CopyPipeline_OnPremSQL_SynapseSQL

A

Connect via integration runtime * @

| AutoResolvelntegrationRuntime v I Va

+ New

AutoResolvelntegrationRuntime

Figure 3.5 - Creating a new linked service for the source in Azure Synapse Studio

13. Select Self-Hosted and then click on Continue. This will open a new form to
provide a name and description for the integration runtime:
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Integration runtime setup

Network environment:

Choose the network environment of the data source / destination or external compute to which the
integration runtime will connect to for data flows, data movement or dispatch activities:

Azure

Use this for running data flows, data movement, external and pipeline activities in
a fully managed, serverless compute in Azure.

Self-Hosted

Use this for running activities in an on-premises / private network
View more v

e

Figure 3.6 — Choosing the network environment of the data source in Integration runtime setup window

14. Provide a name and description under the Integration runtime setup window and
then click on Continue:

Integration runtime setup

Private network support is realized by installing integration runtime to machines in the same
on-premises network/VNET as the resource the integration runtime is connecting to. Follow
below steps to register and install integration runtime on your self-hosted machines.

© choose a name for your integration runtime. This name cannot be updated later.

Name * 0]

I IntegrationRuntimeOnPremSQLServer

Description

This IR is created for on premise SQL Server

Type

Figure 3.7 - Integration runtime setup window
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15. Next, you get the option to select the integration runtime setup. We are going to
select Option 2: Manual setup in this section. However, you can go with Option 1:
Express setup:

Integration runtime setup

Settings Nodes  Auto update

Install integration runtime on Windows machine or add further nodes using the
Authentication Key.

Name ®

Option 1: Express setup
Creating Express Setup Link

Option 2: Manual setup

Step 1: Download and install integration runtime

Step 2: Use this key to register your integration runtime

Name Authentication key
Key1 ‘ IR@7862a0d6-498a-4d68-a8fd-eef7b1c69chb3@synpseworkspacedemo@ ‘ |E O
Key2 ‘ IR@7862a0d6-498a-4d68-a8fd-eef7b1c69chb3@synpseworkspacedemo@ ‘ |E O

Figure 3.8 - Selecting desired options to set up the integration runtime

16. Click on the Download and install integration runtime link provided in option 2.
This link will take you to a new URL to download the integration runtime.

17. After downloading the file, double-click on the file to start the installation wizard on
your server. Follow the instructions on the wizard to complete the setup:
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ﬁ Microsoft Integration Runtime Setup — X

Welcome to the Microsoft Integration
Runtime Setup Wizard

Please select the language/culture to be used by the Microsoft
Integration Runtime. Note that this installer will continue to use
cultureflanguage of the machine.

English (United States) v

Back I Next 1 ‘ Cancel

Figure 3.9 - Microsoft Integration Runtime Setup Wizard

18. This setup process will take a couple of minutes before your integration runtime

setup is complete. After that, you can copy Keyl and Key?2, as shown in Figure 3.8,

and paste them in the integration runtime window to complete the setup.

Important note

If you are following these instructions on a different machine from your source
server, you need to install the integration runtime on your source machine and
follow the further instructions.
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In Figure 3.10, an integration runtime can be seen running on a local machine
where we have pasted Key1, copied from the Synapse pipeline:

! Microsoft Integration Runtime Configuration Manager X

Register Integration Runtime (Self-hosted)

Welcome to Microsoft Integration Runtime Configuration Manager. Before you start, register your Integration Runtime (Self-
hosted) node using a valid Authentication Key.

] Show Authentication Key Learn how to find the Authentication Key

HTTP Proxy

Current Proxy: No proxy

Register ] [ Cancel

Figure 3.10 — Microsoft Integration Runtime Configuration Manager

19. Now, you can return to Copy Data tool to provide connection details for your
on-premises SQL Server. Fill in the information for Server name, Database name,
and credentials to access the database and then click on Create:
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Edit linked service (SQL Server)

Azure Key Vault

Server name *

Database name *
| AdventureWorksDW2019 |

Authentication type

I Windows authentication ~ l

User name *

] |
m Azure Key Vault

Password *

Additional connection properties

-+ New

Apply /& Test connection Cancel

Figure 3.11 - Server details to create a linked service
20. Click on Next to go to the next screen.

21. Select a table/view to copy the data from the dropdown or you can use your custom
query and click on Next:

i) Copy Data tool  Select tables from which to copy the data or use a custom query. 7 X

You can select multiple tables, or you can provide single custom query.

e Properties EXISTING TABLES ~ USE QUERY
Recurring copy —_—

e Source [ Filter by name... l [ show views ) Refresh
@ connection M@ dbo.DimEmployee
. Dataset

Showing 31 out of 31 tables, 0 out of 5 views (2 selected)

(3) Destination
— Preview  Schema

() Connection
%

w:’) Dataset ploy y pl SalesTerritoryKey ~ First

\47 Settings
1 18 14417807 1 Guy

G; Summary

(¢) Deployment
< Previous
Figure 3.12 - EXISTING TABLES tab in dataset window



68 Bringing your data to Azure Synapse

22. On the next screen, you get the option to add a filter to your dataset, but we will
skip this step and move to the next step to define the connection for the target:

B Copy Data tool Apply filter 7 X
Choose date time column that will be used to filter data or use a custom query. ©
. Table name How to filter
0 Properties
Recurring copy
Ml  dbo.DimEmployee No filter ~
° Source
o Connection
Query timeout (minutes) ‘ |®
. Dataset
) Isolation level ‘ None v |®
(2) Destination
- Partition option @ None O Physical partitions of table © O Dynamic range © @
() Connection
. Additional columns ©
() Dataset 4+ New
(4) Settings |w‘
‘q‘ Summary Preview  Schema

(s) Deployment
‘ < Previous ‘
Figure 3.13 - Options to apply a filter to your data source

23. Now, you need to create linked services for the target. Search for Synapse in the
search bar, select Synapse Analytics from the results, and then click on Next.

Important note

Make sure that you already have a SQL pool created in Azure Synapse and
that you have the table schema already created in that pool before you proceed
to the following step. You can go through Chapter 2, Considerations for your
compute environment, to learn how to create a SQL pool.

24. Provide the SQL pool details of your version of Azure Synapse, along with the
server name, database name, username, and password. After filling in the details,
click on Create, as shown in Figure 3.14:
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Important note

You can use Azure Key Vault to provide a password instead of entering the
password directly here. Instead of using SQL authentication, you have two
more options available: - Managed Identity and Service Principal. You can
choose either of these options as per your business requirements.

New linked service (Azure Synapse Analytics (formerly SQL DW))

@ choose a nama for your linked service. This name cannot be updated later.

Name *

| AzureSynapsesQLPool| |

Description

Connect via integration runtime * [0}

| AutoResolvelntegrationRuntime e | &

Azure Key Vault '

Account selection method 0}

(®) From Azure subscription () Enter manually

Azure subscription

| Select all v |

Server name *

| synpseworkspacedemo e |

Database name *

| sglpooldemo L) | 9]

Authentication type *
| SQL authentication ~ |

User name *

| pkmishra |

.m[ Azure Key Vault '

Password *

Q Connection successful

Figure 3.14 - Creating a linked service for AzureSynapseSQLPool
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25. Click on Next to define a table mapping between the source and target. If you do not
have a table available on your target, you can click on the Auto-create a destination
table with the source schema link and then click on Next for column mapping:

B Copy Data tool  Table mapping

For each table you have selected to copy in the source data store, select a corresponding table in the destination data store or specify the stored procedure to run at the destination.

° : Source Destination
Properties
Recurring copy

mdbo.D\mEmp\uyee . dbo.DimEmployee v‘ O

© source Auto-create a destination table with the source schema
SQL Server

@ connection
@ pataset
° Destination
@ connection
@ pataset
5

(1) Settings
)

4
(3) s
() Summary

6

(%) Deployment

Figure 3.15 - Screen to define a table mapping between the source and target

26. Map all the columns from the source to the columns available at the destination. If
you have the same schema in both the source and destination, you will see that the
column mappings populate automatically.
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27. You can add type conversion settings and sink properties if your business demands
this. We will leave these fields without making any changes. However, we will talk
about these settings in Chapter 4, Using Synapse pipelines to orchestrate your data.

After filling in all the required details, click on Next:

® Copy Data tool = Column mapping

Choose how source and destination columns are mapped

© rroperties Table mappings (1) Column mappings
Recuring copy Bsovce b Type conversion settings
° Source dbo.DimEmployee
SOL Server Destination —+ Newmapping () Clear
dbo.DimEmployee
o Connection Source Type

© o
e Destination int

o Connection nvarchar
@ Settings [Salestemitorykey  ~| int

Destination
—
—
—
—
— Sa\asTarritiyKEy ~

() summary Azure Synapse Analytics (formerly SQL DW)
sink properties
Deployment
Pre-copy script
o]
4
Pipeline parameters definition ©
Parameter name Value
windowStart | @{addhours(trigger{).scheduledTime, -24)} |
windowEnd | @trigger().scheduledTime |
Write batch timeout
Write batch size
Max concurrent connections
\ lo

Disable performance metrics |:| o
analytics

Figure 3.16 — Defining column mappings and other settings for the destination dataset

nvarchar

nvarchar

int
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28. Click on the Bulk insert radio button under Performance settings, leave the other
fields as their default values, and then click on Next to go to the Summary page. We
will talk about other performance settings in detail in future chapters:

Settings

More aptions for data movement

Data consistency veriﬁcationD ©

Fault tolerance | w @

4 Performance settings
Enable staging e
4 Advanced settings

Copy method (O polyBase @ () Copy command (Preview) © (@) Bulk insert

Data integration unit | Auto W@

[Jeait

You will be charged # of used DIUs ™ copy duration ™ $0.25/DIU-hour. Local currency and separate discounting may apply per subscription type.
Learmn more

Degree of copy parallelism | | 0]

[ 2

Figure 3.17 - Settings screen to select the Copy method

29. Review all the details on the Summary page and then click on Next to deploy your
pipeline. In a couple of minutes, your pipeline will be created, and you will be ready
to run the pipeline to bring your data to Synapse.

Although there is not much difference between Synapse pipelines and Data Factory
pipelines, it is still worth taking a peek at that option, too.

Using Azure Data Factory to import data

Data Factory pipelines and Synapse pipelines have almost identical features. The only
major difference lies in how you create your pipeline: you need to spin up another
resource in Azure if you want to use Data Factory for data ingestion, whereas you can
create pipelines within Synapse directly without leaving your Synapse workspace.

As we have already covered Copy Data tool in Synapse, which is exactly like Copy Data
tool in Data Factory, in this section, we will create a pipeline to bring the data to Synapse.
Make sure you have already satisfied all the prerequisites mentioned in the Technical
requirements section:

1. Login to the Azure portal, at https://portal.azure.com.
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2. Click on Create a resource on the Azure home page and search for Data Factory in
the Search Marketplace bar.

3. Select Data Factory from the search results and then click on Create.

4. Select the subscription and resource group where you want to create your
Data Factory.

5. Select a region for your Data Factory instance, provide an appropriate name for the
instance, and then select V2 for Version:

Home > Mew » Data Factory >

Create Data Factory X

Basics  Git configuration Tags Review + create

Project details

Select the subscription to manage deployed resources and costs. Use resource groups like folders to arganize and
manage all your resources,

Subscription * (@ | Visual Studio Ultimate with MSDN v |

Resource group * (&) | test2 s |

Create new

Instance details

Region * (D) | East Us v |
Mame * | dfsynapsedemo /|
Version * (D | V2 ~ |
Enable Managed Virtual Network D

(Preview) @)

| Mext : Git configuration = |

Figure 3.18 — The Create Data Factory Basics tab

6. Next, you can provide details regarding your Git configuration. However, let's skip
this part for this example. Click on the checkbox for Configure Git later under the
Git configuration tab.
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7.  So, click on Review + create to review the details and then click on Create. This will
take couple of seconds while your Data Factory instance is created:

By dfsynpsedemo  #

Data factory (V2)
P Bearch (ctri+/) « @ Delete
By Overview ~ Essentials
Activity log Resource group (change) : synapsedemo Type Data factory (v2)
Status Succeeded Getting started : Quick start
A2 Access control (IAM)
Location  EastUS
€ Tags
(change) ) AzureD:
2 Diagnose and solve problems fon D
Settings
<l Networking
Documentation _ Author & Monitor
A Lock - In M
acks EG)
General
= properties Menitoring
Getting Started
PipelineRuns ActivityRuns TriggerRuns

& Quick start % ® ®

100 00 10
Monitoring

o ) @
B Alerts

& @ @
A Metrics " w ry
@ Diagnostic settings » w0 »
Support + troubleshooting o o o

oo sep 17 6Am e UTcos0 o sep 17 6am e UTCos0 o sep 17 6 am 2eM UTC0z00

%P Resource heaith Succeededppainer. ] Faled ppsine uns.. Succcsced acviyr. | Falctactivyruns.. Succeoded wggerny | Faled wggerruns

denpescemo drpssdaro dempezcemo dempeadsnne sEpszcimo Eympsscemo
R New support request 0 0 0 0 0 0

Integration Runtime CPU x> Integration Runtime Memory P
1005 1008

Figure 3.19 - Data Factory instance on the Azure portal

8. Click on Author + Monitor. This will take you to a new window that looks like
Synapse Studio.

9. Now, click on the Create pipeline link to create factory resources and activities:

Microsoft Azure ‘ Data Factory b dfsynapsedemo

A DataFactory
& author
@ Monitor
Manage

Azure Data Factory

Let's get started

Create pipeline  Create data  Create pipeline  Copydata  Configure SSIS  Set up code
flow from template Integration repository

Figure 3.20 - Getting started with Azure Data Factory
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10. Provide an appropriate name for the pipeline under the Properties tab appearing on
the right-hand side of the window.

11. Expand the Move & transform toggle under the Activities section and drag the
Copy data activity to the canvas.

12. Click on the Copy data activity on your canvas and go to the General tab right below
the canvas. Change the name to CopyActivityDataLakeToSynapseSQL. You
can leave the other values as their default settings for now under the General tab:

+ validateall () Refresh [ Discardall () Dataflowdebug ™ ARMitemplate v P

CopyPipelineDatala.. ®

Activities 2« 52 Saveastemplate + Validate [> Debug 4% Add trigger {} =
— _

4 Move & transform

General  Related

D
¥y Copy data
i (@) + Name *
g Dats fleww [ copypipalinepataLakeTosynapsesat |
CopyActivityDatal ake Description
4 Azure Data Explorer
" oSynapseS0OL [
T Azure Dats Explorer C. m- {} ID @
4 Azure Function
Concurrency @
> Azure Function o [
4 Batch Service DE Annotations
+
+ Mew

'n' Custom
4 Databricks Name
& Motebook
& Jar < | General | Source’ sink’ Mapping Settings User properties | » -~
& Python |

Mame * I [ CopyActivityDatalakeToSynapsesal Juearn more O3
4 Data Lake Analytics |

@ vsa Description | |

Figure 3.21 - Pipeline for copying data from Azure Storage Data Lake Gen2 to Synapse SQL

13. Click on the Source tab next to General and select the source dataset if you already
have one. Otherwise, click on +New to create a new linked service for your source
dataset. Do not forget to click on Publish All to save your changes.

14. Select Azure Data Lake Storage Gen2 from the list of available data stores under
the New dataset pane and then click on Continue.
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15. You can see multiple options to select a format for your data source. We are going
to select Parquet for this example. Parquet is an open source columnar storage
format of the Apache Hadoop ecosystem. Click on Continue after selecting the
format as per your requirements:

Select format

Choose the format type of your data

L/

Avro Binary DelimitedText

JSON
Excel Json ORC
%
,//// XML
Parquet XML

Figure 3.22 - Options to select the format for the file available on Azure Date Lake Storage Gen2
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16. Provide an appropriate name for your dataset and select the linked service from the
dropdown if you have already created it, otherwise create a new linked service by
clicking on +New, which appears in the linked services drop-down list:

New linked service (Azure Data Lake Storage Gen2)

Connect via integration runtime *

‘ AutoResolvelntegrationRuntime

Authentication method

‘ Account key

Account selection method
@ From Azure subscription O Enter manually

Azure subscription

‘ Select all

Storage account name *

‘ gen2synapsedemo

Test connection
@To linked service OTO file path

Annotations

+ New

Name
7 Test connection ‘ Cancel
Figure 3.23 - Creating a new linked service for Azure Data Lake Storage Gen2

17. Select the storage account from the dropdown. However, if your storage account is
not in the same subscription as your data factory, select the Enter manually radio

button to enter the details manually for the storage account.

After filling in the details, click on Create.
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18. On the next screen, define the file path either by entering the directory and filename
manually, or by clicking on the folder to select your file. In this example, select the
demoparquetfiles container. Click on OK after defining the file path:

Set properties

Name

‘ SrcParquetFiles ‘

Linked service *

‘ SrcAzureDatalakeStorageSynapseDemo v ‘ /
File path
‘ File System ‘/‘ Directory ‘/‘ File ‘ Bl v

Import schema

@ From connection/store O From sample file O None

P Advanced

Figure 3.24 - Defining the file path for the data source

19. When you return to the Data Factory canvas, make sure that the Recursively
checkbox under the Source tab is checked if you want to copy the data from all the
files available on the selected file path. However, you can uncheck this box if you
want to copy data from just one file:

< General Source Sink Mapping Settings  User properties > 0~
Source dataset * ‘ % SrcParquetFiles ~ ‘ & Open -+ New 63 Preview data
File path type O File path in dataset @ Wildcard file path O List of files ©
Wildcard paths demoparquetfiles / | Wildcard folder path |/ * parquet
Start time (UTC) End time (UTC)
Filter by last modified ‘ ‘ | ®
Recursively @

Figure 3.25 — Source tab in Data Factory
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20.

21.

22.

23.
24.

25.
26.

»

After coming back to the Data Factory canvas, select Wildcard file path for
File path type.

Now that you have defined the source in your pipeline, it's time to define Sink.
Click on the Sink tab next to Source.

Click on +New to create the sink dataset. Select Azure Synapse Analytics from the
list of all available data stores in the New dataset window and then click on Continue.

Click on +New from the drop-down list for Linked service.

Provide an appropriate name for your destination linked service, and then select the
Server name and Database name values from the dropdown if Synapse SQL is in
the same subscription. Otherwise, you can enter these details manually by selecting
the Enter manually radio button.

Provide a username and password to access the server and then click on Create.
Select a table name from the dropdown and then click on OK:

v 2 te Refresh Discard a Set properties

@D CopyPipelineDatala
Name

» e as template te Del Add trigge [ AzuresynapseAnalyticsTablet |

Linked service *

[ DestAzureSynapseAnalytics v l Va
ii D T Table name

[ dbo.UserData v l O

[ JEdit

Import schema

— (®) From connection/store () None

> Advanced

Sink dataset ~ New

B e [ o]

Figure 3.26 - Selecting a table name in the Azure Synapse SQL pool
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27. Make sure you have selected Bulk insert for Copy method in the Sink tab. Instead
of using the Bulk insert option, we can also use PolyBase. If the data is stored in
Azure Blob storage or Azure Data Lake Storage, we can access this data directly
using PolyBase technology via the T-SQL language:

{ General Source Sink Mapping Settings  User properties

Sink dataset * | @ AzureSynapseAnalyticsTable1 v | & Open —+ New
Copy method (D polyBase @ (O Copy command (Preview) @ (@) Bulk insert
Table option (@ None () Auto create table @

Pre-copy script @

Figure 3.27 - Sink tab in the Data Factory pipeline
28. Now your pipeline is created and ready to run, click on Add trigger and then select the
Trigger now option to run the pipeline to ingest the records to the Synapse SQL pool:

By DataFactory ~ [QUNIRRETIEIR 1}  Validateall () Refresh [i] Discard all G Data flow debug ~ ® ARM template ~

@ CopyPipelineDatalak... B8 SrcParquetFiles 0D CopyPipelineDatala... ®

>

Factory Resources ¥ «

|P Filter resources by name ‘_|_ » & Saveastemplate + Validate [> Debug | 4% Add trigger

N

Trigger now
4 Pipelines 2 =
@ 0D CopyPipelineDatalakeToS; New/Edit
(o] ipelineDatalakeToSyn. . ..
pyriP 4 ei CopyActivityDatalak 2
® 1 CopyPipelineDataLakeToSyn... oSynapseSQL
+
4 Datasets 2 m {} b @
) AzureSynapseAnalyticsTable1
B8 SrcParquetFiles ¢{ General Source Sink Mapping Settings  User properties > o~
b Data flows 0
Name * ‘ CopyActivityDatalakeToSynapseSQL | Learn more [
Description
A
Timeout [ 7.00:00:00 |o
Retry ‘ 0 |®
Retry interval ‘ 30 |®

Figure 3.28 - Triggering the option to run the pipeline



Using SQL Server Integration Services to import data 81

You can run the following SQL query to view the results in Synapse Studio. Make
sure you are connected to the correct server and database while running this query
in Synapse Studio:

SELECT * FROM dbo.UserData

This should produce the following result:
o ~ Validate all O Refresh ]E Discard all

ﬁ Home Develop + v o« EJ saL script 1 ® B salscript2 L] sQL script 3 °
v v e

B o 5 Filter resources by neme [> Run % Undo (1) Publish g% Query plan Connectto | @ sqlpooldemo

1 -- type your sql script here, we now have intellisense
4 sQL scripts 3 2
Develop p 3 SELECT * FROM dbo.U Dat
. ® £ sqLscript 1 eeians
W) Orchestrate L] SQL script 2 Results Messages
® Ef salscipt3 vew @D ot )~ Bxportresults v
@ Monitor
‘ £ Search

E Manage
Registration d...  Id First_name Last_name Email Gender Ip_a
2016-02-04T07... 572 Jack Spencer Jjspencerfv@hu... Male 150.
2016-02-04T15.... 794 Dorothy Barnes dbarnesm1@n... Female 133.
2016-02-03T10:.... 20 Rebecca Bell rbellj@bandca... Female 172.
2016-02-03T02:... 239 Johnny Turner Jjturner6m@hu... Male 174.
2016-02-03T17-... 462 Anthony Edwards aedwardsct@ca... Male 117.
2016-02-03T00:-... 685 Joan Jackson Jjiacksonj0@pay...  Female 153.
2016-02-03708:... 908 Ashley Nichols anicholsp/@gr...  Female 251,
2016-02-03T14:... 138 Aaron Carroll acarroll3t@pos...  Male 217.

Figure 3.29 - Results of the SELECT * FROM dbo.UserData query in Synapse Studio

Data Factory and Synapse pipelines are both Azure services where you do not require any
tool on your local machine or server. However, you also have the option to use an SSIS
tool for bringing data to Azure Synapse. You get integration services along with the SQL
Server license, so, if you already have a SQL Server license, you are all set to create an
integration services project in Visual Studio for your ETL operation.

Using SQL Server Integration Services to
import data

SSIS is an ETL tool that is used for data ingestion and orchestration purposes. This tool
comes with the SQL Server license, so, if you already have a SQL Server license, you may
want to use SSIS as your ETL tool instead of spending money on any other ETL services.
However, it is important to understand the pros and cons of using the SSIS package instead
of using an Azure PaaS service such as Data Factory.
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So far, we have covered Synapse pipelines and Data Factory, and now it's time to learn
how to bring data to Azure Synapse using SQL Server Integration Services. Follow these
steps to create your SSIS package in Visual Studio:

1. Launch Visual Studio and create a new Integration Services project in Visual Studio.
2. Enter the project name and provide a file location for saving SSIS packages.

3. Add Data Flow Task from the SSIS Toolbox to the canvas.
4

Go to the Connection Managers window and right-click to select New OLE
DB Connection...:

m File  Edit View Project Build Debug Test Analyze Tools Exten: Window Help Se (Cul+Q) £ SynapseDemol...rvicesProject P —

B-aRM9- Develop - Default -~ P Stat - M . 1& Live Share

« [ X  Packagedtsx [Design]* & X
Search 5515 Toolbox J® i Control Flow &% DataFlow & Parameters & EventHandlers = Package Explorer

4 Favorites
% Data Flow Task

o Execute SQL Task

4 Common >
. W Daia FlowTask

I Execute Process Task
Ix b ion Task

New OLE DB Connection...

New Flat File Connection..

New Connection...

between Right-click here lo add a new conneclion manager Lo the SSIS package.
the data

b7 Ready| #~ Propertics LliEEar & Add to Source Control « &4

Figure 3.30 - Creating a new connection in Connection Managers of the integration services project
5. Click on New in the Configure OLE DB Connection Manager window.

6. Provide the server name of your source dataset and enter your credentials
(Username and Password) to access the server.

7. Select or enter a database name in the respective field.

8. Click on Test Connection before clicking on OK:
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10.
11.

S Connection Manager

st

Provider: ‘ Native OLE DB\SQL Server Native Client 11.0

Bl

—
.'uli Server name:
Connection
o ‘ v Refresh
.'.g Log on to the server
All
Authentication: |Windows Authentication v
Save my password
Connect to a database
(®) Select or enter a database name:
‘AdventureWorks DW2019 v
(O Attach a database file:
Browse
Test Connection OK Cancel Help

Figure 3.31 - Creating a connection for SQL Server using OLE DB Connection Manager

Similarly, now we will create a new connection for a Synapse SQL pool. Right-click
on the Connection Managers window and select New OLE DB Connection...

once again.

Click on New in the Configure OLE DB Connection Manager window.

Enter the server name of your Synapse SQL pool. You can find server information

in the Azure portal.

Go to your Synapse workspace overview page in the Azure portal, copy the SQL
endpoint field, and then paste it into the Server name field in OLE DB Connection
Manager in the integration services project.
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12. Enter your credentials to access the Synapse workspace and then click on OK after

clicking on Test Connection:

& Connection Manager

X

Provider: ‘ Native OLE DB\SQL Server Native Client 11.0

<

—
-.a
. Server name:

Connection
pr— ‘synpseworkspacedemo.sql.azuresynapse.net ~ Refresh
N Al
._.i ;
'g Log on to the server
All
Authentication: | SQL Server Authentication b
User name: | ‘
Password: |-uuuuuu ‘
[ ]save my password
Connect to a database
@ Select or enter a database name;
‘sqlpooldemo ~
(O Attach a database file:
Browse...
Test Connection OK Cancel Help

Figure 3.32 - Creating a connection for the Synapse SQL pool using OLE DB Connection Manager

13. Double-click on Data Flow Task on the canvas to go to the Data flow tab.
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14. Drag OLE DB Source from the SSIS Toolbox to the canvas and double-click on it to
open the OLE DB Source Editor window:

15. Select the OLE DB connection manager from the dropdown for your source and
provide the name of the table or the view. In this example, we are trying to copy
data from the dbo.DimEmployee table:

|} OLE DB Source Editor ] X

Configure the properties used by a data flow to obtain data from any OLE DB provider.

Connection Manager =~ Spedify an OLE DB connection manager, a data source, or a data source view, and select the data
Columns access mode. If using the SQL command access mode, specify the SQL command either by typing

Error Output the query or by using Query Builder.

OLE DB connection manager:

AdventureWorksDW2019 j New...

Data access mode:

Table or view ~

Name of the table or the view:

[dbo].[DimEmployee] ™

Preview...

Figure 3.33 — OLE DB Source Editor to select the source table/view from the SQL server
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16. Click on Preview... to validate the data and then click on Columns to check
whether all the required columns are available in the source. Next, click on OK to
save the changes:

|4, OLE DB Source Editor O X

Configure the properties used by a data flow to obtain data from any OLE DB provider.

Connection Manager
Columns
Error Qutput Name A
EmployeeKey
ParentEmployeeKey
EmployeeNationall DAlternateKey
ParentEmployeeNationallDAlternateKey
SalesTeritoryKey
FirstName
LastName
MiddleName
NameStyle
Title ™
< >
External Column Output Column ~
EmployeeKey EmployeeKey
ParentEmployeeKey ParentEmployeeKey
EmployeeNationallDAlternateKey EmployeeNationallDAlternateKey
ParentEmployeeNationallDAlternateKey ParentEmployeeMationall DAlternateKey
SalesTerritoryKey SalesTerritoryKey
FirstName FirstName
LastName LastName
MiddleName MiddleName

Figure 3.34 - OLE DB Source Editor displaying columns from the source table

17. Drag OLE DB Destination from the SSIS Toolbox to the canvas and join the
precedence constraint from OLE DB Source to OLE DB Destination:
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> OLEDB Source

Figure 3.35 - Precedence constraint connecting the destination and source
18. Double-click on OLE DB Destination to open the Editor dialog box.

19. Select the appropriate OLE DB connection manager for the Synapse SLQ pool from
the dropdown and select the target table name.

In this example, I want to keep the identity and don't want to check the constraints.
However, this will not be the case in most practical scenarios:
|l OLE DB Destination Editor

Configure the properties used to insert data into a relational database using an OLE DB provider.

Connection Manager Specify an OLE DB connection manager, a data source, or a data source view, and select the data access mode. If using the SQL command access mode,
Mappings specify the SQL command either by typing the query or by using Query Builder. For fast-load data access, set the table update options.
Error Output

OLE DB connection manager:

synpseworkspacedemo.sql.azuresynapse.net.sqlpooldemo.pkmishra LI

Data access mode:

Table or view - fast load

Name of the table or the view:

HE [dbo].[DimEmployee] b4

Keep identity: Table lock

O Keep nulls [] Check constraints

Maximum insert commit size: 2147483647

View Existing

! Map the columns on the Mappings page.

Figure 3.36 — OLE DB Destination Editor for selecting a target table from the Synapse SQL pool
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20. Next, click on Mappings on the left-hand side of the dialog box to map the

columns. You can change the column mapping by changing the column name from

the Input Column drop-down list for that column. After defining the mappings,
click on OK to save your changes and return to the canvas:

_« OLE DB Destination Editor O
Configure the properties used to insert data into a relational database using an OLE DB provider.
Connection Manager
Error Qutput Name | Name ~
EmployeeKey : EmployeeKey
ParentEmployeeKey ParentEmployeeKey

EmployeeNationallDAlternateKey
ParentEmployeeNationallDAlternateKey
SalesTerritoryKey

FirstName

LastName

MiddleName

NameStyle

Title

LoginlD

< >

EmployeeNationallDAlternateKey

ParentEmployeeNationallDAlternateKey

SalesTerritoryKey
FirstName

LastName

MiddleName

NameStyle

Title

LoginlD ~
< >

Input Column

EmployeeKey

ParentEmployeeKey
EmployeeNationalIDAlternateKey
ParentEmployeeNationallDAlternateKey
SalesTerritoryKey

FirstName

LastName

MiddleName

NameStyle

Title

LoginlD

EmailAddress

Destination Column

Employeekey

ParentEmployeeKey
EmployeeNationallDAlternateKey
ParentEmployeeNationallDAlternateKey
SalesTerritoryKey

FirstName

LastName

MiddleName

NameStyle

Title

LoginID

EmailAddress

Figure 3.37 — Column Mappings page under OLE DB Destination Editor

Now, your SSIS package is almost ready to be executed. Before you initiate
execution, make sure you have truncated all the records from your target table
because we used the same table as the target in the previous example.
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21. Run the following command in Synapse Studio, and make sure your SQL script
notebook is connected to the correct database:

TRUNCATE TABLE dbo.DimEmployee

22. Go back to your SSIS package, right-click on Package . dt sx in Solution
Explorer, and then click on Execute Package:

box v R X  Package.dtsx [Design]* Solution Explorer ottt i v =

{:iw 8o Control Flow & DataFlow & Parameters E EventHandlers = Package Explorer m - o-5a @ K=
Data Flow Task: |g@ Data Flow Task (Ctrl+) Pel
4 Common 53 Solution ‘SynapseDemolntegrationServicesProj
T OLE DB Command 4 i.[f SynapseDemolntegrationServicesProject
& Project.params
Set as StartUp Object | Connection W ERET

EL Package.dtsx

4 Other Sources
&* OLE DB Source - P bl Package Parts
ecute Package & Miscellaneous

4 Other Destinations

Deploy Package >l Linked Azure Resources
e OLE DB Destination =

Open
Code Cleanup

<> View Code

Figure 3.38 - SSIS package with the Solution Explorer window displaying the
Execute Package link

You can view the results in Synapse Studio once the package has completed
execution by running the following query:

SELECT * FROM dbo.DimEmployee

So far, we have seen various tools that can be used for bringing the data from various
sources to Azure Synapse. However, you can bring the data just by executing a COPY
statement in Synapse SQL.

Using a COPY statement to import data

There are various ways in which to bring data from various sources to Azure Synapse SQL.
However, it is recommended that you use a COPY statement if your data is residing in an
Azure Storage account. The best part of following this technique is that you can copy the
data just by running a single T-SQL statement. The syntax for the COPY statement is very
simple, with a set of arguments to choose from. You can decide which argument you want
to use with your COPY statement.
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The following is the syntax that can be customized as per your business requirements to
bring the data from an external source to the Azure Synapse SQL pool:

COPY INTO [schema.]table name

[ (Column list)]

FROM '<external location>' [,...n]

WITH
(
[FILE TYPE = {'CSV' | 'PARQUET' | 'ORC'} ]
[,FILE FORMAT = EXTERNAL FILE FORMAT OBJECT ]
[, CREDENTIAL = (AZURE CREDENTIAL) ]

[, ERRORFILE = ' [http(s) ://storageaccount/container] /errorfile
directory[/1]"'

[, ERRORFILE CREDENTIAL = (AZURE CREDENTIAL) ]
[,MAXERRORS = max_errors |
[, COMPRESSION = { 'Gzip' | 'DefaultCodec'| 'Snappy'}]
[, FIELDQUOTE = 'string delimiter']
[, FIELDTERMINATOR = 'field terminator']
[, ROWTERMINATOR = 'row terminator']
[,FIRSTROW = first row]
[, DATEFORMAT = 'date format']
[,ENCODING = {'UTF8'|'UTF16'}]
[, IDENTITY INSERT = {'ON' | 'OFF'}]
)

The simplest use of this statement would be copying data from public storage without
defining any arguments.

Loading data from a public storage account

Run the following script to copy the data from an Azure Blob storage account to a
dbo . Trip table in a Synapse SQL pool:

COPY INTO [dbo] . [UserDatal FROM 'https://gen2synapsedemo.blob.
core.windows.net/democsvfiles/*.csv'

WITH (
FILE TYPE = 'CSV'
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A public storage account can be accessed by anyone from anywhere if you are connected

to the public internet, but if your storage account is private, then you need access keys
to read the data from these storage accounts. We are going to learn about this in the
following section.

Loading data from a private storage account using an

SAS token

In order to access the data from a private storage account, we need to have a Shared

Access Signature (SAS) token. Perform the following steps to generate an SAS token for
your storage account:

1. Go to your storage account on the Azure portal.

2. Click on the Shared access signature link seen in the following screenshot:

@y gen2demopackt | Shared access signature

Storage account

‘p Search (Ctrl+/)

J «

B Tables

Security + networking

2 Networking

Access keys

Shared access signature

Encryption

Q > @

Security

Data management

@ Geo-replication

@ Data protection

a Blob inventory (preview)
B Static website

[8 Lifecycle management

3. Select Allowed services, Allowed resource types, and Allowed permissions
setting values. This selection will define the level of access to specific services on

Figure 3.39 — Generating an SAS for the storage account

a

v

Allowed services O

Blob File Queue Table

Allowed resource types

Service Container Object

Allowed permissions (O

Read Write Delete List Add Create Update Process

Blob versioning permissions (O

Enables deletion of versions

Start and expiry date/time @

start | 05/19/2021

@|[ 55037 Pm

End [ 05/20/2021

m|[ 15037 M

‘ (UTC-05:00) Eastern Time (US & Canada)

Allowed IP addresses (D

l for example, 168.1.5.65 or 168.1.5.65-168.1.5.70

the storage account.
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4. Select the start and expiry date/time for this key.

5. Leave the default values for the other fields and click on Generate SAS and
connection string to generate the keys, and copy the SAS token somewhere because
we are going to need it in this section; once you come out of this screen, you will not
be able to see these keys anymore:

@ pkmdemo | Shared access signature - s

Storage account

| R Search (Ctrl+/) « Generate SAS and connection string

-

= Overview ) )

Connection string
B Aciviylog (R © |
¢ Tess SAS token @
& Diagnose and solve problems I I —————— ‘
Ra  Access Control (IAM)

Blob service SAS URL

& Data migration -

Events

=2 Storage Explorer (preview)

File service SAS URL

.. ) |

Settings
Queue service SAS URL
" Access keys
® Geo-replication
& CORS Table service SAS URL
& Configuration I B ]

Figure 3.40 - Copying an SAS token for the storage account

6. Run the following SQL script, along with all the applicable options best suited for your
business needs, to copy the data from Data Lake Gen2 to an Azure Synapse SQL pool:

COPY INTO TestTable (Coll default 'myStringDefault' 1,
Col2 default 1 3)

FROM 'https://synapsedemoaccount.blob.core.windows.net/
myblobcontainer/folderl/"'

WITH (
FILE TYPE = 'CSV',

CREDENTIAL= (IDENTITY= 'Shared Access Signature',
SECRET="'<Your SAS Token>'),

FIELDQUOTE = '"',
FIELDTERMINATOR="'; "',
ROWTERMINATOR="'0XO0A",
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ENCODING = 'UTF8',

DATEFORMAT = 'ymd',

MAXERRORS = 10,

ERRORFILE = '/errorsfolder', --path starting from the
storage container

IDENTITY INSERT = 'ON'

)

The code block mentions different properties. Let's try to understand these different
properties in the following bullets:

o FILE_ TYPE: This attribute specifies the external data format, and it supports three
file types, namely, CSV, Parquet, or the Optimizer Row Columnar (ORC) format.

e CREDENTIAL: This attribute defines the authentication mechanism to access the
external storage account.

« FIELDQUOTE: This attribute is only applicable to CSV files and defines the quote
character (string delimiter) in the CSV files.

« FIELDTERMINATOR: Again, this is only applicable to CSV files. It specifies the field
terminator being used in CSV files.

« ROWTERMINATOR: This attribute also only applies to CSV files and it specifies the
row terminator that has been used in the CSV files.

« ENCODING: The default value for this attribute is UTFS8, but you can change it to
UTF16. This specifies the data encoding standard for the files.

« DATEFORMAT: This specifies the date format for the date column. Permitted values
for this attribute are mdy, dmy, ymd, ydm, myd, and dym, where d stands for date, m
stands for month, and y stands for year.

« MAXERRORS: This specifies the maximum number of rejected rows allowed during
the load.

« ERRORFILE: This attribute is only applicable to CSV files and it is used to specify the
directory where the rejected rows and corresponding error files need to be written.

o IDENTITY INSERT: Ifyou want to use identity values in the imported data files
as an identity column, mark this attribute as ON, otherwise you need to specity the
OFF value for this attribute.

You are free to use Azure Blob storage and Azure Data Lake Gen2 as well as an external
source, but you need to be aware of the authentication mechanisms supported for different
file types in both varieties of storage.
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Using authentication mechanisms

There are primarily five types of authentication mechanisms that are supported by Azure
Synapse Analytics:

Shared Access Signature: An SAS is a URI that allows you to specify the
permissions allowed for a storage account or the blob container. You can also
specify the life span of this key.

Access Keys: This is similar to a basic authentication method, using your storage
account name and a key. Storage accounts come with a primary and secondary key.
These keys can be regenerated as you wish.

Service Principal: This is an identity explicitly created in a tenant's Azure Active
Directory (AD). This identity can be applied to roles and access restrictions.

Managed Service Identity: This is an identity that Azure creates for Azure services.
The user does not have the overhead of generating or rotating keys in this case. If a
service supports AD authentication, this identity can be used to authenticate.

Azure Active Directory: A user within an Azure AD can authenticate themselves
wherever AD authentication is supported.

Each storage type has its own authentication mechanisms. The following diagram
describes the authentication mechanism supported by difterent types of files on Azure
Blob storage and Azure Data Lake Gen2:

Storage

File Type

Shared
Access
Signature

Managed
Service
Identity

Service
Principal

Access
Keys

Azure
Active
Directory

Azure Blob Storage

Csv

ORS

PARQUET

Azure Data lake Gen2

Csv

ORS

PARQUET

Figure 3.41 - Authentication mechanism supported by different types of files on different storage types

Now that we've covered authentication statements, let's recap the rest of the chapter.
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Ssummary

In this chapter, we covered various ways to bring your data to Azure Synapse. We will
be using these techniques further in upcoming chapters as per your requirements. You
are the best person to decide which tool will be the best fit for your business, but it is
important to have an understanding of all of these tools before you bet on any of these
in particular.

In this chapter, we have covered data ingestion without any orchestration. However, in
the next chapter you will learn how to orchestrate your data in Azure Synapse by using
Synapse pipelines.






4

Using Synapse
pipelines to
orchestrate
your data

Bringing data to Synapse is definitely a first big step, but it's not the final destination. You
still need to cross many hurdles on the way before you start adding any flavor to your data.
A Synapse pipeline comprises datasets and activities, but the main advantage is that you
can reuse the same dataset with various pipelines. Synapse supports various data stores
and provides feasibility to transform your data without writing any code. In this chapter,
We will learn how to create Azure Synapse pipelines to orchestrate your data.

In this chapter, we will cover the following topics:
+ Introducing Synapse pipelines
+ Creating linked services

+ Defining source and target datasets
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« Using various activities in Synapse pipelines
 Scheduling Synapse pipelines

o Creating pipelines using samples

Technical requirements

Before you start orchestrating your data, certain prerequisites apply, as outlined here:

+ You should have an Azure subscription, or access to any other subscription with
contributor-level access.

+ Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

o Create a Structured Query Language (SQL) pool and a Spark pool on
Azure Synapse. This was covered in Chapter 2, Considerations for your
compute environment.

o You must have an Azure Data Lake Storage Gen2 account with two containers,
demozipfiles-ch04 and demozipfilestating-ch04, with read/write
permissions.

o Download the sample zipped files from http://bit.ly/ch04-
prerequisites and extract the ZIP files to get two zipped files,
SampleUserData09262020.zip and SampleUserData09272020.zip.

« Upload these two zipped files to the demozipfiles-ch04 container in your
Azure Data Lake Storage Gen2 account.

o Create a UserData table in your SQL pool, where your data is going to
eventually land.

We will use the following Transact-SQL (T-SQL) code to create a UserData table in
Synapse SQL:

CREATE TABLE UserData (
UserID INT,
Name VARCHAR (200),
EmailID VARCHAR(200),
State VARCHAR (50),
City VARCHAR (50)


http://bit.ly/ch04-prerequisites
http://bit.ly/ch04-prerequisites
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There are various steps to take before you can create a Synapse pipeline, and the first one is
to create linked services for your source and target.

Let's understand what a linked service is and how can we create one in Azure Synapse.

Introducing Synapse pipelines

Synapse pipelines are used to perform Extract, Transform, and Load (ETL) operations
on data. This service is similar to Azure Data Factory, but these pipelines can be created
within Synapse Studio itself. In this section, we are going to learn how to create a pipeline
for copying data from different sources to Azure Synapse Analytics. We will also see how
we can use multiple activities within the same pipeline and create dependency endpoints
to connect one activity with another activity in the pipeline.

Figure 4.1 shows a Copy data activity in a Synapse pipeline:

€] @ synapselive v £ Validate all [ IITIR )

ﬁ Home Integrate + & « 0D Pipeline 1 .
A  Vali v .
i Data O Filter resources by name Activities ¥ « Validate Validate copy runtime D Debug % Add trigger
Develop Copy data
.' ® [ Pipeline 1 > Synapse
M) Integrate P Move & transform % Copy datal
> Azure Data Explorer W O
@ Monitor > Azure Function
> Batch Service -
E Manage General Source  Sink  Mapping  Settings  User properties
b Databricks
> Data Lake Analytics Name * [ copy datar | Learn more 3
> General
Description
> HDInsight P
> Iteration & conditionals =
b Machine Leaming Timeout © [ 7.00:0000 \
Retry © ‘ 0 ‘
Retry interval © [30 \

Figure 4.1 - Synapse pipeline in Synapse Studio

These pipelines comprise various components, and we are going to learn about these
components in brief in the following sections.
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Integration runtime

An Integration Runtime (IR) is a compute infrastructure used by Azure Data Factory
or Synapse pipelines to provide data movement, data flow, activity dispatch, and SQL
Server Integration Services (SSIS) package execution capabilities across different
network environments. There are two types of IR: Self-Hosted and Azure, as shown in
Figure 4.2:

Integration runtime setup

Network environment:

Choose the network environment of the data source / destination or external compute to which the
integration runtime will connect to for data flows, data movement or dispatch activities:

Azure
Use this for running data flows, data movement, external and pipeline activities in
a fully managed, serverless compute in Azure.

Self-Hosted
Use this for running activities in an on-premise / private network
View more v

Continue Cancel

Figure 4.2 - Network environment options available to set up an IR

Let's begin with the self-hosted IR, which is used when you need to copy data from any
on-premises environment.

Self-hosted IR

A self-hosted IR is used for running data flows, data movement, and pipeline activities

in an on-premises or a private network. We need to install an IR on our on-premises
environment, either manually or automatically. If we choose Express setup, keys will be
automatically copied to the IR, and the IR is then ready to be used. However, if you choose
the Manual setup option, you need to copy the key from the Azure portal to the IR once
the installation is completed.

Figure 4.3 shows the primary and secondary keys required to complete the manual setup
ofanIR:
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Integration runtime setup

Settings Nodes Auto update

Install integration runtime on Windows machine or add further nodes using the
Authentication Key.

)
Name (@

Option 1: Express setup

Click here to launch the express setup for this computer

Option 2: Manual setup

Step 1: Download and install integration runtime

Step 2: Use this key to register your integration runtime

Name Authentication key
Key1 IR@afcf4632-b852-4e11-81ce-3c9baal9e73f@synapseanalyticsdemopac |E O
Key2 IR@afcf4632-b852-4e11-81ce-3c9baad9e73f@synapseanalyticsdemopac |._D O

Close

Figure 4.3 - Setting up a self-hosted IR on my computer

Now that we have learned how to install a self-hosted IR on our computer, let's try to learn
about an Azure IR.

Azure IR

An Azure IR provides a fully managed, serverless compute in Azure and does not require
infrastructure provisioning, software installation, patching, and so on. It is used for
running data flows, data movement, and pipeline activities in a fully managed, serverless
compute in Azure.

The following section provides a brief introduction to activities in a Synapse pipeline.

Activities

Activities are the most critical part of a Synapse pipeline, as they define actions that need
to be performed on your data. You can perform a simple copy operation by using a Copy
data activity on your data, however, you can also use a Data flow activity to perform
various transformations on your data.
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You are provided with options to perform operations by using Databricks notebooks,
HDInsight activities, machine learning activities, and much more. You can also perform
iterations and conditional operations by adding corresponding activities to your pipeline.

In the following section, we will learn more about using activities within a pipeline.

Pipelines

A Synapse pipeline can be created by using one or more activities, which can all be
connected to each other by dependency endpoints. By default, you get a Success endpoint,
but you can change this to Failure, Completion, or Skipped if required, as you can see in
Figure 4.4:

Copy data Notebook

- | e |
E Copy datat i Notebook1

Change To:

B Success Vv

B Failure n1
B Completion

B Skipped

Figure 4.4 - Creating dependency endpoints for two activities in a Synapse pipeline

You can also loop through any activity by moving that activity inside an iteration activity
such as the ForEach or Until activities. We will go through an example in the Using
various activities in Synapse pipelines section, which will help you learn how to use
iteration activities with other activities.

Pipelines are scheduled by triggers, and we will learn about these in the following section.

Triggers

Azure Synapse pipelines can be triggered manually (on-demand) as and when required.
But practically, we need our pipelines to trigger automatically based on a certain event
that has occurred, or based on a certain date/time specified for the trigger to occur. In the
following sections, we are going to learn about different types of triggers supported by
Synapse pipelines.
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Schedule triggers

Schedule triggers are created when we want to run our pipeline by specifying a schedule
(start time, recurrence, end date, and so on). This is the default trigger that gets created
while setting up a new pipeline. As shown in Figure 4.5, we need to provide the details for
Start date, Time zone, and Recurrence, and you can also choose to provide a value for
End On by checking the Specify an end date checkbox:

New trigger

Name *

| Trigger 1 |
Description

‘ g

Type *

| Schedule AV |
Start date * @

| 03/0772021 219 PM ‘
Time zone * @

| Coordinated Universal Time (UTC) v |
Recurrence * ©

EVEW| 15 \ \ Minute(s) v|

Specify an end date

Endon* @
| 03/08/2021 2:19 PM

Annotations

+ MNew

Activated * @

©Yes O No

Figure 4.5 - Creating a new schedule trigger for the pipeline

Although this is the most commonly used trigger for Synapse pipelines, we sometimes
need to use a tumbling window trigger as well. The following section outlines further
details about this particular type of trigger.
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Tumbling window triggers

Unlike schedule triggers, tumbling window triggers have a one-to-one relationship

with a pipeline. These triggers are fired at periodic time intervals from a specified start
time, while retaining their state. Tumbling window triggers are non-overlapping and are
triggered at contiguous time intervals. We can also set the dependency of one tumbling
window trigger on another trigger.

Figure 4.6 displays the properties needed to create a tumbling window trigger:
New trigger

Type *

| Tumbling window v |

Start Date (UTC) * @
| 03/07/2021 2:19 PM |

Recurrence * @
Every| 15 | | Minute(s) RV |

Specify an end date

End On (UTQ)* @
| 03/08/2021 2:19 PM

4 Advanced

Add dependencies

+ New [u]
D TRIGGER OFFSET WINDOW SIZE
0.00:00:00 0.00:00:00
Delay @
[ 000000 |

Max concurrency * ©
[s0 |

Retry policy: count ©
Lo |

Figure 4.6 — Creating a tumbling window trigger on Synapse Studio

Schedule triggers can only be executed starting from the current time; however, tumbling
window triggers can be scheduled for windows in the past.
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In the following section, we are going to learn about one more type of trigger: a storage

events trigger.

Storage events triggers

Sometimes, we need to trigger pipelines based on events happening in a storage account,

such as the addition or deletion of files.

We need to provide details of the storage account and blob container in order to define

this trigger type. You are also provided with the option of selecting an event, as shown in

Figure 4.7:

New trigger

Type *

| Storage events

Account selection method * @©

@ From Azure subscription O Enter manually

Azure subscription @

| Select all

Storage account name * @

Container name * @

| Jcontainername/

Container name is required

Blob path begins with @

Blob path ends with ©

Event* @

[ ] Blob created [ ] Blob deleted
Select at least one type of event

Ignore empty blobs * @

@Yes O No

Annotations

—|— New

Continue

Cancel

Figure 4.7 - Creating a storage events trigger on Synapse Studio
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The following section outlines details about linked services, which are a vital component
for Azure Synapse pipelines.

Creating linked services

Linked services define the connection information needed for a Synapse pipeline to
connect to an external data source. These linked services are not specific to any pipeline,
but you can use the same linked service for multiple pipelines at the same time if they
share the same data source.

In this example, we are going to create a linked service for Azure SQL Database (which is
our data source), with Synapse as our target.

Before we proceed with the steps to create the linked service for the source and target,
make sure you have met all the technical requirements outlined at the start of this chapter.
Then, proceed as follows:

1. Launch Synapse Studio by clicking on the Synapse Studio link on the
Synapse workspace.

2. Click on Linked services under the Manage tab, and click on + New to create a new
linked service, as illustrated in Figure 4.8:

&Ny publishall v Validateall () Refresh Discard all «

A Home Analytics pools Linked services
i Data B sal pools Linked services are much like connection strings, which define the connection information needed for Azure Synapse Analytics

@ Apache Spark pools to connect to external resources. Learn more [
a Develop External connections + New P Search to filter items... ‘ Y
M) Orchestrate @ Linked services ) Showing 1 - 2 of 2 items )

Orchestration : Name ™ - Type ~n Annotations ™
@ Monitoy % Triggers » @ synapseworkspacedemop... ‘ Azure Synapse Analytics (formerly SQL DW)
a Manage %t Integration runtimes B synapseworkspacedemop...  Azure Data Lake Storage Gen2

Security
E(‘j Access control

@& Managed private endpoints

Figure 4.8 - Creating linked services in Azure Synapse

3. Select Azure Data Lake Storage Gen2 from the list of available data sources and
click on Continue, as illustrated in Figure 4.9:
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Home

Data

Develop
J®) Orchestrate
E Manage

Monitor

Validate all - O

Analytics pools

™ SQL pools

{3 Apache Spark pools
External connections

& Linked services
Orchestration

# Tiggers

9 Integration runtimes
Security

B Access control

Refresh
Linked services

Linked services are much like connection strings

T New

Showing 1 - 5 of 5 items

Name ™
S
©
8 s kspacedemo Defau
- kspace 0 eDefaul

New linked service

N _

[ £ storage \

Database  File

Azure Data Lake Storage
Gen1

Compute NosaL | >

Azure Data Lake Storage
Gen2

Google Cloud Storage (S3
API)

< Al Azure Generic protocol

Azure Blob Storage

Azure File Storage

Azure Table Storage

Cancel

Figure 4.9 - Selecting Azure Data Lake Storage Gen?2 to create a new linked service

4. Give a meaningful name to the linked service and add an appropriate description.

5. Select your storage account name from the dropdown if your storage account is in
the same subscription; otherwise, you can click on the Enter manually radio button
to provide the account details manually and then click on Create, as illustrated in
Figure 4.10:

>

Home

Data

Develop

J®) Orchestrate

Monitor

e

E Manage

v Validateall OO

Analytics pools

= SQL pools

{3 Apache Spark pools
External connections

@ Linked services
Orchestration

% Triggers

2 Integration runtimes
Security

ES Access control

n

Refresh

Linked services

New linked service (Azure Data Lake Storage Gen2)

Connect via integration runtime * ®
Linked services are much like connection strings, whic
Learn AutoResolvelntegrationRuntime v]O v
+ New Authentication method
l Account key v l
Showing 1 - 5 of 5 items
Account selection method ©
Py
Name " @ From Azure subscription () Enter manually
@ AzureSynapsesQLPoo Azure subscription ®
[ selectall V|
Storage account name *
l synapsegen2demo v l

Test connection
(® To linked service () To file path

Annotations

+ New

Name

D> Advanced ©

Figure 4.10 - Providing connection details for Azure SQL Database
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After creating the linked service for the source, we will now create one for the target.
Once again, click on the + New link on the Linked services page in Synapse Studio.

7. Select Azure Synapse Analytics from the list of available data stores, and click

on Continue.

8. Provide the SQL pool details of your Azure Synapse server name, database name,
username, and password. Instead of filling in the values directly, we can also use
variables, using dynamic content. Go to https://docs.microsoft.com/
azure/data-factory/parameterize-linked-services tolearn more
about using parameters in Synapse pipelines. After filling in the details, click on
Create, as illustrated in Figure 4.11:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedemopackt

«

0= @5 9

New linked service (Azure Synapse Analytics (formerly SQL DW))

prashant@azuredataplatform.com
DEFAULT DIRECTORY

Home haly hools H :
Analytics pools Linked services Azure subscription o
s ., " [ selectall v
Data - o
to
@ ark po Server name *
Develop External connections New l synapseworkspacedemopackt v l
- & Linked services hy 1-5of5items Database name *
W) Orchestrate ° l
sqlpooldemo v O
Orchestration Name *
Monitor 2 o Authentication type *
gaer ‘ SQL authentication v l
i 4 Integration runtimes
Manage User name *
Security | pkmishra \
0 Access contro
B Acc ' m Azure Key Vault

Password *

Additional connection properties

0 Connection successful

Figure 4.11 - Creating a linked service for Synapse Analytics

In this section, we have covered just a couple of data stores; however, Synapse supports
various other ones. If you want to learn how to create a linked service for any data store,
you can follow the steps mentioned at this link: https://docs.microsoft.com/
azure/data-factory/connector-overview.

Now that you have created a linked service for your source and target, we will next create
a pipeline, and we will try to learn how to perform several activities to transform the data.


https://docs.microsoft.com/azure/data-factory/parameterize-linked-services
https://docs.microsoft.com/azure/data-factory/parameterize-linked-services
https://docs.microsoft.com/azure/data-factory/connector-overview
https://docs.microsoft.com/azure/data-factory/connector-overview
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Defining source and target datasets

Datasets are created in a pipeline in order to identify data stored in various data sources
in different formats, such as tables, files, folders, documents, and so on. A dataset can be
used by multiple activities or pipelines.

Before we start adding some transformations onto the data, we should have the required
datasets in place. So, follow these instructions to create a dataset for the source:

1.

Go to the Data tab in Synapse Studio and click on + on the Data canvas, as
highlighted in Figure 4.12:

Microsoft Azure | Synapse Analytics »  synpseworkspacedemo

»

e (T Publishall ~ Validateall () Refresh [i] Discard all
Home Data e«
- Workspace
Data Workspace Li

3, Synapse SQL database
L Filter resources by name yneg

Develop Linked
I Databases

¥ Connect to external data
Orchestrate

I & Integration dataset I

Monitor T2 Browse samples

Manage

Figure 4.12 - Creating a dataset in Synapse Studio

Select Integration dataset from the dropdown, and select the required data store
from the list of all available data stores appearing in the Integration dataset
window. In this example, we are going to select Azure Data Lake Storage Gen?2 as
our data store, and then click on Continue.
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N

M

D @ »

E e

Select the DelimitedText format for your data from the list of all available options
and click on Continue, as illustrated in Figure 4.13:

~/ Validate all C;‘ Refresh

Data

Workspace

b Databases

Linked

«

Use the res

Select format

Choose the format type of your data

m

Avro Binary
{?
Excel Json
“Z%
C 4

Figure 4.13 - Selecting the format for the dataset

DelimitedText

Cancel

4. Provide an appropriate name for your dataset and select the corresponding linked

5.

service from the dropdown.

Click on the small folder icon appearing right at the end of the File path field, select
the correct directory in which the file is stored, and click on OK, as illustrated in

Figure 4.14:




Defining source and target datasets

Data

Workspace

* Databases

Set properties

@ Choose a name for your dataset. This name can be updated at any time until it is published.

Name
[ srcbatasetDelimitedText |

Linked service *

111

SrcAzureDatalakeStorage v ] /
Connect via integration runtime * @
O 7
File path
demorzipfiles-ch04 ‘/ ‘ Directory /| File ‘ B~
First row as header OJ

Import schema
@ From connection/store O From sample file O None

Figure 4.14 - Setting the properties for the source dataset

6. We are not yet done with the source dataset. Remember that our source files are
in ZIP format, so let's define an appropriate compression type in the dataset
properties. Select ZipDeflate from the drop-down list appearing from the
Compression type field and don't forget to click on the Publish all link to save all
your changes. The process is illustrated in Figure 4.15:

AW 1 pubiish oIl @ Validate all () Refresh [iil Discard all
ﬁ Data + ¥ « B srcDataSetDelimited... ®
.
w < Workspace Linked > =
[0 Filter resources by name | .
. DelimitedText
P Databases 2 SrcDataSetDelimitedText
e Connection  Schema  Parameters

Linked service *

| B SrcAzureDatalakeStorage | & Test connection ¢ Edit + New

Integration runtime * o 7
File path * [ demozipfiles-chd4 | /| Directory | [ File | B3 Browse | v 0 Previewdata | v
I Compression type ‘ ZipDeflate ~ I
Compression level ‘ ~
Column delimiter | Comma () v]®
[Jedit
Row delimiter ‘ Auto detect (\r\n, or \r\n} i alo]
[edit

Figure 4.15 - Setting a compression type value for the source dataset



112 Using Synapse pipelines to orchestrate your data

7. Follow Steps 1 to 6 to create a staging dataset where all the unzipped files should be
landing. This is illustrated in Figure 4.16:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedem el Fre=]

»

O

10.

11.

0= @y o

Validate all Refresh

0D Pipeline_Gen2 Syna... X

Data ¥ o«
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4 Databases 1 D Synapse

-

> 7 sqlpooldemo (SQL pool) Move & transform

-

Azure Data Explorer

-

Azure Function

4

Batch Service

-

Databricks

-

Data Lake Analytics

4

General

-

HDInsight

-

Iteration & conditionals

4

Machine Learning

Set properties

prashant@azuredataplatform.com

DEFAULT DIRECTORY

@ choose a name for your dataset. This name can be updated at any time until it is published.

Name

‘ StagingDelimitedText

Linked service *

[ SrcAzureDatalakeStorage NV
Connect via integration runtime * 0]
v O 7
File path
demoripfilestaging-cho4 |/ | Directory | /[ Fie =104
First row as header O
Import schema
(®) From connection/store () From sample file () None
“ Back Cancel

Figure 4.16 — Setting properties for the staging dataset

Now that we have already created a dataset for the source, we are going to create
a dataset event for the target. Click on the + icon on the Data canvas and select
Integration dataset once again from the drop-down list.

We are going to select Azure Synapse Analytics as our target, from the list of all

available data stores.

Select a linked service from the dropdown that you already created for the Azure

Synapse SQL pool.

Select a table name for where your data is supposed to land and click on OK. The
process is illustrated in the following screenshot:
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Figure 4.17 - Setting properties for the Azure Synapse SQL pool

After creating the datasets, it's time to create the pipeline and start adding transformations
to your source dataset.

Using various activities in Synapse pipelines
Synapse pipelines give you the option to add various transformations; however, we will try
to cover just a couple of transformations in this section. Proceed as follows:

1. Navigate to the Integrate tab on Synapse Studio and click on + to select Pipeline
out of the other available options, as illustrated in Figure 4.18:

x @ Synapselive ~ £ Validateall |T| Publish al
A Home Integrate + v o«
Data | P Filter resources by name O} Pipeline I

[} Copy Data tool

u
- Develop

T3 Browse gallery

B Integrate

@ Monitor \\

™ !
E Manage \vj

No items to show
Try creating a new item using the + button
above. Learn more [§

Figure 4.18 - Creating a Synapse pipeline in Synapse Studio
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2. Fill in the name and description in the Properties window of the pipeline that you
created in the preceding step and click on Publish all to save the changes.
3. Let's add some activities to the canvas. We are going to select the Get Metadata
activity from the list of all available activities to begin with, as illustrated in
Figure 4.19:
€ ® Synapselive v £ Validate all [NUNERCASERN 1] O m
ﬁ Home Integrate 4+ v « £ GetiingStarted with... @D Pipeline1 .
i Data L Filter resources by name ‘ IACtiVitiES I v o« ~ Validate  [> Debug ﬁ' Add trigger O =
4 Pipelines 1 | P Search activities O]
. Develop o 0D Fipeline 1 P Data Lake Analytics -
4 General 0 Pipeline_Gen2_Synaps el
M) Integrate e
x+ Append variable mw & O @ +
6 Monitor 'ﬁ oete _
Manage W o Pipelne General Dataset| User properties ~
o Get Metadata Name * ‘ Pipeline_Gen2_Synapse
Learn more [
- Lockup
— Description
= Stored procedure
4
() Set variabe Timeout ® | 7.000000
Figure 4.19 — Adding the Get Metadata activity to the Synapse pipeline canvas
4. Provide a name for this activity in the General tab. We are going to enter
GetMetadataForZipFiles in the Name field so that it will be easy to identify
the activity. We are going to use this name in the ForEach activity, so please make a
note of this name.
5. Select the data source from the drop-down list and select Child Items in the
ARGUMENT section of the dataset.
6. You can enter values for Skip line count and Filter by last modified if you

require this information. However, I am leaving these fields blank as shown in
Figure 4.20.
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» 1T Publishall + Validateall () Refresh [ii] Discard all

» (@D Pipeline_Gen2_Syna... X

Activities ¥ &« + Validate [> Debug % Add trigger

‘ R Search activities

P Synapse Get Metadata

P Move & transform @ Get Metadata1

w {3 b ®

P Azure Data Explorer

4

Azure Function

Besmad

P Batch Service General Dataset  User properties
> Databricks
. .

b Data Lake Analytics Dataset ‘ B SrcDataSetDelimitedText \/‘ / Open + New
b General Start time (UTC) End time (UTC)

Filter by last modified ‘ | ‘ ®
> HDInsight
P Iteration & conditionals Skip line count ‘ ‘
P Machine Learning Field list -+ New ]

D ARGUMENT

| Child Items ~ |

Figure 4.20 - Dataset property for the Get Metadata activity

7. Before we proceed further, click on the Debug button at this stage to validate that
this activity is running successfully. You can view the status in the Output window,
as highlighted in Figure 4.21:

@ Pipeline_Gen2_Syna... X

Activities ¥ «  Validate | [> Debug | % Add trigger =
£ Search activities

b Synapse Get Metadata (]

P Move & transform

(i) Get Metadatat

-

Azure Data Explorer

-

Azure Function

b Batch Service

b Databricks

b Data Lake Analytics -
Parameters  Variables  Output

P General

P HDInsight Pipeline run ID: 9a773a50-5cb4-4da1-8629-f4a35f8c5510 @ O @

-

Ilteration & conditionals 5 N .
Name Type Run start Duration  Status Integration runtime Run ID

-

Machine Learning
Get Metadatal ~GetMetadata  2020-09-26T18:06:40.687 00:0002 @ Succeeded AutoResolvelntegrationRuntime (East US) fble18a8-dt

Figure 4.21 - Successful status of the pipeline having the Get Metadata activity
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8. Next, we will iterate over all the files available in the source directory of the storage
account. So, we are going to pull a ForEach activity to the canvas and connect it
with the Get Metadata activity, as illustrated in Figure 4.22:

o TSI ] -~ Validateall (D Refresh [i] Discard all
ﬁ Orchestrate + v « i Pipeline_Gen2 Syna... ®
[~ ‘ O Filter resources by name Activities v «  Validate [> Debug 4% Add trigger {}
O Filter resources by name
4 Pipelines 2 P Search activities
B D CopyPipeline_OnPremiseSQL Synap... b Azure Function ForEach
Get Metadata
) ® (I Pipeline_Gen2_Synapse b Batch Service 8 Eﬂ Forgach1
@ GetMetadataForZipFile n
P Databricks H
e Activities 7
P Data Lake Analytics No activities
b General
P HDInsight

4 Iteration & conditionals

Y Filter

B9 ForEach -
Parameters  Variables  Output

% 1f Condition
+ New

H switch

4] Until

b Machine Learning

Figure 4.22 - Adding a ForEach activity to the canvas

9. Click on the ForEach activity on the canvas to set the properties. Provide an
appropriate name on the General tab.

10. Go to the Settings tab and click on the Items field. Then, click on the Add Dynamic
Content link, paste the following script, and click on Finish:

@activity ('GetMetadataForZipFiles') .output.childItems

In Figure 4.23, we add dynamic content to the Items field of the ForEach activity:
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Validate all Refresh Discard all

Orchestrate M @ Pipeline_Gen2_Syna.

Activities v o«
4 Pipelines 2
XD CopyPipel

b Azure Function

@D Pipeline Gen2

_Synaps Batch Service

Databricks

Data Lake Analytics

General

HDInsight

4 Iteration & conditionals

Y

©)

Settings

Sequential

Batch count

Items

4] Until

b Machine Learning

Add dynamic content

@activity(‘GetMetadataForZipFiles') output.childitems

Clear contents

[ R Filter...

Use expressions, functions or refer to system variables.

4 System variables

Pipeline Name
Name of the pipeline

Pipeline run ID
D of the specific pipeline run

Pipeline trigger ID
ID of the trigger that invokes the pipeline

Pipeline trigger name
Name of the trigger that invokes the pipeline

Pipeline trigger time
Time when the trigger that invoked the pipeline. The trigger time is the actual fired time, not the sc...

Pipeline trigger type
Tvoe of the triaaer that invoked the pioeline (Manual, Scheduler)

Figure 4.23 - Adding dynamic content to the Items field of the ForEach activity

11.
within the ForEach activity.

Double-click on the ForEach activity on the canvas to add a Copy data activity

Provide a name for the Copy data activity after you have added the Copy data

activity to the ForEach activity, as illustrated in Figure 4.24:

L WL  l -~ validateall () Refresh [l Discard all P«
f®t Orchestrate 4+ ¥ « OO Pipeline Gen2 syna.. ®
@ [P fitterresources by name | Activities v & v Validate [> Debug {5 Add trigger =
4 Pipelines 2 ‘)i' Search activities | 0D Pipeline Gen2 Synapse > B9 ForEach1 I
. CopyPipeline_OnPremiseSTlL_Synap b Synapse .
o
) ® (D Pipeline_Gen2 Synapse 4 Move & transform
¥, CopyUnzippedDataTo +
"5 Copy data ¥ Datalake
o & Data flow W { b @
- ||
P Azure Data Explorer
b Azure Function -
b Batch Service ¢ General Source' Sink' Mapping  Settings  User properties > oA
b Databricks : 1 .
Name * [ copvunzippedpataTobatal ake | Leam more 13
P Data Lake Analytics 1
4 General Description
X, Append variable y
il Delete Timeout [ 7.00:00:00 o
i Execute Fipeline Retry [o o]
Retry interval l 30 l@

(D Get Metadata

Figure 4.24 — Adding a Copy data activity in the ForEach activity
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13. Go to the Source tab of the Copy data activity and select the linked service for
Azure Data Lake Storage Gen2, where the ZIP files are residing.

14. Instead of providing the exact filename, we can use wildcards in the path to allow
you to collect all files of a certain type within the specified directory. Select the
Wildcard file path radio button for File path type, and click on the Add dynamic
content link for Wildcard file name to paste the following script:

item() .name

15. Make sure that the Recursively field is checked and that the Preserve zip file name
as folder field is unchecked, as illustrated in Figure 4.25:

? QU } ~ validate all (O Refresh [i] Discard all

ﬁ Orchestrate -+ v « O Pipeline Gen2 Synapse @ B8 SreDSDelimteclText B SrcDataSetDelimitedT.
i O Filter resources by name Activities v« + Validate > Debug  £% Add trigger
4 Pipelines 1 £ Search activities @D Pipeline_Gen2_Synapse » B ForEachl
. ® 0D Pipeline_Gen2 Synapse b Synapse
m) 4 Move & transform
¥ Copy data ., CopyUnzippedDataTo
@ ® Datalake

&% Data flow

@

- On e

b Azure Data Explorer

-

Azure Function

-

Batch Service -
General  Source  Sink  Mapping  Settings  User properties

-

Databricks

-

Data Lake Analytics Source dataset * [[® srepatasetnelimitedText ~| & open + New 6 Preview data

4 General
File path type (O)File path in dataset I (®) wildcard file pathl (O List of files @

X, Append variable

Wildcard paths demozipfiles-ch04 /| Wildcard folder path |/' item(.name |

Wi Delete

Start time (UTC) End time (UTC)
@ Execute Pipeline Filter by last modified [ ‘ | ‘ o

(D Get Metadata I Recursively . [0} I

Enable partition discovery || ©

Q] Lookup

Max concurrent
= N o]
Stored procedure connections | B |
{x} Setvariable Skip line count | = |
Preserve 7ip file name as
R Validation folder (o

@ Web Additional columns © + New

Figure 4.25 - Setting the properties for the source in the Copy data activity within the ForEach activity

16. Next, we are going to set the properties for Sink. Select the StagingDelimited Text
sink dataset from the Sink dataset drop-down list.
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17. Change the Copy behavior field to Flatten hierarchy, as shown in Figure 4.26.
This will enable us to copy all files residing within a different folder in the specified
source directory to one specified folder within the sink directory:

P Filter resources by name

Copy data

1  Validateall () Refresh [i] Discard all «
N puta + y « O PipelincGen2 syna. @ B SrcDSDelimitedText B SrcDataSctDelimitedT.. B StagingDelimitedText
o Workspace Linked Activities v o« v Validate [> Debug 4% Add trigger {} &

O Search activities 0D Pipslie Gen Synapse » B Fertacht
B

b Synapse
4 Datab 1 ynap: ’
atabases ei CopyUnzippedDatalo »
m) b 8 sqlpooldemo (SQL pool) P Maue & transform Datal ake
b Azure Data Explorer w {3 D (2 +
@ b Azure Function
b Batch Service -
General Source  Sink  Mapping  Settings  User properties ~
P Databricks
~
P Data Lake Analytics Sink dataset * [ StagingDelimitedText V‘ & Open —+ New
P General . -
Copy behavior Flatten hierarchy v ‘O
P HDInsight
Max concurrent connections = o
P Iteration & conditionals
Block size (MB) s o

b Machine Learning

Figure 4.26 - Setting Sink properties for Copy activities in the ForEach activity

18. Click on Debug to run the pipeline—you can monitor the status in the
Output window.

19. After validating that your pipeline is working as expected so far, come back to the
main page where the Get Metadata and ForEach activities have been added, and
add the Copy activity to the canvas.

20. Provide a name for the CopyFromStagingBlobToSynapseSQL Copy activity
and join it with the ForEach activity.

21. This time, the source dataset for our Copy activity is going to be
StagingDelimitedText, and SinkSynapseSQL will be our sink dataset.

22. Make sure to select the Bulk Insert copy method under the Sink properties. This
method is used to import data in bulk from the data file.

23. Go to the Mapping section of the Copy activity and check that all the column
mappings from source to sink are correct. You can make any necessary changes here
if required; otherwise, we are good to go to publish our changes.

After completing your pipeline, we will next schedule the pipeline to run it at
regular intervals.
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Scheduling Synapse pipelines
Azure Synapse pipelines allow you to run your pipeline just once or trigger it manually

whenever you need to run it. However, Synapse pipelines enable you to schedule the
pipelines to run at regular intervals as well.

With Synapse pipelines, it's just a matter of a few clicks to schedule your pipeline.
The following instructions will help you in scheduling your pipeline:

1. Go to the Triggers page under the Monitor tab in Synapse Studio and click
on + New at the top of the screen, as illustrated in Figure 4.27:

ﬁ Home

i Data

a Develop
)®) Orchestrate
@ Monitor
E Manage

Analytics pools

3 sQL pools

& Apache Spark pools
External connections

@ Linked services
Orchestration

44 Triggers

% Integration runtimes
Security

ES Access control

@ Managed private endpoints

Publishall + Validateall () Refresh Discard al «

Triggers

To execute a pipeline set the trigger. Triggers represent a unit of processing that determines when a pipeline execution needs to be kicked
off.

+ New P Search to filter items... ‘ Y

Showing 0 - 0 of 0 items

Name ™ Type ™ Status v Pipelines ™ Annotations ™

No triggers to show

If you expected to see results, try changing your filters or
create a new trigger

Create trigger

Figure 4.27 — Triggers blade in Synapse Studio

2. Provide a name and description for your trigger. It's better to keep your pipeline's
line appended to the trigger's name so that in the case of any failure it will be easy to
identify the corresponding pipeline. The fields are shown in Figure 4.28:
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Validate a New trigger

Triggers Description ~

otations : Any Type *
‘ Schedule v ‘

Start date * @
Name Type T \ 03/24/2021 5:42 PM |

Time zone * @
 Tigger [ Coordinated Universal Time (UTC) M

Recurrence * @
Security Every| 15 4 | [ Minutets) ~

ES Access contro [ ] specify an end date
B i ~
% Credential Annotations Minute(s)

+ New

Hour(s)

Code libraries Activated * © Day(s)

packages OYss @Nu

Week(s) v

Figure 4.28 - Creating a trigger for the Pipeline_Gen2_Synapse pipeline

Select the type of trigger as per your business needs. In this example, we are going
to select the Schedule radio button option from the list.

Provide a value for Recurrence. In our example, our pipeline must run once a
day—hence, select 1 in the first field box and Day(s) in the second field box.

You have the flexibility to provide the start date as well, but we will stick to the
default value because we want to enable this trigger as soon as it is created.
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The properties are shown in Figure 4.29:
« New trigger
Home Analytics pools Triggers al
y @ choose a name for your trigger. This name can be updated at any time until it is
Data B =P To execute a pipeline set the published.
Name *
Develop External connections New [ Trigger_Pipeline_Gen2 Synapse |
Orchestrate Joueroe Description
Orch oo - Scheduling pipeline Pipeline_Gen2_Synapse to run on daily basis
Monitor ;/}
Manage e mes Type
Security @Schedu\e OTumbImg window O Event
E\L‘ ‘ o Start Date (UTC) * 0]
| 0972772020 10:08 AM |
Recurrence * o]
Every‘ 1 =1 || Dayls) ~]
4 Advanced recurrence options
[ oc | Cancel
Figure 4.29 - Setting properties for the trigger

6. Ifyou want to select a particular time of day to run your pipeline, then you need to
provide the appropriate time under the Advanced recurrence options section.

7. Select the On Date radio button for the End section to provide a value for End On
(UTC) if you want your trigger to stop after a certain time. However, we want our
trigger to be active forever, so we will select the No End radio button.

8. Last but not least, select Yes for the Activated field—this will activate/deactivate the

trigger after we do the publish operation. Next, click on OK, and you are all set. The
process is illustrated in Figure 4.30:
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4 Advanced recurrence options

Execute at these times m

Hours (UTC)

Minutes (UTC)

Schedule execution times (UTC)
10:08

End =

@No End O On Date

Annotations

‘l‘ MNew

MName

Activated = O

@‘r‘es O Mo
ok

Figure 4.30 - Trigger properties window with default values

In this section, we learned how to unzip multiple files, place these files in the blob
containers dynamically, and then copy the data to the Synapse SQL pool; but in the real
world, you may have more complex scenarios than this one. However, Synapse has made
it quite easy for developers by providing sample scripts and notebooks within Synapse
Studio itself.

Next, we are going to learn how to use these sample pipelines.
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Creating pipelines using samples

Synapse has provided various sample pipelines that can help you in building your
production-ready pipeline in just a few steps.

We will go through the following steps to create pipelines using samples provided
by Synapse:

1. Go to the Integrate tab on the Synapse Studio screen.

2. Go to the sample center by clicking on Browse samples, as highlighted in

Figure 4.31:
€ @ Synapselive ~ £ Validateall |T) Publish all
ﬁ Flome Integrate 1y «
i Data ‘ L Filter resources by name @} Pipeline
fff] Copy Data tool
h s 5 Browse gallery

i'] Integrate

@ Monitor N
— \\\-
Manage

No items to show
Try creating a new item using the + button
above. Learn more [

Figure 4.31 - Browse samples link under the Integrate tab in Synapse Studio

3. You can see sample datasets, notebooks, and SQL scripts in the sample center. Let's
try to use one of the sample notebooks. Go to the Notebooks section, select Getting

Started with Delta Lake, and click on Continue. Figure 4.32 provides an overview
of the sample center:
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Gallery

Datasets Notebooks

SQL scripts

Pipelines

‘ Y Filter by keyword

Language : All

Charting in Synapse Notebook

This notebook provides examples
to visualize data in Synapse
notebook using matplotlib, bokeh,
or seaborn.

PySpark | Sample

Creating a managed Spark Table

This notebook describes how to
create a managed table from
Spark. The table is created in the
Synapse warehouse folder in your

Continue

Creating a managed Spark Table

This notebook describes how to
create a managed table from
Spark. The table is created in the
Synapse warehouse folder in your
primary storage account.

SparkSQL | Sample

Creating an unmanaged Spark
Table

This notebook describes how to
create an unmanaged (also known
as external) table from Spark.

Creating a managed Spark Table

This notebook describes how to
create a managed table from
Spark. The table is created in the
Synapse warehouse folder in your
primary storage account.

Spark.NET C# | Sample

Creating an unmanaged Spark
Table

This notebook describes how to
create an unmanaged (also known
as external) table from Spark.

Creating a managed Spark Table

This notebook describes how to
create a managed table from
Spark. The table is created in the
Synapse warehouse folder in your
primary storage account.

Scala | Sample

Creating an unmanaged Spark
Table

This notebook describes how to
create an unmanaged (also known
as external) table from Spark.

Figure 4.32 — An overview of the sample center in Synapse Studio

On the next screen, you can see a preview of the notebook that you selected. Click
on Next after going through the description and preview.

If you do not have a Spark pool created already, you will see a pop-up window
asking your permission to create a Spark pool of the required size to run this
notebook. Click on Create pool after reviewing the size information, as illustrated

in Figure 4.33:

No Spark pools available

You'll need a Spark pool in order to run your notebook.
We can create one for you now, or you can do so from

the management hub at a later time.

Would you like to create a Spark pool?

Name: SampleSpark

Figure 4.33 - Pop-up window seeking permission to create a Spark pool
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6. Your SampleSpark Spark pool will be available for your notebook in a couple of
seconds, and then you can click on the Run all link above the notebook to run all
the cells in the notebook, as illustrated in Figure 4.34:

€ @ Synapselive v £ Validate all [N ) O

ﬁ Home Develop + v o« 7] Getting Started with .. ®
W oata [0 Filter resources by name ‘ + cell v D Runall ndo | v [Ty Publish | Attach to | sparkpooldemo h =
4 Notebooks 5 @ Not started ® &

a Develop
® {7] Getting Started with Delta Lake

. . ' .
M) integrate £ Notebook Hitchhiker's Guide to Delta Lake (Python)
7] Notebook 2
©® wonitor This tutorial has been adapted for more clarity from its original counterpart here. This notebook helps you quickly explore the main
{7] Notebook 3 features of Delta Lake. It provides code snippets that show how to read from and write to Delta Lake tables from interactive, batch, and

= streaming queries.
Manage 7] SynapseLinkDemoNotebook
Here's what we will cover:

® Create a table

® Understanding meta-data

® Read data

o Update table data

® Overwrite table data

 Conditional update without overwrite

® Read older versions of data using Time Travel
® Write a stream of data to a table

o Read a stream of changes from a table

Configuration

Make sure you modify this as appropriate.

Figure 4.34 - The notebook attached to the SampleSpark Spark pool
7. Next, go to the integrate tab and create a new pipeline.

8. Provide a name for this pipeline in the Properties window and add the Notebook
activity to the pipeline canvas, as illustrated in Figure 4.35:
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Figure 4.35 - Adding a Notebook activity to the new pipeline

9. Go to the Settings tab and select the correct notebook from the list of all available
notebooks, as shown in Figure 4.35.

You are now all set to schedule this pipeline, so go ahead and start creating your pipelines.
It's better to start with the sample pipelines provided in the sample gallery of Synapse
Studio, if you have never worked on Azure Data Factory or Synapse pipelines before.

Ssummary

So far, we have learned how to create linked services, datasets, pipelines, and triggers.
We learned how can we use multiple activities together in a pipeline. We got a fair
understanding of variables and parameters in Synapse pipelines. Synapse has provided
the option to use sample pipelines, but it's important to learn how to use these sample
pipelines—therefore in this chapter, we also covered how we can start using these.
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Synapse supports various data stores and various ways to transform your data, but we

could only cover a couple of transformations in this chapter. However, now that you are
comfortable with Synapse pipelines, it will be easy for you to add any activity to the pipeline
as per your business requirements. You can go to http://bit.ly/transform-data-
on-synapse if you want to learn more about any specific activity.

We will talk about a couple of other activities throughout the book that will give you more
clarity on Synapse pipelines.

In the next chapter, we will talk about Azure Synapse Link for Azure Cosmos DB, which
enables you to run near-real-time analytics over operational data in Azure Cosmos DB.


http://bit.ly/transform-data-on-synapse
http://bit.ly/transform-data-on-synapse

5

Using Synapse
Link with Azure
Cosmos DB

Azure Synapse Link is a new feature added to create a link between Azure Cosmos DB
and Azure Synapse. It enables you to run near real-time analytics on data residing in

the analytical store of your Cosmos DB account. The analytical store and transactional
store are kept in sync in a Cosmos DB account. The transactional store in Cosmos DB

is optimized for transactional reads and writes whereas the analytical store is optimized
for analytical queries. Synapse Link creates an integration between Cosmos DB and
Synapse Analytics. In this chapter, we are going to learn how to enable an analytical store
in Cosmos DB and how we can query data directly from this analytical store with Azure
Synapse Spark.

We are going to cover the following topics in this chapter, which will help you learn about
the concept of Synapse Link and how it can fulfill your business needs:

« Enabling the analytical store in Cosmos DB
o Data storage

o Querying the Cosmos DB analytical store
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Technical requirements

Before you start orchestrating your data, there are certain prerequisites that you
should meet:

 You should have your Azure subscription or access to any other subscription with
contributor-level access.

 Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

o Create a SQL pool and Spark pool on Azure Synapse. This has been covered in
Chapter 2, Considerations for your compute environment.

o Create your Azure Cosmos DB account and three containers: Products, RetailSales,
and StoreDemoGraphics. You can go through the following link to create your
Cosmos DB account: https://docs.microsoft.com/azure/cosmos-db/
create-cosmosdb-resources-portal.

o Gotothelinkhttps://github.com/PacktPublishing/Limitless-
Analytics-with-Azure-Synapse to download Chapter 05 -
RetailData.zip, and extract and save all the files.

« Prior knowledge of Python and Spark will be required to follow the examples
provided in this chapter.

Once you have met all the prerequisites, you can start leveraging Synapse Link, however,
you need to enable the analytical store in Cosmos DB to use Synapse Link.

Enabling the analytical store in Cosmos DB

You can enable Synapse Link on Cosmos DB directly from the Azure portal:

1. Login to the Azure portal at https://porta.azure.com

2. Go to your Cosmos DB account and click on Data Explorer.


https://docs.microsoft.com/azure/cosmos-db/create-cosmosdb-resources-portal
https://docs.microsoft.com/azure/cosmos-db/create-cosmosdb-resources-portal
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse
https://porta.azure.com
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3. Click on the Enable link while creating a new container:

Home > Microsoft.Azure.CosmosDB-20201005141448 > synapselinkcosmosdb

- synapselinkcosmosdb | Data Explorer &

Azure Cosmos DB account

P Search (Ctrl+/) « @ New Container ‘ @) Enable Azure Synapse Link (Preview) ‘ 5] Enable Notebooks
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B Activity log We I CO m e

A Access control (IAM)
@ Tags sz g J

Globally distributed, multi-
P Diagnose and solve problems

& Quick start
2 Notifications "
+, Start with Sample
5 Data Explorer Get started with a sample provided by
+  CosmosDB
Settings
«
& Features

@ Replicate data globally

Z= Default consistency

Add Container

o Start at $24/mo per database, multiple containers included
More details

() My partition key is larger than 100 bytes

* Analytical store ©
On off

Azure Synapse Link is required for creating an analytical store
container. Enable Synapse Link for this Cosmos DB account. Learn

Common Tasks Recents

Figure 5.1 - Enabling Azure Synapse Link on a Cosmos DB account

»

4. You can click on the Features tab to verify whether Azure Synapse Link is enabled

or not. You have the option to enable it from there as well if it is not enabled yet:

&= cosmosdbpackt | Features

Azure Cosmos DB account

[p Search (Ctrl+/) ‘ « O Refresh

a

Overview
Feature

m

Activity lo
wiog Azure Synapse Link
Access control (IAM)

Tags

Diagnose and solve problems

E s e X

Quick start
[®  Notifications
@ Data Explorer
Settings

& Features

@ Replicate data globally

== Default consistency

B

Backup & Restore -

Status

On

Figure 5.2 - Verifying the status of Azure Synapse Link under the Features tab of a Cosmos DB account
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Important note

The analytical store can only be enabled for new containers.

5. After you enable the analytical store, it creates a container with the Analytical
Storage Time to Live property associated with the container. The default value
is - 1, which means infinite retention, however, we can change this value to any
number of days and as many days as we want the data to live in the storage account.
This is an analytical store that retains all the historical versions of records. You can
change this value at any point under the Settings tab of your container:

Home > synapselinkcosmosdb
=z synapselinkcosmosdb | Data Explorer &

‘ Azure Cosmos DB account
(2 search (Ctrl+/) | « oo ‘ F B By & | B sme 9 Discard
T Overview =
SQL API O Items Secale & Settin.,. *
B Activity ) Un (no detault) un
iog ¥ & synapselinkdb —/
B Access control (JAM) Seale

Geospatial Configuration

& Diagnose and solve problems ftems

Settings Analytical Storage Time to Live

& Quick start

Matifications ¥ User Defined Functions

r—re
i Data Explorer b Triggers ariition key
[
) Conflicts

Settings Indexing Policy
B Features 1 f

2 "indexingMode": "consistent"”,
#® Replicate data globally 3 "automatic": true,

4 "includedPaths": [

= Default consistency
Figure 5.3 - Setting the value for Analytical Storage Time to Live

Cosmos DB supports two types of storage internally: transactional storage and analytical
storage. The following section will cover this topic in more detail.

Data storage

A Cosmos DB analytical store is fully isolated from transactional workloads. The
operational data in a Cosmos DB container is internally stored in row-based transactional
stores in order to allow fast transactional reads and writes.
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It is not recommended to run complex queries on your transactional workload - it may
cause bad performance for your application running these queries. Ideally, you should add
an analytical data layer on top of Cosmos DB transactional data if you want to perform
complex operations on the data. The major caveat for this architecture is an ETL operation
for data sync between transactional and analytical data stores. This additional step may
lead to increased Total Cost of Operation (TCO) and overhead of maintaining the data
in sync always.

With this new feature of Synapse Link, Cosmos DB gives you the flexibility to enable an
analytical store within your Cosmos DB account without performing an ETL operation.
Both the data layers are kept in sync within the Cosmos DB container and Synapse Link
allows you to access the analytical store directly from Synapse to perform complex queries.

Figure 5.4 shows how Synapse Link integrates a Cosmos DB storage account and Synapse
Analytics together. This is called Hybrid Transactional/Analytical Processing (HTAP)
architecture, and this is used for optimizing your business processes. This also eliminates
ETL processes and lets you run near real-time BI, analytics, and ML pipelines over
operational data.

Operational Transactional Analytical
Data Store Store
Spark

]
g Auto-Sync “ Azure Synapse Analytics
SQL On-Demand

Figure 5.4 - Synapse Link integration with Cosmos DB and Synapse Analytics

Azure Synapse Link

Next, we will try to understand how the transactional store is different from the analytical
store and how the data is kept in sync in both data stores of the Cosmos DB account.

Transactional store

The transactional store is a schema-agnostic, indexed row-based data store in the Cosmos
DB container that holds the operational data. The row store format is designed to allow
fast transactional reads and writes in order-of-milliseconds response times.

When you enable the analytical store to automatically update the schema according to
the operational data, you cannot have more than 200 properties at any nesting level in the
schema, with a maximum nesting depth of 5.

Property names are case insensitive and must be kept unique.
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Analytical store

Column store format is suitable for large-scale analytical queries to be performed in an
optimized manner, resulting in improving the latency of such queries. The analytical
store is actually a column store in the Cosmos DB container that is designed to deal

with complex queries running on a large dataset. The column store in the Cosmos DB
container is fully isolated from the transactional store; you can run large-scale analytics
queries without any impact on your transactional workloads. Any changes to operational
data (insert/update/delete) will be automatically synced to the analytical store.

Important note

The automatic backup and restore option is not supported in the analytical
store of a Cosmos DB account, however, Cosmos DB will continue taking
backups of your data in the transactional store.

So, now it is important to understand how Cosmos DB represents schema for operational
data in tabular format. There are two types of schema representation in the analytical store
of Cosmos DB with certain trade-offs. Let's have a look at both modes.

Well-defined schema representation

When the analytical store is enabled on the Azure Cosmos DB SQL (core) API, a well-
defined schema representation is the default schema representation in the analytical store.
Cosmos DB supports five different types of API: Core(SQL), MongoDB API, Cassandra,
Azure Table, and Gremlin (graph), however, Synapse Link is applicable only for the
Core(SQL) API and Azure Cosmos DB API for MongoDB as of now. You can refer to
thelink https://docs.microsoft.com/learn/modules/choose-api-for-
cosmos-db/ to learn about all these APIs in detail. In this chapter, we are going to use
the Core(SQL) APL It creates simple tabular representations of operational data. However,
there are certain properties that need to be kept in mind, as listed here:

o A property must have the same data type across multiple items. In the case of
different types, the analytical store will consider the data type of the first occurring
item in the lifetime of the container.

« Anarray must contain a single repeated type. If an array contains values of mixed
data types, it cannot represent a well-defined schema.

Sometimes you do not want to drop any items even if these items have different data types
than all other items. Then, the full fidelity schema representation should be used instead
of the well-defined schema representation.


https://docs.microsoft.com/learn/modules/choose-api-for-cosmos-db/
https://docs.microsoft.com/learn/modules/choose-api-for-cosmos-db/
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Full fidelity schema representation

When the analytical store is enabled on the Azure Cosmos DB MongoDB API, the full
fidelity schema representation is the default schema representation in the analytical store.
The main advantage of this schema representation is that no items are dropped from the
analytical store even if a property has different data types across the container or if the
array contains mixed types.

The leaf property names are suffixed with data types to be stored as distinct columns in
the analytical store so that they can be queried without ambiguity.

In the following example, two distinct columns will be created for the same property,
address.object.streetNo.int32 and address.object.streetNo.string:

address: {
streetNo: 1234,
streetName: "23rd St.",

address: {
streetNo: "1342",
streetName: "20th St.",

I

Now that we have learned different storage options provided by a Cosmos DB account, it's
time to learn how to read data from a Cosmos DB analytical store from Azure Synapse.

Querying the Cosmos DB analytical store

With Azure Synapse, you get the option to choose between Spark or SQL as your
compute environment. You can query a Cosmos DB analytical store using Spark and SQL
Serverless, however, this feature is not available with SQL provisioned as of now.

Let's learn how to query data in the analytical store of a Cosmos DB container.

Querying with Azure Synapse Spark

Azure Synapse Spark allows you to analyze data in your Synapse Link enabled Azure
Cosmos DB containers. You can query an analytical store from Spark in two possible ways:

» Loading data to a Spark DataFrame
« Creating a Spark table
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A Spark DataFrame leverages the cached metadata through the lifetime of the Spark
session, so any change in the source data will not be reflected here until you start a new
Spark session. The metadata of the analytical store is reloaded on every query execution
against the Spark table.

You can ingest data to the analytical store of a Cosmos DB container using Azure

Synapse Spark, however, it's important to understand that data gets ingested to the
transactional store of the Cosmos DB container and later the auto-sync operation updates
the analytical store.

Let's try to learn the step-by-step process to query Cosmos DB data with Azure
Synapse Spark.

Loading data to a Spark DataFrame

In order to query your data stored in your Cosmos DB account, first, we need to load
that data to a Spark DataFrame in Azure Synapse. You can use any supported language to
perform this operation, however, in this example, we are going to use the Python language.

The following Python syntax can be used for loading Cosmos DB data to a Spark
DataFrame without impacting the transactional store:

df = spark.read.format ("cosmos.olap")\

.option ("spark.synapse.linkedService", "<enter linked
service name>")\

.option ("spark.cosmos.container", "<enter container
name>") \

.load ()

Important note

To select a preferred list of regions in a multi-region Azure Cosmos DB
account, add .option ("spark.cosmos.preferredRegions",
"<Regionls>, <Region2>").

You can ingest the data from your DataFrame to your Cosmos DB account using the
following Python syntax:

# Write a Spark DataFrame into an Azure Cosmos DB container

# To select a preferred list of regions in a multi-region Azure
Cosmos DB account, add .option ("spark.cosmos.preferredRegions",
"<Regionl>, <Region2>")
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DataFrameName.write.format ("cosmos.oltp") \

.option ("spark.synapse.linkedService", "<enter linked
service name>")\

.option ("spark.cosmos.container", "<enter container
name>") \

.option ("spark.cosmos.write.upsertEnabled", "true")\
.mode ('append') \

.save ()

Let's try to ingest RetailData from our primary storage account of Azure Synapse to

a Cosmos DB container using a Spark DataFrame. Create a demosynapselink-ch05
folder within the root directory of your storage account in Synapse Studio. Upload to this
folder the CSV files that are placed within the folder with the same name as this repository:

& synapsedemo-cho4 [ StoreDemoGraphics.csv 10/9/2020, 8:43:46 PM 139KB

@ We use optional cookies to provide a better experience. Learn more [1 | Accept ‘ Reject ] [ More options | x

» + Validateall () Refresh [ Discard all «
«® Data 4 v « @ demosynapselink-chos  f] SynapselinkDemoNo.. ® (& x & i i
i Workspace Linked L NewsQLscript v [F] New notebook v &) Newdataflow B Newintegration dataset T Upload < Download = More v
B | P Filter resources by name Al TI L demo > d link-ch05 ]

4 Azure Data Lake Storage Gen2 Name ~  LastModified Content Type Size
) 4 [B synapseworkspacedemapackt (Primary | | D) Products.csv 10/9/2020, 8:43:46 PM 2338
B filesystemdemo (Primary) D) RetailSales.csv 10/9/2020, 8:43:48 PM 23M8

4 [B srcAzureDataLakeStorage (gen2synpsed

& demosynapselink-ch05
B demozipfiles-ch04
& demoripfilestaging-ch04

P Integration datasets

Figure 5.5 - Highlighting sample files in the demosynapselink-ch05 blob container
You can go through the following instructions to create linked services for a Cosmos DB
account and query data using Spark SQL in Synapse Studio:
1. Login to the Azure portal at https://portal.azure.comand go to your
Cosmos DB account.

2. Click on Data Explorer and create a new database, SynapseLinkDemoDB.


https://portal.azure.com
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3. Create three analytical store-enabled containers: StoreDemoGraphics. We are
going to use id as our partition key for all three containers:
packtcosmosdbdemo | Data Explorer - X
Azure Cosmos DB account
O Search (Ctri+/) « A N B NewsaLQuery [ OpenQuery . % NewStored Procedure . & 5 ©
< Overview - L AP 0
& Activity log - i
e Welcome to Cosmos DB
cale
@ Tags » [ products

£” Diagnose and solve problems

& Quick start

Globally distributed, multi-model database service for any scale
» [ Retailsales

» [ storeDemoGraphics

*  Notifications

+ Start with Sample New Container
@ Data Explorer I Get started with a sample provided by + Create a new container for storage and
+

Settings

Cosmos DB throughput

& Features

® Replicate data globally

Common Tasks Recents Tips

Figure 5.6 — Creating containers in a Cosmos DB account

Now that we have the required containers in place, it's time to create a linked service
for this Cosmos DB account in the Azure Synapse workspace. Go to your Azure
Synapse workspace and navigate to Synapse Studio.

Click on Linked Services under the Manage tab to create a new linked service.

Click on the +New link and search for Azure Cosmos DB(SQL API) from the list
of all available data stores, select that, and click on Continue.

Provide an appropriate name and description for the linked service.

Select your Azure subscription, Azure Cosmos DB account name, and the database
name that you created in Step 2. Click on Create after providing all the details.

Important note

Even if you have selected the correct Azure subscription and Azure Cosmos
DB account name, you may get a firewall error if you have not whitelisted your
IP on the firewall settings of your Cosmos DB account.
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Figure 5.7 shows the process of creating linked services for a Cosmos DB account:

Edit linked service (Azure Cosmos DB (SQL API))

Connect via integration runtime * @
AutoResolvelntegrationRuntime | f

Connection string Azure Key Vault
Account selection method @

Sy o o
() From Azure subscription (®) Enter manually

Azure Cosmos DB account URI *
| https://packtcosmosdbdemo.documents.azure.com:443/

Azure Cosmos DB access key Azure Key Vault

Azure Cosmos DB access key *

200NN RRNRR

Database name *

dbdemo

Additional connection properties

+ New

Annotations

“+ New

Apply ;§J' Test connection Cancel

Figure 5.7 - Creating a linked service for a Cosmos DB account
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9. Before we proceed further, let's check whether we can locate our CSV files in Azure
Synapse. Go to the Linked tab under the Data section of Synapse Studio and click
on your storage account where you uploaded the CSV files. If you can see your files
here, it means we are good to proceed further now:

& @ iSynapselive v £ Validateall (T] Publish all O m
ﬁ Home Data + v « demosyanpselink-ch... X
i i Workspace Linked E New SQL script Vv E’l New notebook v & New data flow B New integration dataset =+ More

l/o Filter resources by name ‘ € =~ | demosyanpselink-ch05
. bevle 4 Azure Data Lake Storage Gen2 3 Name ~  Last Modified Content Type Size
) Integrate > synapsedemopackt (Primary - gen2... [ Products.csv 5/19/2021, 9:24:18 PM 233B
> AzureDatalakeStorage1 (gen2dem... [ RetailSales.csv 5/19/2021, 9:24:22 PM 23 MB

@ LT 4 SrcAzureDatalakeStorage (ge... *** ‘ [ StoreDemoGraphics.csv 5/19/2021, 9:24:18 PM 13.9KB
E Manage

Figure 5.8 — Sample files in the Data tab of Synapse Studio

10. Go to the Develop section and click on + to create a new notebook and give it an
appropriate name, such as SynapseLinkDemoNotebook. Make sure to click on

Publish after any changes.

11. Paste the following code in your notebook and run the cell:

dfStoreDemoGraphics = (spark
.read

.csv (" /demosynapselink-ch05/
StoreDemoGraphics.csv", header=True, inferSchema='true')

)

12. After the preceding code runs successfully, paste the following and last piece of the
code in your notebook in the same cell and run the cell:

df StoreDemoGraphics.write)\

.format ("cosmos.oltp") \

.option ("spark.synapse.linkedService",
"RetailSalesDemoDB") \

.option ("spark.cosmos.container",
"StoreDemoGraphics") \

.option ("spark.cosmos.write.upsertEnabled",
"true") \

.mode ('append') \

.save ()
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You can ingest data from the other two files as well using the same logic. You can
download the notebook from this link: https://github.com/PacktPublishing/
Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%20
05%20-%20SampleNotebook.zip.

Now that we have learned enough about Spark DataFrames, it is worth learning about
Spark tables as well.

Creating a Spark table

Azure Synapse gives you the feasibility to create Spark tables using the data stored in a
Cosmos DB account. You need your linked service name and Cosmos DB container name
to create a Spark table in Synapse.

You can create a Spark table in Synapse Studio using the following syntax:

$%sql

create table sample table using cosmos.olap options (
spark.synapse.linkedService '<enter linked service name>',
spark.cosmos.container '<enter container names>',
spark.cosmos.autoSchemaMerge '<true/false>'

)

If you want to keep the schema updated with the schema changes of the underlying
Cosmos DB container, set the spark . cosmos . autoSchemaMerge property to true
in the preceding syntax.

After creating the Spark table using the data stored in the Cosmos DB account, next we are
going to learn how to implement business logic on top of this data within Azure Synapse.

Querying with Azure Synapse SQL Serverless

In this section, we'll see how Synapse SQL Serverless allows you to analyze the data in a
Cosmos DB container if Synapse Link is enabled, just as you can analyze the same data in
Synapse Spark. You can query data from an analytical store using familiar T-SQL syntax.

Important note

As of now, we cannot access a Cosmos DB analytical store with a Synapse
provisioned SQL pool.



https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2005%20-%20SampleNotebook.zip
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2005%20-%20SampleNotebook.zip
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2005%20-%20SampleNotebook.zip
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SQL Serverless uses OPENROWSET syntax to analyze the data in the analytical store of a
Cosmos DB container, as you can see in the following code block:

OPENROWSET (
'CosmosDB',
'<Azure Cosmos DB connection strings',
<Container name>

) [ < with clause > ]

Important note

The Cosmos DB container name is specified without quotes in the
OPENROWSET syntax. It's better to keep the name wrapped within the []
(square brackets) in the OPENROWSET syntax to avoid any errors.

In most cases, you are going to deal with nested objects and arrays. With OPENROWSET,
you can still read these values by using SQL. JSON functions:

SELECT

title = JSON_ VALUE (metadata, '$.title!'),

authors = JSON_QUERY (metadata, '$.authors'),

first_author name = JSON_VALUE (metadata, '$.authorslO0].
first')
FROM

OPENROWSET (

'CosmosDB',

'account=MyCosmosDbAccount ;database=covid; region=westus2;
key=C0Sm0sDbKey==",

Cordl9
WITH ( metadata varchar (MAX) ) AS docs;

As an alternative option, you can also specify the paths to nested values in the objects
when using the WITH clause. Also, you can apply the OPENJSON function on the nested
array to flatten the nested structure:

SELECT
*

FROM
OPENROWSET (
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'CosmosDB', 'account=MyCosmosDbAccount ;
database=covid;region=westus?2;key=C0Sm0sDbKey==",
Cordl9
) WITH ( title varchar(1000) 'S.metadata.title',
authors varchar (max) 'S.metadata.authors' ) AS
docs
CROSS APPLY OPENJSON ( authors )
WITH (
first varchar (50),
last wvarchar (50),
affiliation nvarchar (max) as json
) AS a
The following screenshot displays the output of the preceding code block:
title authors first last affiliation
Supplementary Information [{*first":"Julien","last":"Mé Julien Mélade {"laboratory":"Centre de Recher...
An eco-epidemi... lade","suffix":"" "affiliatio
n":{"laboratory":"Centre
de Recher...
Supplementary Information [{*first":"Nicolas","last":"4 Nicolas 4# {"laboratory":"" "institution":"U...
An eco-epidemi... # "suffix"."" "affiliation":{
"laboratory":"" "institutio
n""U...
Supplementary Information [{"first":"Beza","last"."Ra Beza Ramazindrazana {"laboratory":"Centre de Recher...
An eco-epidemi... mazindrazana","suffix":"",

“affiliation":("laboratory":
“Centre de Recher...

Supplementary Information [{"first":"Olivier" "last":"FI Olivier Flores
An eco-epidemi... ores”,"suffix":"","affiliatio

n":{"laboratory";"UMR

C53 CIRAD, ...

Figure 5.9 - Result set of the preceding query displaying the values for title, authors,

first, last, and affiliation

We saw a very simple example of how to query data stored in a Cosmos DB account.
However, you can go through the following link if you want to learn more about

interacting with Cosmos DB in Azure Synapse: https://docs.microsoft.com/

azure/synapse-analytics/synapse-link/how-to-query-analytical-

store-spark?branch=release-build-synapse.


https://docs.microsoft.com/azure/synapse-analytics/synapse-link/how-to-query-analytical-store-spark?branch=release-build-synapse
https://docs.microsoft.com/azure/synapse-analytics/synapse-link/how-to-query-analytical-store-spark?branch=release-build-synapse
https://docs.microsoft.com/azure/synapse-analytics/synapse-link/how-to-query-analytical-store-spark?branch=release-build-synapse
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Summary

In this chapter, we covered Azure Synapse Link, which is a new feature added to Azure
Synapse, and we learned a step-by-step process to query data directly from an Azure
Cosmos DB account. This feature dispenses with the need for ETL processes to bring

data from a Cosmos DB account to Synapse. Now, we know that we can write queries
directly on Cosmos DB data by creating corresponding linked services. We also saw how
the transactional store syncs the data in the analytical store through auto-sync, and we
learned about modes of schema representation in the analytical store. We used the Python
language in this chapter; however, you are free to use any supported language that you are
comfortable with.

There are many possible use cases of Azure Synapse Link. You can find a couple of these
use cases mentioned in Microsoft Docs: https://docs.microsoft.com/azure/
cosmos-db/synapse-link-use-cases.

In the next chapter, we are going to get some good coding experience on Azure Synapse
SQL. We will learn how T-SQL can be used with Azure Synapse and its limitations.


https://docs.microsoft.com/azure/cosmos-db/synapse-link-use-cases
https://docs.microsoft.com/azure/cosmos-db/synapse-link-use-cases

Section 3:

Azure Synapse for
Data Scientists and
Business Analysts

The objective of this section is to introduce you to the various ways of querying or
reading data on Azure Synapse.

This section comprises the following chapters:

e Chapter 6, Working with T-SQL in Azure Synapse

e Chapter 7, Working with R, Python, Scala, .NET, and Spark SQL in Azure Synapse
e Chapter 8, Integrating a Power Bl workspace with Azure Synapse

e Chapter 9, Perform real-time analytics on streaming data

e Chapter 10, Generate powerful insights on Azure Synapse using Azure ML






6
Working with T-SQL
in Azure Synapse

Azure Synapse Structured Query Language (SQL) enables you to query your data using
the Transact-SQL (T-SQL) language, which means you do not need to learn any new
languages if you already have prior experience working with SQL. As we now know, Azure
Synapse SQL supports two types of consumption models, dedicated and serverless, and
you will notice some differences in the supported features of both models. In this chapter,
we are going to cover T-SQL language elements that are supported in Synapse SQL pools.
We will also learn how we can create stored procedures and views in Synapse SQL pools.
As with SQL Server and Azure SQL, we will learn which system views are supported in a
Synapse SQL pool.

This chapter will help you get familiar with the features supported in Azure Synapse SQL.
We will learn how to use T-SQL queries on unstructured data as well.
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We are going to cover the following topics in this chapter, which will help you learn
supported features of T-SQL in Azure Synapse SQL:

« Supporting T-SQL language elements in a Synapse SQL pool
« Creating stored procedures and views in Synapse SQL

» Optimizing transactions in Synapse SQL

« Supporting system views in a Synapse SQL pool

« Using T-SQL queries on semi-structured and unstructured data

Technical requirements

Before you start orchestrating your data, here are certain prerequisites that you
should meet:

+ You should have an Azure subscription, or access to any other subscription with
contributor-level access.

 Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

 Create a SQL pool on Azure Synapse. This has been covered in Chapter 2,
Considerations for your compute environment.

« Download the script from the following link: http://bit.ly/T-SQL-samples.

Once you have met all the prerequisites, you can start transforming your business logic
into code by using T-SQL. In the following section, we will learn about some of the
supported features by using some sample queries.

Supporting T-SQL language elements in a
Synapse SQL pool

The SELECT statement in T-SQL retrieves rows from a database and enables the selection
of columns and rows from one or multiple tables in Azure Synapse SQL. You can use

the SELECT statement with WHERE, GROUP BY, HAVING, and ORDER BY clauses in
dedicated and serverless SQL pools. The syntax for the SELECT statement in Synapse SQL
is similar to that found in Azure SQL Database or SQL Server.


http://bit.ly/T-SQL-samples
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The following code snippet provides an example of using a SELECT statement:

SELECT OrderDateKey, SUM(SalesAmount) AS TotalSales
FROM FactInternetSales

GROUP BY OrderDateKey

HAVING OrderDateKey > 20010000

ORDER BY OrderDateKey;

We can also create Common Table Expressions (CTEs) in Synapse SQL pools. We will
learn about these in Figure 6.1.

CTEs

A CTE is a temporary result set that is used to simplify complex joins and subqueries.
CTEs can also be used to query hierarchical data such as an organization chart. We can
even create CTEs in Azure Synapse SQL pools for similar operations.

The following code block defines a CTE that will create a temporary dataset called CTE
with first name and last name columns derived from a UserData table. The
SELECT query against this temporary dataset will fetch all the records:

WITH CTE(id, first name, last name)
AS
(SELECT
U. [id]
, [first name]
, [last _name]
FROM [dbo] . [UserData] U
)
SELECT * FROM CTE;

Likewise, there are various other T-SQL language elements that are not only supported in
SQL Server or Azure SQL but also in Synapse SQL pools. We will learn about these in the
following sections.
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SELECT - OVER clause

An OVER clause is used with some window functions that we will cover in this section. It

is used to determine the partitioning and ordering of a set of rows before the associated
window function is applied. The associated window function is applied on this set of

rows to compute a value as per the business demand. A few of the most commonly used
calculations are moving averages, cumulative aggregates, and running totals, among others.

Ranking functions

Ranking functions are used to assign a rank to each row in a partition or set of rows and
return an aggregated value for each partitioning row. Ranking functions are also known as
window functions.

We can use RANK, DENSE RANK, ROW NUMBER, and NTILE ranking functions in
Azure Synapse SQL. These are outlined as follows:

o The RANK function returns 1 plus the number of ranks that come before the row in
question, and it provides the same numeric values for ties.

+ ROW_NUMBER is used to get the temporary unique sequential number of a row
within a partition of a result set. It assigns rank one for the first row and increments
the value by 1 for each row; even if a row has similar values, it will still get assigned
a unique number.

o DENSE_ RANK is similar to the RANK function, with a minor difference: it assigns
the same rank for duplicate or similar values.

o The NTILE function is used to divide records into a specified number of groups,
and each group will be assigned a rank as per the specified condition. We need to
specify the number of groups as a parameter value to the NTILE function—for
example, NTILE (2).

Let's run the following example to understand different ranking functions and where we
should use them. In the following code block, we are using PARTITION BY only with the
ROW_NUMBER () function; however, feel free to use it with other functions as well, as per
your business need:

SELECT p.FirstName, p.LastName

, ROW_NUMBER() OVER (PARTITION BY PostalCode ORDER BY
SalesYTD DESC) AS "Row Number"

,RANK () OVER (ORDER BY a.PostalCode) AS Rank
,DENSE RANK() OVER (ORDER BY a.PostalCode) AS "Dense Rank"
,NTILE (4) OVER (ORDER BY a.PostalCode) AS Quartile
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,S.SalesYTD
,a.PostalCode
FROM Sales.SalesPerson AS s
INNER JOIN Person.Person AS p
ON s.BusinessEntityID = p.BusinessEntityID
INNER JOIN Person.Address AS a
ON a.AddressID = p.BusinessEntityID
WHERE TerritoryID IS NOT NULL AND SalesYTD <> 0;
You can see the output of this code block in Figure 6.1:
1 SELECT p.FirstName, p.LastName
2 , ROW_NUMBER() OVER(PARTITION BY PostalCode ORDER BY SalesYTD DESC) AS "Row Number”
3 ,RANK() OVER (ORDER BY a.PostalCode) AS Rank
4 ,DENSE_RANK() OVER (ORDER BY a.PostalCode) AS "Dense Rank”
5 ,NTILE(4) OVER (ORDER BY a.PostalCode) AS Quartile
6 ,5.5alesYTD
7 ,a.PostalcCode
8 FROM Sales.SalesPerson AS s
9 INNER JOIN Person.Person AS p
1@ OM s.BusinesseEntityID = p.BusinessEntityID
11 INNER JOIN Person.Address AS a
Results ~ Messages
FirstName | LastName Row Number | Rank | Dense Rank | Quartile |SalesYyTD PostalCode
1 Linda Mitchell 1 1 1 1 4251368.5497 986027
2 Michael Blythe 2 1 1 1 3763178.1787 98027
3 Jillian Carson 3 1 1 1 3189418.3662 98027
4 Tsvi Reiter 4 1 1 1 2315185.6110 986027
5 Garrett Vargas 5 1 1 2 1453719.4653 986027
6 Pamela Ansman-Wolfe 6 1 1 2 1352577.1325 | 98027
7 Jae Pak 1 7 2 2 4116871.2277 98055
8 Ranjit Varkey Chudukatil 2 7 2 2 3121616.3202 98655

Figure 6.1 — A SQL query and the corresponding output in a Synapse notebook

The preceding code block uses all the ranking functions, which will help you understand
all the different functions. As well as these functions, we can also use aggregate functions

in Azure Synapse SQL pools. We will learn about these aggregate functions in the
next section.
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Aggregate functions

Aggregate functions are used to perform a calculation on a set of values such that it
returns a single aggregated value. Aggregate functions can be used as expressions in the
select list of a SELECT statement or with a HAVING clause.

T-SQL provides various aggregate functions, such as MIN, MAX, SUM, COUNT, AVG, and
many more. We will try to learn a few of them here, as follows:

MIN: Returns the minimum value in an expression. It ignores any NULL values and
can even be used for character data columns, where MIN will return the lowest in
the sort sequence.

MAX: Returns the maximum value in an expression. It ignores any NULL values and
can even be used for character data columns, where MAX will return the highest in
the sort sequence.

SUM: Can be used with numeric columns only. It returns a sum of all the values, or
only the distinct values. It ignores all NULL values.

COUNT: Can be used with numeric columns only. It returns a count of all the values,
or only the distinct values. It ignores all NULL values.

COUNT_BIG: This function operates like the COUNT function; the only difference is
the data type of the value returned. In the case of the COUNT function, this is INT,
whereas for the COUNT BIG function, it is BIGINT.

APPROX COUNT DISTINCT: This function is used to return the approximate
number of unique non-null values in a group.

AVG: AVG can only be used with numeric columns. It is used to calculate the average
value of a given expression in a defined group, ignoring all NULL values.

STDEV: Statistical standard deviation of all values in a given expression within a
defined group can be calculated using the STDEV function.

STDEVP: In STDEVP, P stands for population. This function is similar to STDEV,
but unlike STDEV, STDEVP is used when a group of numbers being evaluated is the
whole population, not only a partial sampling of the whole population.

Most of these functions can even be used with an OVER clause to get the aggregated value
for each group in the returned row set, as illustrated in the following code block:

SELECT DISTINCT Name

, MIN(Rate) OVER (PARTITION BY edh.DepartmentID) AS

MinSalary
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, MAX (Rate) OVER (PARTITION BY edh.DepartmentID) AS

MaxSalary

, AVG (Rate) OVER (PARTITION BY edh.DepartmentID) AS

AvgSalary

, COUNT (edh.BusinessEntityID) OVER (PARTITION BY edh.

DepartmentID) AS EmployeesPerDept

FROM HumanResources.EmployeePayHistory AS eph

JOIN HumanResources.EmployeeDepartmentHistory AS edh

ON eph.BusinessEntityID = edh.BusinessEntityID

JOIN HumanResources.Department AS d
ON d.DepartmentID = edh.DepartmentID

WHERE edh.EndDate IS NULL

ORDER BY Name;

The preceding code block uses all aggregate functions mentioned in this section.
You can go to the following link if you want to learn more about these functions:
https://docs.microsoft.com/sgl/t-sgl/functions/aggregate-
functions-transact-sql.

Now that we have learned about ranking functions and aggregate functions, let's
understand in our next section how analytic functions can be used in Azure Synapse.

Analytic functions

Analytic functions are used in various different ways to perform calculations on the data
stored in a Synapse SQL pool. We can use these functions to get top-N results or to perform
aggregate operations within a group. These functions can return multiple rows for each group.

Azure Synapse SQL supports the following analytic functions:

CUME_DIST: This function can be used when you want to know the relative
position of a specific value within a group of values.

FIRST VALUE: We can use this function to get the first value in an ordered set
of values.

LAG: Using the LAG function, you can access a row at a given physical offset that
comes before the current row.

LAST VALUE: Similar to FIRST VALUE, we can use the LAST VALUE function to
get the last value in an ordered set of values.

LEAD: Using the LEAD function, you can access a row at a given physical offset that
comes after the current row.


https://docs.microsoft.com/sql/t-sql/functions/aggregate-functions-transact-sql
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To learn about many other analytic functions, go to the following link: https://docs.
microsoft.com/sgl/t-sql/functions/analytic-functions-transact-
sgl?view=sgl-server-verl5.

Sometimes, we need to construct a SQL statement dynamically. This is also known as
dynamic SQL, which we will learn about in the next section.

Using dynamic SQL in Synapse SQL
Although in most situations static SQL statements work well, there could be certain

situations when we need to use dynamic SQL statements. Dynamic SQL is a
programming technique applied to frame SQL statements at runtime.

You can use sp_executesqgl to run dynamic SQL scripts, as follows:

DECLARE @sgl fragment NVARCHAR (1000)='SELECT * from dbo.
Employee'
EXECUTE sp_executesqgl @sgl fragment

A SQL pool does not support blob data types that include both VARCHAR (MAX) and
NVARCHAR (MAX) . Because of this limitation, you may have difficulty in building a large
dynamic SQL string; however, you can break the code into chunks and concatenate all the
chunks together with an EXEC statement, as follows:

DECLARE @sgl fragmentl VARCHAR (8000)=" SELECT name '

, @sgl fragment2 VARCHAR (8000)=' FROM sys.system views '
, @sgl fragment3 VARCHAR (8000)=' WHERE name like
''"$table%''!';

EXEC( @sgl fragmentl + @sgl fragment2 + @sqgl fragment3) ;

The preceding code block has three different SQL statements that are assigned to three
different variables: sql fragmentl, sql fragment2, and sql fragment3.

In the end, all the SQL statements are concatenated by using the + sign, and then the
consolidated SQL statement is executed by using an EXEC statement.

Dynamic SQL statements can be used in situations where you need to run similar SQL
statements multiple times with minor changes in the statement.

In the next section, we will learn about GROUP BY options in Synapse SQL. If you are
already familiar with T-SQL language elements in SQL Server, you can skip the next
section, but it's worth spending a few minutes on it to brush up your knowledge.


https://docs.microsoft.com/sql/t-sql/functions/analytic-functions-transact-sql?view=sql-server-ver15
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Learning GROUP BY options in Synapse SQL

A GROUP BY clause is used with a SELECT statement to arrange identical data into groups.

A GROUP BY clause can be used when we need to use aggregate functions such as SUM,
AVG, and so on to fetch the aggregated value of a grouped set of records. GROUP BY can
also be used with CUBE, ROLLUP, and GROUPING SETS.

However, GROUP BY is not supported with CUBE in an Azure Synapse SQL pool. We will
learn about the workarounds further on in this section. For now, we will proceed as follows:

1.

Let's begin with simple usage of a GROUP BY clause. First, we will run a script to
create a sample table to use. You can find this script here: http://bit.1ly/T-
SQL-samples.

Now that we have a sample table created in our SQL pool, we will run the following
script to understand basic usage of GROUP BY:

SELECT
Department,
Category,
SUM (Salary) as Salary
FROM EmployeeSalary
GROUP BY Department, Category

You can see the output of this query in Figure 6.2:

Results Messages

Department | Category | Salary

1 IT A 8000.0000
2 Sales A 7000.0000
3 IT B 8000.0000
4 Sales B 5000.0000
5 IT C 3000.0000
6 Sales C 6000.0000

Figure 6.2 — Result set in a Synapse notebook


http://bit.ly/T-SQL-samples
http://bit.ly/T-SQL-samples
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3. Next, we will use GROUP BY with a HAVING clause to filter the data, as follows:

SELECT
Department,
Category,
SUM (Salary) as Salary
FROM EmployeeSalary
GROUP BY Department, Category
HAVING SUM(salary) = 8000

You should get the total salary categorized by department and category in the result
set, as shown in Figure 6.3:

Results Messages

Department | Category | Salary

1 IT A 5000.0000

2 IT B 8000.0000

Figure 6.3 — The result set of a SQL query in a Synapse notebook

4. If you want to calculate the aggregated value on individual groups and the
cumulative aggregated value together, GROUP BY ROLLUP can be used with a
SELECT statement, as illustrated in the following code snippet:

SELECT
Department,
Category,
SUM (Salary) as Salary
FROM EmpSalary
GROUP BY ROLLUP (Department, Category)

You can see the result in Figure 6.4, which first displays the salary for each
department and category under GroupingID 0, followed by the aggregated salary
for each category, and finally, the total salary:
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Department Category Salary GroupinglD

1 IT A 800000 O
2 Sales A 700000 O
3 IT B 500000 O
4 Sales B 4000.00 0
5 IT C 300000 O
6 Sales C 200000 0
7 NULL A 15000.00 1
8 NULL B 900000 1
9 NULL C 500000 1
10 NULL NULL 25000.00

Figure 6.4 — Result set for the preceding query on SQL Server Management Studio (SSMS)

Important note

As we know, we can use a GROUP BY CUBE clause as well to achieve similar
results in SQL, but Synapse SQL does not support GROUP BY CUBE.

Using T-SQL loops in Synapse SQL

Azure Synapse SQL allows you to use a WHILE loop to execute statements repeatedly,
as long as the specified condition is True. The following code block will help you
understand the WHILE loop in Synapse SQL:

DECLARE @i INT=1
WHILE (@i<5)

BEGIN
SELECT @i
/*Your logic goes here*/
SET @i+=1
END

We can control WHILE loops by inserting a BREAK keyword inside the loop. Let's look at

the following example to understand this better:

WHILE (SELECT AVG (SalesAmount) FROM dbo.FactInternetSales) <
$2000

BEGIN
UPDATE dbo.FactInternetSales
SET SalesAmount = SalesAmount * 2

SELECT MAX (SalesAmount) FROM dbo.FactInternetSales
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IF (SELECT MAX (SalesAmount) FROM dbo.FactInternetSales) >
$5000

BREAK
END

In the preceding code block, we are using a WHILE statement to create a loop and a
BREAK statement to come out of the loop. We can write any business logic within the loop
as per the business demand, but it would be better to avoid looping unless this is required
for better performance.

In this section, we have learned about all the T-SQL language elements that are supported
in Azure Synapse. In the next section, we are going to learn how to use these language
elements to create stored procedures and views in Synapse SQL.

Creating stored procedures and views in
Synapse SQL

You can create stored procedures and views in a Synapse SQL pool using SSMS, Azure
Data Studio, or Synapse Studio. In this section, we are going to learn the syntax for
creating stored procedures and views. We will learn more about the usage and limitations
of stored procedures and views further on in this section.

Stored procedures

A stored procedure is prepared SQL code that can be saved and reused. One important
thing to keep in mind is that stored procedures are not precompiled in a Synapse SQL
pool. When stored procedures are executed, SQL statements are parsed, translated, and
optimized at runtime. As with SQL Server, you can pass parameters to stored procedures
in a SQL pool as well.

The following code block provides a simple example of how to create stored procedures in
a SQL pool:

CREATE PROCEDURE Usp samplestoredprocedure (@MinPriceCondition
MONEY,

@MaxPriceCondition MONEY)
AS
BEGIN
WHILE (SELECT Avg (salesamount)



Creating stored procedures and views in Synapse SQL 159

FROM dbo.factinternetsales) < @MinPriceCondition

BEGIN
UPDATE dbo.factinternetsales
SET salesamount = salesamount * 2

SELECT Max (salesamount)
FROM dbo.factinternetsales

IF (SELECT Max (salesamount)
FROM dbo.factinternetsales) > @
MaxPriceCondition
BREAK
END
END

When you execute the preceding code your stored procedure will be created, and now you
are ready to execute the stored procedure, as follows:

EXEC Usp_samplestoredprocedure
@MinPriceCondition=$2000,
@MaxPriceCondition=$5000

You can consume the result set of a stored procedure with an INSERT statement in a SQL
pool. You can use the following code snippet as reference:

Create Table #temp
(
[Department] varchar (100),
[Category] char (1),
salary Money
)
GO
Create PROCEDURE SP ResultSet
as
SELECT
Department,
Category,
SUM (Salary) as Salary
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FROM EmployeeSalary
GROUP BY Department, Category

HAVING SUM(salary) = 8000

GO

Insert into #temp EXEC SP_ResultSet
GO

Select * from #temp

You can see the records stored in the #temp table in Figure 6.5:

Department | Category | salary

1 IT A 8000.0000

2 IT B 8000.0000

Figure 6.5 - Records available in the #temp table

Stored procedures can be called from other stored procedures, and these are called nested
stored procedures. We can create nested stored procedures for up to 32 levels. As with
SQL Server, you can create a nested stored procedure in a SQL pool as well. We will try to
learn more about nested stored procedures in the following section.

Nested stored procedures

There could be various levels of nested stored procedures. However, a SQL pool supports
a maximum of eight nesting levels, whereas SQL Server supports a maximum of eight
nesting levels.

The following code block provides an example of how a stored procedure consists of a
simple SELECT statement:

CREATE PROCEDURE usp NestingProcDemol
AS
SELECT 'This is NestingProcDemol'

Next, we will create another procedure that we will call a preceding procedure. This can be
considered as nesting level 1:

CREATE PROCEDURE Usp nestingprocdemo2
AS
BEGIN
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SELECT 'Calling from usp NestingProcDemo2'
EXEC Usp nestingprocdemol
END
GO
EXEC Usp nestingprocdemo2

Important note
SQL pools do not currently support @@NESTLEVEL.

Figure 6.6 shows the usage of a nested stored procedure within a main stored procedure.
You can execute the same query on either SSMS or Azure Data Studio:

CREATE PROCEDURE dbo.Usp_nestingprocdemol
AS

SELECT 'This is NestingProcDemol'
go
ALTER PROCEDURE Usp_nestingprocdemo2
AS

BEGIN
SELECT 'Calling from usp_NestingProcDemo2'

EXEC Usp_nestingprocdemol
END

go
'EXEC Usp_nestingprocdemo2

Y% -
esults g Messages

(No column name)
Calling from usp_NestingProcDemo2

(No column name)
: This is NestingProcDemo1

Figure 6.6 — A stored procedures and its result set

Although a SQL pool allows you to create and use stored procedures, it restricts you from
using certain aspects of T-SQL stored procedures, such as the following:

» Temporary stored procedures
o Numbered stored procedures

« Extended stored procedures
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o Common Language Runtime (CLR) stored procedures
» Encryption options

« Replication options

o Table-valued parameters

« Read-only parameters

o Default parameters

» Execution contexts

¢ Return statements

Now that we have learned about creating stored procedures in a SQL pool, it's time to
learn about user-defined views.

Views

Views create a virtual table consisting of a set of named columns and rows of data.
Synapse SQL allows you to CREATE, ALTER, and DROP your views, as illustrated in the
following code snippet:

CREATE VIEW dbo.SampleViewWithEncryption
AS
SELECT
Department,
Category,
SUM (Salary) as Salary
FROM EmpSalary
GROUP BY ROLLUP (Department, Category)

Synapse serverless SQL allows you to create views in the same way you created views earlier
in this section. If you have an external data source, you can use the OPENROWSET function
DATA SOURCE and its relative file path, as illustrated in the following code snippet:

DROP VIEW IF EXISTS populationView;
GO

CREATE VIEW populationView AS
SELECT *
FROM OPENROWSET (
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BULK 'csv/population/population.csv',

DATA SOURCE = 'SglOnDemandDemo',
FORMAT = 'CSV',
FIELDTERMINATOR ="', "',
ROWTERMINATOR = '\n'
)
WITH (
[country code] VARCHAR (5) COLLATE Latinl General BIN2,
[country name] VARCHAR (100) COLLATE Latinl General BIN2,
[year] smallint,
[population] bigint
) AS [r];

The preceding code block will create a view, populationView, by using the
OPENROWSET function to read data from the Population. csv file. Once the view is
created, we can query the data directly without worrying about copying the data to any
relational table.

So, now that we have learned how to create stored procedures and views in Synapse SQL,
let's learn how to handle transactions in Synapse SQL.

Optimizing transactions in Synapse SQL

In simple words, a group of data modification operations is called a transaction. If

all operations are successful, we can call it a successful transaction. In a successful
transaction, all the modifications are committed and become a permanent part of the
database; otherwise, all the data modifications will be erased.

In this section, we are going to learn how to manage transactions in Synapse SQL
pools. In the case of any failure, you will need to roll back all the changes made during
the execution of stored procedures in order to maintain consistency in your data. You
can handle any sort of exceptions in stored procedures using a TRY - CATCH block, as
illustrated in the following code snippet:

SET NOCOUNT ONj;
DECLARE @xact_state smallint = 0;
BEGIN TRAN
BEGIN TRY
DECLARE @i INT;
SET @i=@i+1
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--SET @i='ABC'-- If you uncomment this statement,
you will encounter exception
END TRY

BEGIN CATCH
SET @xact state = XACT STATE() ;
IF @@TRANCOUNT > O
BEGIN
ROLLBACK TRAN;
PRINT 'ROLLBACK';

END

SELECT ERROR NUMBER () AS ErrNumber

0 ERROR_SEVERITY () AS ErrSeverity

0 ERROR_STATE () AS ErrState

, ERROR_PROCEDURE () AS ErrProcedure

o ERROR_MESSAGE () AS ErrMessage
END CATCH;

IF @@TRANCOUNT >0
BEGIN
PRINT 'COMMIT' ;
COMMIT TRAN;
END
SELECT @xact state AS TransactionState;

In the preceding code block, if you uncomment SET @i='ABC' you will encounter

an error message, and the TransactionStatus value will be -2. You can use a
XACT STATE () function to know the status of a transaction; in the case of a successful
transaction its value will be 0, and in the case of any failure, its value will be - 2.

Figure 6.7 displays the use of a TRY - CATCH block in a transaction being executed on
SSMS:
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SET NOCOUNT ON;
DECLARE @xact_state smallint = @;

BEGIN TRAN
BEGIN TRY
DECLARE @i INT;

SET @i=@i+1
BET @i="ABC' -- If you uncomment this statement, you will encounter exception

END TRY
BEGIN CATCH
SET @xact_state = XACT_STATE():
DA] -
esults =z Messages

ErrNumber  ErrSeverity ErState ErProcedure  EnMessage
245 16 1 NULL Conversion failed when converting the varchar va...

___TransaotionState

Figure 6.7 — Code and exception with TransactionState value

A SQL pool implements Atomic, Consistent, Isolated, and Durable (ACID) transactions
with read uncommitted as the default isolation. Run the following command to check
if your SQL pool has a read committed snapshot isolation level:

SELECT name, 1is read committed snapshot on
FROM sys.databases
WHERE name = DB NAME () ;

You can change it to a read committed snapshot isolation by running the following
script when connected to the master database:

ALTER DATABASE SQLPoolDemo
SET READ COMMITTED_ SNAPSHOT ON

Important note

A SQL pool does not support distributed transactions, nested transactions,
named transactions, marked transactions, or save points. You cannot have
Data Definition Language (DDL) such as CREATE TABLE inside a user-
defined transaction.
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It is important to implement transactions efficiently in your code; otherwise, you may lose
all modified data in the case of any issue during transactions. In this section, we learned
how we can use a TRY - CATCH block to handle exceptions during any transaction.

In the next section, we are going to learn what system views are and how these views can
be leveraged to monitor your workload.

Supporting system views in a Synapse SQL pool

System views are built-in views in SQL that are used to monitor the health of a SQL pool
and diagnose problems associated with the performance of a SQL pool.

Synapse SQL supports various system views, and we will be covering a few of these in this
section, as follows:

o sys.pdw _column distribution properties: Holds distribution
information for columns.

e sys.pdw distributions: Holds information about the distributions on the
appliance. It lists one row per appliance distribution.

o sys.pdw_index mappings: Maps the logical indexes to the physical name used
on compute nodes, as reflected by a unique combination of the object id of the
table holding the index and the index id of a particular index within that table.

o sys.pdw_loader backup run details: Contains information about
ongoing and completed backup and restore operations in Azure Synapse Analytics
(SQL Data Warehouse).

e sys.pdw loader backup runs: This is similar to sys.pdw loader
backup_ run_details. However, comparatively, it gives more detailed
information.

e sys.pdw materialized view column distribution properties:
This view displays distribution information for columns in a materialized view.

e sys.pdw materialized view distribution properties: This view
displays distribution information materialized views.

e sys.pdw materialized view mappings: Displays the physical names for
the materialized view and the corresponding object id.

o sys.pdw nodes column store dictionaries: This view contains a row
for each dictionary used in columnstore indexes.
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sys.pdw nodes_column_store row_groups: Provides information about
clustered columnstore indexes on a per-segment basis. It has a column for the total
number of rows physically stored and a column for the number of rows marked

as deleted.

sys.pdw nodes column store segments: This view contains a row for
each column in a columnstore index.

sys.pdw_nodes_columns: This view shows columns for user-defined tables
and views.

sys.pdw_nodes_indexes: This view returns indexes for Azure Synapse Analytics.

sys.pdw nodes partitions: Contains each partition of all the tables and most
types of indexes in an Azure Synapse Analytics (SQL Data Warehouse) database.

sys.pdw nodes pdw _physical databases: Returns information about
each physical database on a compute node.

sys.pdw_nodes_tables: Contains records for each table object on which the
principal has some permission.

sys.pdw_permanent table mappings: This returns a physical name for the
table corresponding to each object id.

sys.pdw _replicated table cache state: This view is used to return the
state of the cache associated with a replicated table.

sys.pdw_table distribution properties: This is one of the most
important views if you are using distributions in your table. It holds distribution
information for tables.

sys.pdw_table mappings: This view associates user tables with internal object
names by object id.

sys.workload management workload classifier details:Returns
information about each classifier and can be joined with sys.workload
management workload classifiers.

sys.workload management workload classifiers: Returns details for
workload classifiers.

sys.workload management workload groups: Returns details for
workload groups.
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There are many other dynamic management views that you should know about if you are
working on Azure Synapse SQL. You can go to the following link to learn about all the
dynamic management views supported by Synapse SQL: https://docs.microsoft.
com/azure/synapse-analytics/sqgl-data-warehouse/sqgl-data-
warehouse-reference-tsqgl-system-views.

So far in this chapter, we have learned how to use T-SQL on structured data, but in the
next section, we are going to learn how we can use T-SQL queries on semi-structured and
unstructured data.

Using T-SQL queries on semi-structured and
unstructured data

Azure Synapse SQL on-demand allows you to query data in your data lake. The
OPENROWSET function is used in SQL on-demand to query an external data source.
We will learn how to use this function for reading different types of files.

Reading Parquet files

Parquet is an open source file format that is designed for efficient, as well as performant,
flat columnar storage of data. Synapse provides a feature to read Parquet files directly,
using the OPENROWSET function.

The easiest way to read a Parquet file's content is to provide the file Uniform Resource
Locator (URL) to the OPENROWSET function and specify the Parquet format, as
illustrated in the following code snippet:

select top 10 *
from openrowset (

bulk 'https://pandemicdatalake.blob.core.windows.net/
public/curated/covid-19/ecdc cases/latest/ecdc cases.parquet',

format = 'parquet') as rows

You can explicitly specify the columns that you want to read from the files, using a WITH
clause. This is illustrated in the following code snippet:

select top 10 *
from openrowset (
bulk 'latest/ecdc cases.parquet',

data source = 'covid',


https://docs.microsoft.com/azure/synapse-analytics/sql-data-warehouse/sql-data-warehouse-reference-tsql-system-views
https://docs.microsoft.com/azure/synapse-analytics/sql-data-warehouse/sql-data-warehouse-reference-tsql-system-views
https://docs.microsoft.com/azure/synapse-analytics/sql-data-warehouse/sql-data-warehouse-reference-tsql-system-views
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format = 'parquet'

) with ( date rep date, cases int, geo_id varchar(6) ) as
rows

Ideally, you do not need to use a WITH clause with OPENROWSET when reading Parquet
files, as column names and data types are automatically read from Parquet files.

We can use the OPENROWSET function to read JavaScript Object Notation (JSON) files
as well, and we are going to learn more about this in the following section.

Reading JSON documents

The OPENROWSET function can be used to read JSON documents as well. The best
possible way to learn how to read JSON documents in Azure Synapse SQL is to go to the
sample SQL script that has been made available to end users via Synapse Studio. We will
go through the following steps to get the sample SQL script that uses the OPENROWSET
function to read JSON files:

1. Login to the Azure portal at https://portal.azure.com.

2. Go to your Synapse workspace and launch Synapse Studio.

3. Go to the Develop tab on Synapse Studio and navigate to Browse samples by
clicking on the + icon, as highlighted in Figure 6.8:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedemopalelilE e Ne=re =

& WL 08 ~ Validateall () Refresh [il] Disca

ﬁ Fome DEVE|Op -|— v« SQL script
i Data ‘/O Filter resources by name S+ SQL script

4 sSQL scripts =l Notebook

Develo : 27 Dataf
E P ° SQL script 1 &) Data flow
P . = Spark job definition

) Integrate e B sqlscript2 + opar)

™ sQL script 3 T3 Browse samples

1

Monitor , | rt
& o B sqlscript 4 mpo

E Manage o SQL script 5

Figure 6.8 — Synapse Studio Develop tab with link to browse samples
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4. Select Query JSON files under the SQL scripts tab and click on Continue, as
illustrated in Figure 6.9:

Microsoft Azure | Synapse Analytics » synapseworkspacedemopallaliiZ e =t

Sample center

P ®zp o

Datasets Notebooks ~ SQLscripts  Pipelines
‘ Y Filter by keyword Category : All
procedure to parameterize values... T-5QL. T-sQL.

Data ingestion | Sample

g

Load the New York Taxicab
dataset

This tutorial uses the COPY
statement to load New York
Taxicab dataset from an Azure blob
storage account.

Data ingestion | Sample

Security | Template

g

Monitor the execution of your
COPY statement

This template shows how you can
monitor a load for the COPY
statement by creating a stored

procedure which can be executed.

Data ingestion | Template

Security | Template

g

Query CSV files

In this sample, you'll learn how to
query a single CSV file using SQL
on-demand in Azure Synapse
Analytics.

Querying | Sample

Security | Template

g

Query JSON files

In this sample, you'll learn how to
write a query using SQL
on-demand. The query's objective
is to read JSON files using
OPENROWSET.

Querying | Sample

Figure 6.9 — Sample scripts in Synapse Studio

5. On the next screen, you can see all the details about the script you selected. Click on
Open script after reviewing the Description tab.

The JSON document in the following sample query includes an array of objects. The
query returns each object as a separate row in the result set:

SELECT TOP 10 *

FROM OPENROWSET (

BULK 'https://pandemicdatalake.blob.core.windows.
net/public/curated/covid-19/ecdc_cases/latest/ecdc cases.
jsonl',

FORMAT =

FIELDTERMINATOR ='0x0b',

FIELDQUOTE = '0x0b'

) with (doc nvarchar (max))

'csv!',

as rows
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Figure 6.10 shows the result from the preceding query:

> Run 0 undo | v [Ty publish % Query plan ‘ Connect to | @ SQL on-demand ~ | Use database O

= O W~ oW WA =

/* Covid-19 ECDC cases opendata set */

/* Read JSON files */
SELECT TOP 18 *
FROM OPENROWSET(
BULK "https://pandemicdatalake.blob.core.windows.net/public/curated/covid-19/ecdc_cases/latest/ecdc_cases.json
FORMAT = 'csv',
FIELDTERMINATOR ="8x8b",
FIELDQUOTE = "©xaéb"
) with (doc nvarchar{max)) as rows

go

Results Messages

View

= Export results

| £ Search

Doc

{"date_rep":"2020-10-25","day":25,"month":10,"year":2020,"cases":81,"deaths":4,"countries_and_territories":"Afghanistan”,"geo_id":"AF","country_territory_code":"AFG","co

{"date_rep":"2020-10-24","day":24,"month":10,"year":2020,"cases" 61,"deaths":2,"countries_and_territories":"Afghanistan”,"gec_id":"AF","country_territory_code":"AFG","co

{"date_rep":"2020-10-23","day":23,"month":10,"year":2020,"cases":116,"deaths":4,"countries_and_territories":"Afghanistan","geo_id":"AF","country_territory_code":"AFG","co

{"date_rep":"2020-10-22","day":22,"month":10,"year":2020,"cases":135,"deaths":2," countries_and_territories":"Afghanistan","geo_i

"country_territory_code":"AFG","co

Figure 6.10 — Query retrieving JSON documents in Synapse SQL on-demand using OPENROWSET
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You can use JSON_QUERY to retrieve objects and arrays, and JSON_VALUE to
retrieve scalar values from a JSON document.

Figure 6.11 shows the usage of JSON_VALUE to retrieve the scalar values' title and
publisher:

SELECT
JSON_VALUE(jsonContent, ‘$.title’) AS title,
JSON_VALUE(jsonContent, ‘$.publisher’) as publisher,
jsonContent
FROM
OPENROWSET (.
BULK 'https://sqlondemandstorage.blob.core .uindows.net/public-json/bocks/*.json’,
FORMAT="CSV" ,
FIELDTERMINATOR ='@x8b",
FIELDQUOTE = 'exeb’,
ROWTERMINATOR = ‘@xeb"

)
WITH (
jsonContent varchar(88ee)
) As [r]
WHERE
JSON_VALUE(jsonContent, '$.title') = 'Probabilistic and Statistical Methods in Cryptology, An Introduction by Selected Topics’

Results Messages

View m Chat ) — Export results

[P search
Title Publisher JsonContent
Probabilistic and Statistical Me...  Springer {id": "neuenschwander04", "type": "Book’, "title": "Probabilistic and Statistical Methods in Cryptology, An Introduction by Selected Topics”, "year":

Figure 6.11 — Query result displaying the usage of JSON_VALUE to retrieve scalar values
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The following script is an example of using JSON_QUERY to retrieve authors,
which is an array, from a book with the title Probabilistic and Statistical Methods in
Cryptology, An Introduction by Selected Topics:

SELECT
JSON_QUERY (jsonContent, 's$.authors') AS authors,
jsonContent
FROM
OPENROWSET (
BULK 'https://sglondemandstorage.blob.core.
windows.net/public-json/books/*.json',
FORMAT='CSV',
FIELDTERMINATOR ='0x0b',
FIELDQUOTE = '0x0b',
ROWTERMINATOR = '0x0b'

)
WITH (
jsonContent varchar (8000)

) AS [r]
WHERE

JSON_VALUE (jsonContent, '$.title') = 'Probabilistic
and Statistical Methods in Cryptology, An Introduction
by Selected Topics'

Figure 6.12 displays the result set produced by running the preceding query. The
code block shown here retrieves the author for a particular book:

SELECT
JSON_QUERY(jsonCeontent, '$.authors') AS authors,
JjsonContent
FROM
OPENROWSET (
BULK 'https://sqlendemandstorage.blob.core.windows.net/public-json/books/*.json’,
FORMAT="CSV"',
FIELDTERMINATOR ='@x@b’,
FIELDQUOTE = '@x@b’,
ROWTERMINATOR = "&xeb’
)
WITH (
JjsonContent varchar(8eee)
) AS [r]
WHERE

JSON_VALUE(jsonContent, '$.title') = 'Probabilistic and Statistical Methods in Cryptology, An Introduction by Selected Topics

Results Messages

= Export results

‘ L search

Authors JsonContent

["Daniel Neuenschwander"]

Figure 6.12 — Query retrieving authors from the JSON document and the corresponding result set

{"_id": "neuenschwander04", "type": "Book", "title": "Probabilistic and Statistical Methods in Cryptology, An Introduction by Selected Topics', "year": "
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In this section, we learned various ways to retrieve different attributes from a JSON file. In
the next section, we are going to learn about external tables in detail.

External tables

An external table points to data located in Hadoop, Azure Storage blob, or Azure Data
Lake Storage. With Synapse SQL, you can use external tables to read and write data to a
SQL pool or SQL on-demand (preview).

Similar to the preceding example, we can use a sample SQL script to learn how to use
external tables to read data from a data lake.

Figure 6.13 displays the sample SQL scripts available in Synapse Studio:

Sample center

Datasets Notebooks 5QL scripts Pipelines

| Y Filter by keyword ‘( Category : All :l

Analyze Azure Open Datasets
using 5QL on-demand

In this sample, you learn how to
perform exploratory data analysis
by combining different Azure Qpen
Datasets using SQL on-demand a...

Querying | Sample

Export data to Parquet files using
CETAS

This template shows how you can
prepare and export data in

Basic queries to a Synapse Pool

Examples to show how to query a
Synapse Pool using ORDER BY,
GROUP BY, and functions. The
examples use the

AdventureWorksPDW2012 databa...

‘Querying | Sample

Export data to a C5V file using
CETAS

This template shows how you can
prepare data for downstream

Figure 6.13 - Sample SQL scripts in Synapse Studio

Column Level Security for SQL
dedicated/provisioned Pools

This sample shows how to

implement Column-Level Security to
allow you to control access to table
columns based on the user's exec...

Security | Sample

Generate your COPY statement
with dynamic SQL

This sample shows how you can
build the COPY statement

Create External Tables

This template outlines how to ready
data from an external location for
consumption, using external tables
and a CTAS staterment.

Querying | Template

Grant access to a user at the
server-level for SQL
dedicated/provisioned Pools

This sample shows how to creat a

We will go through the following steps to get a sample SQL script that uses external tables:

1. Go to the Develop tab in Synapse Studio and navigate to Browse samples by
clicking on the + icon.

2. Search for Create External Tables from the list of all sample SQL scripts, and click

on Continue.
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3. On the next screen, you can see a Description about the script, and you get an
option to select a SQL pool or create a new one. Let's select a SQL pool and a
database, as illustrated in Figure 6.14:

Create External Tables

Description Preview
analytcs/sql/aevelop-tanies-externali-tapbles tans=sql-pool L4

andhttps://docs.microsoft.com/en-us/sql/t-sql/statements/create- . 1 -- Create the database scoped credential. Here, we are authenticating using a genera
external-table-transact-sql?view=azure-sqldw-latest 2. 2 CREATE DATABASE SCOPED CREDENTIAL MyCredential
3 WITH
4 IDENTITY = 'SHARED ACCESS SIGNATURE',
Tags 5 SECRET = '<your_SAS_token>"' ;
6
[ sQL pool Template External Tables ) 7 -- Create the external data. Here we are establishing our source as a ADLS Gen2 stor
8 CREATE EXTERNAL DATA SOURCE MyDataSource
9 WITH (
SQL pool 10 TYPE = HADOOP,
11 LOCATION = 'abfss://<container>@<storage_account>.dfs.core.windows.net",
(O createapool (@) Select an existing pool 12 CREDENTIAL = MyCredential
Select SQL pool * ® E‘ )
[ © salpooldemo O 15 -- Create the file format. Here we are referencing a delimited text file, with comma
Select a database * 16 CREATE EXTERNAL FILE FORMAT MyTextFileFormat
17 WITH
‘ sqlpooldemo Vo118 (
@ Your estimated charge is $12/hour for a SQL pool. This price is an 19 FORMAT_TYPE = DELIMITEDTEXT,

estimate and does not reflect enterprise agreements, credits, or 20 FORMAT_OPTIONS (
discounts. Learn more 4

Open script ‘ Back ‘ Close

Figure 6.14 — Description for Create External Tables sample script
4. Click on Open Script to get scripts to read an external table.

5. The following code block consists of a script to create a scoped credential database:

CREATE DATABASE SCOPED CREDENTIAL MyCredential
WITH
IDENTITY = 'SHARED ACCESS SIGNATURE',
SECRET = '<your SAS token>' ;

6. Next, we can see a script to create an external data source, as follows:

CREATE EXTERNAL DATA SOURCE MyDataSource
WITH (
TYPE = HADOOP,

LOCATION = 'abfss://<container>@<storage accounts.
dfs.core.windows.net',

CREDENTIAL = MyCredential
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7. 'The following code block consists of a script to create an external file format:

CREATE EXTERNAL FILE FORMAT MyTextFileFormat

WITH
(
FORMAT TYPE = DELIMITEDTEXT,
FORMAT OPTIONS (
FIELD TERMINATOR = ', ',
STRING DELIMITER = '"',
USE TYPE DEFAULT

]
|
Q
'_l
0]
D

)

8. Next, we will create an external table, as follows:

CREATE EXTERNAL TABLE [dbo] . [MyExtTable]
[f1] int NOT NULL,
[£2] char NOT NULL,
[£3] int NOT NULL
)
WITH (LOCATION='<my file location>',
DATA SOURCE = MyDataSource,
FILE FORMAT = MyTextFileFormat

N

9. Next, we have a script to create a local table using an external table, as shown in the

following code snippet:

CREATE TABLE MyLocalCopy

WITH (DISTRIBUTION = ROUND ROBIN)
AS SELECT * FROM

[dbo] . [MyExtTable] ;

You can modify the value for different parameters used in the preceding examples as per
your business need. We will be covering a couple of scenarios in the upcoming chapter,

which should make you feel more comfortable using Synapse SQL.
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Summary

This chapter was primarily focused on Synapse SQL. We learned different T-SQL language
elements that are supported in Synapse SQL, as well as their limitations. We learned

how we can use T-SQL statements with structured, semi-structured, or unstructured

data. In this chapter, we also covered how to manage transactions efficiently to avoid any
transaction failures. We also learned that we could create stored procedures and views in
Synapse SQL in a similar way to how we do this in SQL Server. Synapse SQL provides a
few additional features to read data directly from a data lake.

We saw some of the system views supported in Synapse SQL. We also learned how to use
sample scripts to build our logic as per the business need.

The next chapter will be more focused on Synapse Spark, where we will learn how to
write code in different languages in Synapse Spark without worrying about infrastructure
management. We will also learn how to use notebooks in Synapse Studio.
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Working with R,
Python, Scala, .NET,
and Spark SQL in
Azure Synapse

Azure Synapse gives you the freedom to query data on your terms, by using either
serverless on-demand or provisioned resources—at scale. You can query data directly

in the Synapse notebook using PySpark, Spark (Scala), Spark SQL, or .NET for Apache
Spark (C#).
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Azure Synapse Studio notebooks support four languages. You can set the primary
language in a notebook, as shown in Figure 7.1; however, you can use multiple languages
in the same notebook by using the correct language magic command at the beginning of a
cell:

» Validate all [JUENSENIN 2] [ Discard all O =
A » [ ceatingamanaged . {] Notebook1  {5] Notebook2 ® {7 sample Notebook
o ~+ Cell ¥ D Runall do | v (1) Publish | Attachto | SampleSpark () Language | PySpark (Python) (@ ) Preview Features ®H = -

PySpark (Python) @ Choose a name for your Notebook. ~
@ Not started This name can be updated at any
B Spark (Scala) time until it is published.
NET Spark (C#)
.‘) Name
Spark sQL Sample Notebook
©® Description
= 1 [ |
S ee— Type
iipynb notebook
size
[ {} Add code A7 Add text

109 bytes

Notebook settings
Include cell output when saving

Session

Configure session v

Figure 7.1 - Synapse notebook highlighting various supported languages

In this chapter, we are going to pick a couple of examples from the sample gallery
provided within the Synapse workspace, to understand how to use different languages in a
Synapse notebook. This chapter outlines the use of sample data and scripts to understand
how to use a Synapse notebook to perform various operations on the data. If you are new
to Azure Synapse Analytics, this chapter is specifically for you. You are going to learn how
the sample scripts can be used against the sample data within Synapse Studio. You will
also learn how we can read the data from Azure Data Lake Storage Gen2 accounts or how
to save the data back to the data lake in different formats.

In this chapter, we will cover the following topics:

o Using Azure Open Datasets

« Using sample scripts

Technical requirements

Before you start orchestrating your data, here are certain prerequisites that you should meet:

 You should have your Azure subscription, or access to any other subscription, with
contributor-level access.
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« Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

+ Create a Spark pool and a SQL pool on Azure Synapse. This has been covered in
Chapter 2, Considerations for your compute environment.

Using Azure Open Datasets

This chapter helps you learn how you can use Azure Open Datasets to start exploring
various features offered by Azure Synapse Analytics. We will also learn how we can read
the data from these open datasets using Synapse notebooks. Microsoft provides a variety of
datasets on Azure that can be accessed directly from Synapse. Synapse provides an option
to add a dataset from the gallery of Azure Open Datasets. You just need to follow a couple
of steps to bring the data to your Synapse account from the gallery of sample datasets:

1. Login to the Azure portal at https://portal.azure.com.
2. Go to your Synapse workspace on the Azure portal and launch Synapse Studio.

3. Click on the Data tab in Synapse Studio and click on + to browse through the
sample gallery:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedemop iRy (= el ez

< T Publishall + Validate all Discard all

ﬁ Home Data + ¥ «

- Workspace
Data Workspace Lin

3. sQL database
L Filter resources by name ‘

o
E Develop Linked

P Databases

[ Connect to external data
@) Integrate

Ef Integration dataset

@ Monitor T3 Browse gallery

E Manage

Figure 7.2 - Synapse Studio highlighting the link to navigate to the sample gallery
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4. You can see various samples from Azure Open Datasets. We are going to select the
dataset for Bing COVID-19 Data in this chapter:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedemopJReliE e et

Gallery
Datasets  Notebooks SQL scripts Pipelines
‘ Y Filter by keyword ( Tags:All

u u u u
Bing COVID-19 Data Boston Safety Data

COVID Tracking Project Chicago Safety Data

Bing COVID-19 data includes
confirmed, fatal, and recovered
cases from all regions, updated d...

Read data about 311 calls reported
to the city of Boston. This dataset is
stored in Parquet format and is u...

The COVID Tracking Project dataset
provides the latest numbers on
tests, confirmed cases, hospitaliza...

Read data about 311 calls reported
to the city of Chicago. This dataset
is stored in Parquet format and is...

ID: bing-covid-19-data & ID: city_safety_boston ID: covid-tracking & ID: city_safety_chicago

Sample Sample Sample Sample

European Centre for Disease NOAA Integrated Surface Data
Prevention and Control (ECDC) (I1SD)

Figure 7.3 — An overview of Gallery tab displaying Datasets in Synapse Studio

NYC Taxi & Limousine
Commission - For-Hire Vehicle

NYC Taxi & Limousine
Commission - green taxi trip

5. Click on Continue to go through the description and then click on Add dataset.

It will take couple of seconds for it to get added to your linked Azure Blob
storage section:

& @ Synapselive v £ Validate all (T Publish all
ﬁ Home Data + ¥ «
Workspace Linked

Data

| A Filter resources by name ‘

u
._ Develop

4 Azure Blob Storage 1

(M) Integrate F Sample Datasets

@ Monitor

Manage

B3 bing-covid-19-data

P Azure Data bing-covid-19-data 2 1

Figure 7.4 - Highlighting the bing-covid-19-data dataset in Synapse workspace
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»

Click on ... next to bing-covid-19-data and then click on New notebook | Load to
DataFrame, as highlighted in Figure 7.5:

& @ Synapse live £ Validate all |T] Publish all

Home Data + ¥ «
Data Workspace Linked
| A Filter resources by name |
Develop
4 Azure Blob Storage 1
Integrate 4 Sample Datasets
B3 bing-covid-19-data
Monitor
P Azure Data Lake Storage Gen2 =l NewSQLscript >

Manage =] New notebook > Load to DataFrame
f Edit New Spark table
]E Delete

‘?,—E Properties

Figure 7.5 - Creating a new notebook to query the bing-covid-19-data dataset

On the next screen, you need to select your Synapse pool to run the script. So, let's
select your Synapse pool from the drop-down list.

The default selected language is PySpark (Python). However, you can change it to
any language that you are comfortable with. In this example, we will continue with

PySpark (Python).
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9. You can see a Python script that reads data from bing-covid-19-data. Run the

cell to see the output:

7] Notebook1 .

—+ cell ~ [> Runall undo | ~ Ty Publish Attach to | @ sparkpooldemo () Language | PySpark (Python)

@ Azure Notebooks (Preview)

Cell 1
° 1 %xkpyspark
2 blob_account_name = "pandemicdatalake”
3 blob_container_name = "public”

blob_sas_token = r""
# Allow SPARK to read from Blob remotely

TS

spark.conf.set(

blob_sas_token)
12 df = spark.read.parquet(wasbs_path)
12 display(df.limit(1@))

Command executed in 3mins 20s 849ms by pramish on 11-07-2020 10:50:09.859 -05:00

> _Job execution Succeeded Spark 2 executors 16 cores
[Expand IESOUCES pane
:lv

id updated confirmed
338995 2020-01-21 262
338996 2020-01-22 313
338997 2020-01-23 578
338998 2020-01-24 841
338099 2020-01-25 1320
330000 2020-01-26 2014
339001 2020-01-27 2798
339002 2020-01-28 4593
339003 2020-01-29 6065

@ Ready (Stop session)  Configure session

confirmed_change

51
265
263
479
694
784
1795

1472

bleb_relative_path = "curated/covid-19/bing_covid-19_data/latest/bing covid-19_data.parguet”

"fs.azure.sas.%s.%s.blob.core.windows.net’ % (blob_container_name, blob_account_name),

deaths

wasbs_path = ‘wasbs://%s@#%s.blob.core.windows.net/%s" % (blob_container_name, blob_account_name, blob_relative_path)

deaths_ch

Figure 7.6 — The script and the corresponding output in a Synapse notebook

As we observed in this example, we are trying to access bing-covid-19-data from a
blob storage that has been made publicly accessible to anyone. However, you can also read

the data from a private storage account.
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If you want to query your files stored in Azure Blob storage or Azure Data Lake Gen2, you
need to connect to the external data source on Synapse:

1.

Go to the Data tab on Synapse Studio, click on the + icon as highlighted in
Figure 7.7, and then click on the Connect to external data tab:

Microsoft Azure | Synapse Analytics » synapseworkspacedemop el il ire e

»

-  Validate all [JUNEECEINEIN 4 B Til Discard all
Home Data ¥ o« rite data f...

Data Workspace Linked ~ Werkspace

@

f5. sQL database
| £ Filter resources by name °

Develop

Linked
P Databases
I [ Connect to external data
Integrate
FE Integration dataset
Monitor T3 Browse gallery
Manage

Let's first
Figure 7.7 - Highlighting the Connect to external data link under Data tab

Select the data store of your choosing. In this example, let's select Azure Data Lake
Storage Gen2 and then click on Continue.

Provide an appropriate name for the linked service.
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4. Select an Azure subscription and Storage account name option from the
corresponding dropdowns and then click on Create:

New linked service (Azure Data Lake Storage Gen2)

Connect via integration runtime * ®

‘ AutoResolvelntegrationRuntime v ‘ V4

Authentication method

‘ Account key v ‘

Account selection method ®

@ From Azure subscription O Enter manually

Azure subscription ®

‘ Select all v ‘

Storage account name *

‘ dbshardingsa v ‘

Test connection @
@ To linked service O To file path

Annotations

+ New

Name

‘ Back ,od Test connection Cancel

Figure 7.8 - Creating a linked service for Azure Data Lake Storage Gen2

Important note

You can click on the Enter manually radio button to enter account details
manually.
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5. Click on Linked services under the Manage hub in Synapse Studio to view your
newly created linked service:

« ~ Validate all [INERVSECRSN 4 W [il] Discard all

ﬁ Home Analytics pools Linked services
@ o & sl pools Linked services are much like connection strings, which define the connection information needed for Azure Synapse
E-l Apache Spalk pDOlS to external resources.Learn more D
¥
. Develop External connections + New
M) Integrate I & Linked services || ¥ Filter by keyword Annotations : Any

Integration ) :
Showing 1 - 6 of 6 items

° Monitor £ Tiggers
Name ™o Type T Annotations T
& Integration runtimes
=4 Manage
B AzureBlobStoragel Azure Blob Storage
Security
B bing-covid-19-data Azure Blob Storage
ED Access control
B LS_DatalakeGen2 Azure Data Lake Storage Gen2

pp Credentials

@ synapseworkspacedemopackt-Works.. Azure Synapse Analytics (formerly SQL DW)
@ Managed private endpoints
B synapseworkspacedemopackt-Works... Azure Data Lake Storage Gen2

B us-labor-force-statistics Azure Blob Storage
Figure 7.9 - The Linked services tab that highlights the newly created linked service

In the next section, we are going to learn how to use different languages in a Synapse
notebook to perform various operations on the dataset.

Using sample scripts

Similar to sample data, Synapse provides a gallery of sample scripts. If you are new

to Synapse Spark, this could definitely be a great place to start. We are going to pick a
couple of scripts from the gallery to get ourselves acquainted with the different languages
supported by Synapse.

Before we can start reading the data from Azure Data Lake Gen2, we need to get a Shared
Access Signature (SAS) key for our blob storage. These keys will be used in our notebooks
to access the corresponding blob storages. We can do so by performing the following steps:

1. Go to your Azure Blob storage account on the Azure portal.
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2. Click on Shared access signature, check the Container box under Allowed
resource types, and then click on Generate SAS and connection string:

@, gen2demopackt | Shared access signature &

Storage account

s h (Ctrl+, «
‘}3 earch (Crrl+/) | Allowed services ()

~ [Eoeiob B rile B oueve [ Table

Access keys

Allowed resource types (@

I:‘ Service ! Container I:‘ Object

® Geg-replication
&) CORS
= Allowed permissions (@

! Read ! Write n Delete ! List n Add ! Create ! Update u Process

Configuration

B8 Encryption
&

Shared access signature Blob versioning permissions (D

. . ! Enables deletion of versions
“@ Firewalls and virtual networks

¢<l> Private endpoint connections start and expiry date/time ©

start | 11/07/2020 [ 5:38:43 pM

Q Security

End [ 11/08/2020 @[ 13843 am

B static website

‘ (UTC-05:00) Eastern Time (US & Canada)

HH Properties
Allowed IP addresses (@

Lock:
& tocks [ for example, 166.1.5.65 or 158.1.5.65-168.1.5.70

Data Lake Storage Allowed protocols D

B Containers @ HTTPS only O HTTPS and HTTP

Data protection -
® P preferred routing tier @

& Object replication ® Basic (default) Microsoft network routing Internet routing
g Lifecycle Management @ Some routing options are disabled because the endpoints are not published.
File service Signing key ©

& File shares

B soft delete Generate SAS and connection string

Figure 7.10 — Generating an SAS for the Azure Blob storage account

In the sections that follow, we will learn about the different languages supported in a
Synapse notebook to read data from Azure Data Lake Gen2.

PySpark (Python)
We will create a new notebook to start from scratch. In order to create our new notebook,
we need to go through the following steps:

1. Login to the Azure portal (https://portal.azure.com).

2. Navigate to your Synapse workspace and launch Synapse Studio.

3. Go to the Develop hub in Synapse Studio.
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4. Click on + and select Notebook to create your blank notebook, as shown in

Figure 7.11:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedemopackt

- @ Synapse live v 4 Validate all (Tj Publish all

ﬁ Home Develop +lv «
i Data ‘ £ Filter resources by name =+ SQL script
4 Notebooks El Notebook
a e {7] Notebook 1 & Data flow
I®) Integrate 7] Notebook 2 [F Apache Spark job definition

@ Monitor

5J

E Notebook 3 Browse gallery

—
9 SynapseLinkDemoNoteb Import

E Manage

Figure 7.11 - Creating a blank notebook in Synapse Studio
You can choose the default language for the notebook from the drop-down list;
however, you can use the Synapse Spark magic commands to switch to any other
language in any particular cell. For this example, we will select Scala as the default

language for our notebook. Click on the { } Add code link to add a new cell to
the notebook:

Microsoft Azure ‘ Synapse Analytics » synapseworkspacedemopaeli i Vel == n;? = (? & 7 Pl

>

m)

E e

« + Validateall (7| Publishall [il] Discard all

Home » | {7] Notebook 7 X
Cell ¥ [ Runall Undo | VvV Publish | Attachto | @ sparkpooldemo “~ Language | Spark (Scala)
parkp guag P:
Data
Develop
[
p 4
Integrate
Monitor f
| {} Addcode I A7 Addtext |

Figure 7.12 - Highlighting {} Add code button on the created notebook in Synapse Studio
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In the following section, we will learn how we can read data from an Azure Data Lake
Storage Gen2 account using the Python (PySpark) language.

Reading data from Azure Data Lake Storage Gen2 using Python

We will start with the basic task of reading data from Azure Data Lake Storage Gen2.
We will select Python as the default language for this notebook. However, if your default
language is Scala or any other language, use the $$pyspark magic command to start
writing code in Python:

$%pyspark
blob account name = "testblobaccount"
blob container name = "testcontainer"

from pyspark.sqgl import SparkSession
#Creating Spark Session
sc = SparkSession.builder.getOrCreate ()

token library = sc._jvm.com.microsoft.azure.synapse.
tokenlibrary.TokenLibrary

blob sas token = token library.
getConnectionString ("AzureBlobStoragel")
#Reading data from blob and loading it to Spark DataFrame
spark.conf.set (
'fs.azure.sas.%s.%s.blob.core.windows.net' % (blob
container name, blob account name),
blob_sas_ token)

df = spark.read.load('wasbs://testcontainer@testblobaccount.
blob.core.windows.net/austria.csv', format='csv'

## If header exists uncomment line below
, header=True

)
display (df.limit (10))

Next, we will save the DataFrame in Resilient Distributed Dataset (RDD) format. RDD
is a collection of elements partitioned across the nodes of the cluster that can be operated
on in parallel.

You can run the following code snippet to save your data in RDD form in your Spark pool:

austin RDD = df.rdd
type (austin RDD )
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Once your data is saved in the RDD form in Spark, you have the option to save the data
in any format as per your business requirements. In the following code snippet, first we
will define the target path and where we want to store the data in text format. You can also
create variables to define the file path instead of hardcoding the value in the code:

adls path='wasbs://mycontainer@mystorageaccount .blob.core.
windows.net/"'

text path = adls path + 'austintext.txt'

austin RDD.saveAsTextFile (text path)

df .write.csv('wasbs://mycontainer@mystorageaccount.blob.core.
windows.net/austria csv.csv', mode = 'overwrite',6 header =

'true')

You can also save your RDD in different formats. The following code block can be used to
save RDD in Parquet, JSON, or CSV files:

parquet path = adls path + 'austin parquet.parquet'
json path = adls path + 'austin json.json'
csv_path = adls path + 'austin csv.csv'

So now, your data is residing in a file saved on your Data Lake Gen2 storage account.
You can read this data for further explorations or data visualizations. Instead of creating
a DataFrame, you can also choose to create a managed Spark table in Azure Synapse
Analytics, and we are going to learn how to do that in the following section.

Creating a managed Spark table

There are primarily two types of Spark tables — external and managed. In this section,
we will learn how to create a managed Spark table. A Spark SQL table for which Spark
manages both the data and the metadata is known as a Spark managed table.

The following code block will create a Spark table in a Synapse workspace:

spark.sqgl ("CREATE TABLE cities (name STRING, population INT)
USING PARQUET")

The following script can be used to ingest the records in this table:

spark.sqgl ("INSERT INTO cities VALUES (\'Seattle\', 730400),
(\'San Francisco\', 881549), (\'Beijing\', 21540000),
(\'Bangalore\', 10540000)")
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We can validate the records by running the display command, as highlighted in
Figure 7.13:

o display(spark.sql("SELECT * FROM cities ORDER BY name"))
T L
View Chart E
~
name population
Bangalore 10540000
Beijing 21540000
San Francisco 881549
Seattle 730400 v

Figure 7.13 - Running Python script and displaying its result in Synapse Studio

In the following sections, we will use a couple of scripts similar to the Python script to
learn how to use Scala in Synapse Studio.

Spark (Scala)

We will select Scala as the default language for this notebook. Similar to the Python script,
we can use Scala to read data from Azure Data Lake Storage Gen2.

Reading data from Azure Data Lake Storage Gen2 using Scala

Data stored in an Azure Data Lake Storage Gen2 account can also be read using Scala,
similar to a Python application. In this case, too, we require a storage account name, a blob
container name, and a blob relative path, along with an SAS key to access the data. We are
going to use the same SAS key that we generated in the Using sample scripts section.

Modify the corresponding values in the following code block to read data from your
storage account:

// set blob storage account connection for open dataset
val hol blob account name = "mystorageaccount'
val hol blob container name = "myblobcontainer"

val hol blob relative path = ™"
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val hol blob sas token = "?sv=2019-12-
12&ss=bfgt&srt=c&sp=rwdlacupx&se=2020-11-15T07:13:44Z&st=2020-

11-14T23:13:44Z&spr=https&sig=%2FvxxFUcgAGc36SyUy%2BCKZzkVoh
YCuDHT4q8H%2BW36N10o%3D"

val hol wasbs path = f'"wasbs://$hol blob container name@$hol
blob account name.blob.core.windows.net/$hol blob relative
path"

spark.conf.set (f"fs.azure.sas.shol_blob container name.S$hol
blob account name.blob.core.windows.net",hol blob sas_ token)

Now, after setting the blob storage account connection, we will load the sample data into a
Spark DataFrame using the Scala language:

val hol df = spark.read.parquet (hol wasbs path)
hol df.show(5, truncate = false)

Figure 7.14 displays the records saved in the DataFrame:

° // load the sample data as a Spark DataFrame
val hol_df = spark.read.parquet(hol_wasbs_path)
hol_df.show(5, truncate = false)
Fa
b 5 ¢
hol_df: org.apache.spark.sql.DataFrame = [countryOrRegion: string, holidayName: string ... 4
more fields]
mmm e TR L ETEEETE o mm e o
| countryOrRegion|holidayName | normalizeHolidayName
| isPaidTimeOff|countryRegionCode |date |
Fmmmmmm e B T O E T PR ommmm e Fmmmm -
|Argentina |Afic Nuevo [New Year's Day]|Afio Nuevo [New Year's Day]|null | AR
|197e-01-01 @0:00:00|
|Australia |[New Year's Day |New Year's Day |null | AU
|1970-01-01 ee:00:00|
|Austria |Neujahr |Neujahr |null | AT
|1970-01-01 @6:00:008 |
|Belgium |Nieuwjaarsdag |Nieuwjaarsdag |null | BE
|197e-01-01 @0:00:00|
|Brazil |Ano novo |Ano novo |null |BR
|1970-01-01 ee:00:00|
Fmmmm e Fommm e T LR Fomm e Fommm -
only showing top 5 rows
< >

Figure 7.14 - Displaying Scala code and its result set
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You need to provide values for the storage account name, container name, and relative
path in the following code snippet to retrieve the path of your Azure Data Lake Storage
Gen2 account where you would like to save your files:

// set your storage account connection

val account name = "" // replace with your blob name
val container name = "" //replace with your container name
val relative path = "" //replace with your relative folder path

val adls path = f'abfss://sScontainer name@saccount name.dfs.
core.windows.net/srelative path"

You can use the following script to save the DataFrame in different formats:

import org.apache.spark.sql.SaveMode

// set the path for the output file

val parquet path = adls path + "holiday.parquet"
val json path = adls path + "holiday.json"

val csv_path = adls path + "holiday.csv"

hol df.write.mode (SaveMode.Overwrite) .parquet (parquet path)
hol df.write.mode (SaveMode.Overwrite) .json(json path)

hol df.write.mode (SaveMode.Overwrite) .option("header", "true").
csv (csv_path)

In the following section, we will learn how to create a DataFrame or Spark table using the
C# language in Azure Synapse Analytics.

.NET Spark (C#)

Synapse supports C# with Spark. This change makes work for developers who are already
comfortable with the language easier.

Creating Spark DataFrames using the CreateDataFrame API

In this example, we will be creating Spark DataFrames by using the CreateDataFrame
API. It accepts the data in the form of Row objects and returns a DataFrame object.
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The following code block will create a DataFrame with Name and Age attributes:

List<StructField> ()

{

new StructField("Name", new StringType()),
new StructField("Age", new IntegerType ())

O

// Calling CreateDataFrame with the data and schema
DataFrame df = spark.CreateDataFrame (data, schema) ;

// Displaying the returned dataframe
df .Show () ;

Figure 7.15 displays the records stored in the DataFrame:

» + Validate all [JINCREEEN * B il Discard all

ﬁ » El Notebook 6 ﬁ Read and write data f... ﬁ Experimenting with ... ®
i —+ Cell ¥ D Runall ~ |1y Publish Attach to | sparkpooldemo (D Language
@ Ready
B b
) // Calling CreateDataFrame with the data and schema
DataFrame df = spark.CreateDataFrame(data, schema);
@ // Displaying the returned dataframe
19 df.show();|
— ~
Command executed in 3mins 7s 920ms by pramish on 11-17-2020 18:18:26.906 -05:00
h + <«
+em--- +---t
| Name|Age|
- oot
|Alice| 20|
| Bob| 30|
- oot

.NET Spark (C#)

Figure 7.15 - Displaying a code block and the returned values in Synapse Studio
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You can even create functions in a Synapse notebook. The following function can be used
to convert the Time column from StringType to TimestampType:

public DataFrame CastColumn (DataFrame df , string colName,
string t)
{
df = df .WithColumn ("NewCol ", df [colName] .Cast(t));
df = df .Drop(colName) ;
df = df .WithColumnRenamed ("NewCol ", colName) ;

return df ;

}

Now we have learned how we can use PySpark and Scala to read or write data to an Azure
Data Lake Storage Gen2 account. The following section outlines the use of Spark SQL in
the Synapse workspace.

Spark SQL

The Spark SQL syntax is similar to T-SQL; hence, you will not have difficulty in using this
as your primary language. However, keep in mind that Spark SQL does not support all the
features available in T-SQL. Spark SQL has another added advantage that we will learn
about gradually throughout this book.

In this section, we will select Spark SQL as the default language for our notebook.

Creating a managed Spark table using Spark SQL

The following script will create a managed table from Spark. The table is created in the
Synapse warehouse folder in your primary storage account. The table will be synchronized
and available in Synapse SQL pools:

CREATE TABLE cities
(name STRING, population INT)
USING PARQUET

You can go to your primary storage account to validate whether the table is created after
running the preceding Spark SQL code, which can be seen in Figure 7.16:
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Home > All resources > synapsegen2demo >

) filesystemdemo X
Container
O Search (Ctrl+/) « T Upload -+ Add Directory () Refresh ¢ Rename [ii] Delete 2 Change tier & Acquire lease 7 Break lease

I Overview icati ;
| Location: filesystemdemo / synapse / workspaces / synpseworkspacedemo / warehouse / friends I
9;1 Access Control (IAM)

‘ Search blobs by prefix (case-sensitive)

Settings

?  Access policy Name Modified Access tier Blob type Size Lease state
il Properties D A

O Metadata - =] part-00000-87b01459-a9f8-47... 11/21/2020, 8:21:46 ... Hot (Inferred) Block blob 1.09 KiB Available

Figure 7.16 - Primary storage account showing the data available under the highlighted path
After creating the table, let's insert some records in it:
INSERT INTO cities VALUES ('Seattle', 730400),

('San Francisco', 881549), ('Beijing', 21540000),
('Bangalore', 10540000)

When you run any script in Spark SQL, you can see the Spark job running in the output
window. Once the job is complete, the Status field will be updated to Succeeded:

° 1 INSERT INTO cities VALUES ('Seattle', 73@488), ('San Francisco', 881549), ('Beijing', 2154888 -*-

Command executed in 12s 472ms by pkmishra86 on 11-21-2020 08:48:39.147 -05:00

~ Job execution Succeeded  Spark 2 executors 8 cores View in monitoring  Open Spark Ul [
ID Description Status Stages Tasks Submission Time
~  Job 0 sql at NativeMethodAccessorlmpl java:0 o Succeeded 1/1 4/4 succeeded 8:48:29 AM, 11/21/2
Stage 0 sql at NativeMethodAccessorlmpljava:0 @ Succeeded - 4/4 succeeded 8:48:29 AM, 11/21/2)
< >
T

Figure 7.17 - Displaying INSERT script and the job execution status
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Next, you can perform the SELECT operation on this table to validate whether the data
has been inserted correctly:

° 1 SELECT * FROM cities ORDER BY name
T L
vew (IETEED et ) 5
-~
name population
Bangalore 10540000
Beijing 21540000
San Francisco 881549
Seattle 730400

v

Figure 7.18 - Displaying the records on performing the SELECT operation on cities table

Similar to the managed Spark table, you can also create an unmanaged Spark table in
Synapse, which we will be looking at in the next section.

Creating an unmanaged Spark table

An unmanaged Spark table is also known as an external table. You can create external
tables from Spark by using Spark SQL. We need to provide a value for the LOCATION
parameter, which defines the path where the Spark table must be created:

CREATE TABLE cities
(name STRING, population INT)
USING PARQUET
LOCATION '/datalake/cities'
OPTIONS ('compression'='snappy')

Just as we can ingest data in an external table, in the same way, we can ingest the records
in the managed table:

INSERT INTO cities VALUES ('Seattle', 730400),
('San Francisco', 881549), ('Beijing', 21540000),
('Bangalore', 10540000)



Using sample scripts 197

You can also validate whether the file is present in the specified location. Go to the Linked
section of the Data tab in Synapse Studio and click on your primary storage account:

ke + Validate all [T) Publishall i Discard al O =
ﬁ Data + v o« 7] Creating an unmanag... &) filesystemdemo x
i Workspace Linked Ef NewsaL script v T Upload ' Download — New folder Selectall ~  =[ Rename -+ More Vv
[ O Filter resources by name &« = v 'T‘I filesystemdemo » datalake > cities l
. 4 Azure Data Lake Storage Gen2 2 Name ~  last Modified Content Type  Size
) 4 B synpseworkspacedemo (Primary -..  [) _SUCCESS 11/21/2020, 9:00:04 AM
=Y filesystemdemo (Primary) [ part-00000-18b483cd-2426-4b7f-89e4-f22f166bb87d-c000.snappy.parquet 11/21/2020, 9:00:03 AM 643 B
e b B srcAzureDataLakeStorage (gen2sy... [ part-00001-18b483cd-2426-4b7f-89e4-f22f166bb87d-c000.snappy.parquet 11/21/2020, 9:00:03 AM 697 B
b Integration datasets 5 [ part-00002-18b483cd-2426-4b7f-89ed-f22{166bb87d-c000.snappy.parquet 11/21/2020, 9:00:03 AM 643B
[ part-00003-18b483cd-2426-4b7f-89ed-f22f166bb87d-c000.snappy.parquet 11/21/2020, 9:00:03 AM 6618

Figure 7.19 - Displaying files created under the specified path: filesystemdemo/datalake/cities

In Figure 7.20, we can view the data on a Synapse notebook as well:

° 1 SELECT * FROM cities ORDER BY name
Command executed in 2s 441ms by pkmishra86 on 11-21-2020 09:00:12.103 -05:00

> Job execution Succeeded  Spark 2 executors 8 cores View in monitoring  Open Spark Ul [7

T &
3

name population

Bangalore 10540000
Beijing 21540000
San Francisco 881549

Seattle 730400 v

Figure 7.20 — Displaying records present in the cities external table

In this chapter, we looked at just a couple of examples, but it is recommended to go
through all the sample scripts provided in the gallery of Synapse Studio. Make sure that
you delete your Spark pool and SQL pool after practicing all the sample scripts.
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Summary

In this chapter, we learned how to use different languages in a Synapse notebook to
query data. Magic commands allow you to easily switch to any different language within
the same notebook. We covered how to use Azure Open Datasets within a Synapse
workspace. We also learned that a DataFrame or Spark table can be created using all the
supported languages in Azure Synapse Analytics. In this chapter, we learned how to read
data from Azure Data Lake Storage Gen2 accounts, how to create Spark DataFrames, and
how to create Spark tables using PySpark, Scala, or NET languages. We also covered how
we can write data back to an Azure Data Lake Storage Gen2 account. Although we only
covered Azure Data Lake Storage Gen2, we can use a similar approach for accessing data
on blob containers.

So far, we have learned about using a Spark pool and SQL pool, and using different
languages against these pools. However, our next area of focus will be the reporting tool.

In the next chapter, we will learn how to connect Synapse data to Power BI and create
powerful reports.



8

Integrating a Power
Bl workspace with
Azure Synapse

In the previous chapters, we learned about the concepts of SQL pool, Spark pool, and SQL
on-demand. We learned how to query our data in a Synapse notebook by using different
languages. Now, in this chapter, we are going to learn how we can add more value to this
data by integrating our Synapse workspace with Power BI. Azure Synapse gives you the
flexibility to bring Synapse data to your Power BI desktop as well. In this chapter, we will
learn how to use different endpoints to connect to the Power BI desktop. We are also
going to learn how to integrate the Power BI workspace with the Synapse workspace. This
chapter also outlines the steps for modifying Power BI reports directly in Synapse Studio
and publishing it back to the Power BI workspace. The topics covered in this chapter will
give you a fair understanding of integrating Power BI with Azure Synapse.

In this chapter, we will cover the following topics:
« Connecting to a Power BI workspace

+ Creating your own dashboard on Azure Synapse

« Connecting Azure Synapse data to Power BI Desktop
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Technical requirements

Before you start orchestrating your data, there are certain prerequisites that you should
meet, including the following:

 You should have your Azure subscription, or access to any other subscription, with
contributor-level access.

 Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

+ Create a Spark pool and SQL pool on Azure Synapse. This has been covered in
Chapter 2, Considerations for your compute environment.

 You should have access to the Power BI workspace and a basic knowledge of Power
BI Desktop and the Power BI service.

« Download the financial sample file (shared by Microsoft) from the following
location (https://go.microsoft.com/fwlink/?LinkID=521962) and
save it on your local machine.

Connecting to a Power Bl workspace

Azure Synapse gives you the flexibility to connect to your Power BI workspace, which
means you need to have your own Power BI workspace, or you must access the Power BI
workspace to utilize this feature. Once you are connected to the Power BI workspace, you
can view and modify your reports directly from the Synapse workspace. In this section, we
are going to learn about working with Power BI reports within Synapse Studio.

We will perform the following steps to connect our Synapse workspace to the Power BI
workspace:

1. Go to your Synapse workspace and click on the Open Synapse Studio link, as
highlighted in Figure 8.1:


https://go.microsoft.com/fwlink/?LinkID=521962

Connecting to a Power BI workspace 201
Home > Microsoft.Azure SynapseAnalytics-20201121132035 >
&) synapseanalyticsdemo » &
Synapse workspace

£ Search (Ctrl+/) « —+ New dedicated SQL pool — New Apache Spark pool () Refresh 7 Reset SQL admin password [l Delete
@ Overview = No ynap y ish.sql.az. net

Managed Identity object ID Serverless SQL endpoint
& Actvity log 0348cf8f-cd5f-48¢2-8867-ddae093f4018 synap i -amish-ond d.sql.azuresynapse.net
R, Access control (IAM) Workspace web URL Development endpoint

https://web. y net e=%2fsubscripti 2faa841837- https:// i ish.dev. net
@ Tags

Tags (change)
Settings Click here to add tags
s SQL Active Directory admin Getting started
I Properties

Open Synapse Studio :‘ Read documentation
B Locks Start building your fully-integrated Learn how to be productive quickly.
analytics solution and unlock new Explore concepts, tutorials, and

Analytics pools insights. samples.
T SQL pools Open & Learn more &

# Apache Spark pools

Figure 8.1 — Azure Synapse workspace highlighting the link to Open Synapse Studio
2. In Synapse Studio, click on the Visualize tab on the Home page, as shown in Figure

8.2, or go to the Manage tab in Synapse Studio and then go to the Linked Services
section to add a new linked service:

Synapse workspace <

synapseanalyticsdemopramish
[ e |

Learn

Beswa3,

Explore and analyze [%

Start with Azure Open
Datasets and sample code.

Learn how to get insights
from your data.

\ Ingest
% Perform a one-time or

scheduled data load.

£

Visualize P9 L]

’
Build interactive reports Q‘/
with Power Bl capabilities.

Recent resources
Figure 8.2 - Synapse Studio highlighting the Visualize link

3. Provide an appropriate name and description for the Power BI workspace. This
name can be different to the actual Power BI workspace name.
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4. Select Tenant and Workspace name from the drop-down lists and then click on Create:
Connect to Power Bl
© Choose a name for your linked service. This name cannot be updated later.
Connect a Power Bl workspace to create reports and datasets from data in your workspace.

Learn more O

Name *

‘ PowerBIWarkspace1 ‘

Description

| P
Tenant

‘ | v ‘
Workspace name *

. v |
[ edit

Annotations

+ New

P Advanced @

Figure 8.3 — Connecting a Power BI workspace to Azure Synapse

5. Click on the Develop tab to verify whether you can see your Power BI workspace
under the Power BI section. You should be able to see Power BI datasets and
Power BI reports associated with your Power BI workspace:

& v Validateall (T) Publishall [i] Discard all

A rome Develop + v «

Data o Filter resources by name I

4 Power Bl 1

u
. Develop

4 Synapse Analytics Demo

M) Integrate 8 Power Bl datasets

@ Monitor
E Manage

Figure 8.4 - Power BI workspace within Synapse Studio

4 B3 Power BI reports

Now that we have connected our Synapse workspace to the Power BI workspace, it's time
to create some valuable reports to visualize our data.
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Creating your own dashboard on Azure Synapse

Before we can start creating our Power BI reports, we need to create our datasets to visualize
the data through Power BI reports. So, we will divide this section into two subsections. First,
we will learn how to create a new Power BI dataset in Azure Synapse and then we will learn
how to create a Power BI report.

Creating new Power Bl datasets

We need to add a Power BI dataset from a data source and publish it to Power BI to build
reports in Azure Synapse Studio. We can add the dataset directly to the Power BI service or we
can add a dataset to the Power BI Desktop version and then publish it to the Power BI service.

The following section comprises the steps for adding data from a sample Excel file from a
local machine as a new dataset to the Power BI service.

Adding a dataset to the Power Bl service

In order to add a new dataset to the Power BI service, sign in to https://powerbi . com
and click on your workspace:

1. Click on + New, which is on top of the screen and select Dataset from the list of all
available options:

@ Synapse Analytics Demo
Home

i
Y& Favorites > + New Vv ,;@7 Create a pipeline = View v N’ Filters {033 Settings
® Recent > I Report
M visualize your data
—|— Create
) Paginated Report
a] Pyes Build a paginated report
. Dashboard
s shared with me Build a single-page data story
¥ Deployment pipelines 5 Dataset
Create a dataset to use in a report -4
Learn
o Dataflow Add content to this workspace
Prep, clean, and transform data
(|
=/ el ez e ) Save reports, dashboards, datasets, and workbooks to this
) Streaming dataset workspace by making something new or uploading existing
I@ Synapse Analytics ... Build visuals from real-time data
= Upload a file Add content

Open a .pbix, .rdl, .xIsx, or .csv in Po...

Figure 8.5 — Creating a new dataset in the Power BI workspace
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2. 'There are various ways in which to create your dataset, as highlighted in the
following screenshot, but we are going to select Files for our example. Therefore,
click on the Get tab, which is under the Files tab:

{2 Home

¥ Favorites 2 Create new content

® Recent >

+ Create Files Databases Dataflows

B Apps Bring in your reports, Use Power Bl Desktop to Unify disparate data

workbooks, or data from connect to data in Azure types, define ETL logic,
& shared with me Excel, Power Bl Desktop SQL Database and more. and prepare your data for
- or CSV files. modeling.

& Deployment pipelines

M Learn Get Get started

& Workspaces >

@ Synapse Analytics ...

| 7

®% % H + 0 % & |

B

(]

Get data

Samples

Partner Showcase

More ways to create your own content

Figure 8.6 — Creating datasets from files

Build on existing datasets

Published datasets

Click on Local File and select the Financial Sample.x1lsx file from your local

machine. You need to have downloaded the Financial Sample.xlsx fileas
mentioned in the Technical requirements section before performing this step:

oAl

Home

Favorites

Recent

Create

Apps

Shared with me
Deployment pipelines

Learn

Workspaces

Synapse Analytics ...

Get data

Discover content

My organization
Services
[B  Samples

Create new content

Files

[j] Databases & More

Add your content
Find a partner

Submit an idea

Local File

OneDrive - Business

SharePoint - Team Sites

Learn about importing files

Figure 8.7 - Choosing the desired file from your local machine
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4. Selectthe Financial Sample.x1sx file from your local machine.

5. You can decide how you want to use the data in Power BI. You can choose to
import the Excel data to Power BI or you can import the Excel file into Power BI to
view and interact with it, just as you would in Excel Online. Next, let's click on the
Import tab to bring data into Power BI, as shown in Figure 8.8:

Discover content

@ Home B My organization

Y¢  Favorites > Services )
[{ Samples Local File

© Recent >

—+ Create Create new content Choose how to connect to your Excel workbook
=

F Apps =
& Databases & More

& Shared with me ‘.

5/ Deployment pipelines —

B

Learn

@ Workspaces >
Synapse Analytics .. Import Excel data into Power Bl or Upload your Excel file to Power BI

Connect to the data in your workbook so you Bring your Excel file into Power BI to view and
can create Power Bl reports and dashboards interact with it just as you would in Excel
forit. Online. Pin ranges to dashboards.

@ Add your content

@  Find a partner

o e Import /1 Upload A

|7| Get data
Figure 8.8 — Options to import Excel data into Power BI

6. Now, we will go back to Synapse Studio and refresh Power BI datasets to validate
whether we are able to see the dataset that we created in Power BI:

- + Validate all [T Publishall Ti] Discard all O =
ﬁ Home Develop + v o« B Power Bl datasets B Power Bl datasets x
i Data | D Filter resources by name ‘ + New Power Bl dataset O Refresh
4 Power Bl ! Power Bl datasets (Synapse Analytics Demo)
Develop
4 synapse Analytics Demo This is a read-only view of datasets existing in your linked Power Bl workspace. Please go to Power Bl to manage these
datasets. Learn more [
) integrate I 8 Power Bl datasets I
Showing 1 items
4 B2 Power Bl reports 9
‘ Monitor Name
= Financial Sample
[#]s

New Power Bl report

Figure 8.9 — The Power BI dataset in Synapse Studio

You can click on the Power BI icon next to your dataset to create a new Power BI report
for the selected dataset.
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Adding a dataset to your Power Bl desktop

Similar to Power BI online, we can add the dataset to the Power BI desktop. We need to
have Power BI installed on our local machine to begin with. You can download the Power
BI Desktop executable file from the following link: https://www.microsoft .com/
download/details.aspx?i1d=58494:

1. Open your Power BI desktop application on your local machine.

2. Click on the Get data icon at the top of the screen, as highlighted in Figure 8.10:

File Home Insert Modeling View Help
[f 2 e @[ (b o B (& dRAdr B 4 W
Paste 13 Copy Get Excel PowerBl SQL Enter Recent Transform Refresh New Text More New  Quick Publish
F ke dataw datasets Server data sourcesw data~ visual box visualsw | measure measure
Clipboard Queries Insert Calculations share
Common data sources
il & Y Filters % > Visualizations > Fields >
B fxcel
BB [B Power Bi dataset] Import data from a Microsoft Excel workbook | EBMEWKERM | 0sdarn
a3 [ rower i dataflows 0 A g e
Filters on this page M FEOOH
[® saserver Q¥ E =
[§ Analysis Services Add data fields here AERPFE
¥ textcsv e
Filters on all pages it}
[B web BT
[ ovatatecd Add data fields here vz
Add data fields here
[B slank query
Drill through
B2 Power B Template Apps @
Cross-report
More... oft O—
Keep all flters
on—@

‘ Page 1 + Add drill-through fields here

Figure 8.10 - Adding a new dataset to Power BI Desktop

3. Click on Excel and then select the Financial Sample.x1sx file that you
downloaded earlier in the Technical requirements section.

4. Select financials on the next screen and then click on Load:


https://www.microsoft.com/download/details.aspx?id=58494
https://www.microsoft.com/download/details.aspx?id=58494
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Navigator
| £l

Display Options ~ [5

4 [0 Financial Sample.xlsx [2]
M B financials
O 2 Sheett

Figure 8.11 - Loading the data available in the financials sheet

financials P
Segment Country Product Discount Band
Government Canada Carretera None
Government Germany Carretera None A
Midmarket France Carretera None
Midmarket Germany Carretera None
Midmarket Mexico Carretera None
Government Germany Carretera None
Midmarket Germany Montana None
Channel Partners Canada Montana None
Government France Montana None
Channel Partners Germany Montana None
Midmarket Mexico Montana None
Enterprise Canada Montana None
Small Business Mexico Montana None
Government Germany Montana None
Enterprise Canada Montana None
Midmarket United States of America Montana None
Government Canada Paseo None
Midmarket Mexico Paseo None
Channel Partners Canada Paseo None
Government Germany Paseo None
Channel Partners Germany Paseo None
Government Mexico Paseo None N

< mmmmmmm——

>

- |Transfom1 Datal | Cancel |

5. Now that your dataset has been added to Power BI Desktop, it's time to publish your
Power BI file to the Power BI service. Click on the Publish icon, which is on the top

of the screen.
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6. Provide a username to sign in to your account where you have created your Power
BI workspace:

when you're signed in. R Py 0= cocs
load - O  Country
v OE Date
O  DiscountBa...
O X Discounts
O X Gross Sales

File Home Insert Modeling View Help
Naf-$% HR PR AkERd BE W
Bie | GRBREDR| PR B8
Paste : Get Excel PowerBl SQL Enter Recent Transform Refresh New Text More New  Quick Publish
S Format painter | datav datasets Server data sourcesv | datav visual box visualsv | measure measure
Clipboard Data Queries Insert Calculations Share =
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Figure 8.12 - Signing in to Power BI Desktop

7. Select the destination where you want to publish your Power BI report and click on
Select. It may take a couple of seconds based on your data volume. Then, you will be
able to see a Success! notification, as shown in Figure 8.13:

Publishing to Power BI

v/ Success!

Open 'Financial Sample.pbix' in Power BI

Get Quick Insights

* Did you know?

You can create a portrait view of your rep ed for mobile phones.
On the View tab, select Mobile Layout. 1 =

Got it

Figure 8.13 - Success notification indicating that the file has been

successfully published to the Power BI service of Azure synapse
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8. Now that the Power BI report has been published, we can validate it in Synapse
Studio. Click on the Develop tab in Synapse Studio and refresh the Power BI
datasets to view the newly added dataset.

Now that we have our reports published on the Power BI workspace, it's time to start
adding charts to these reports for visualization in Synapse Studio.

Creating Power Bl reports

We can create Power BI reports either on the Power BI service, Power BI Desktop, or
directly on Synapse. If you create a report on Power BI Desktop, you need to publish the
file to your workspace and you will be able to see all the changes automatically in Synapse
Studio. As we have already published our Power BI Desktop file, we will see a new report
appearing under the Power BI Reports section.

Click on Power BI experience under the Develop hub of Synapse Studio and you will get
a blank report, as shown in Figure 8.14:

» « Validateall [T Publishall Ti] Discard all (b
ﬁ Develop + ¥ « B Power Bl datasets B Power Bl datasets Wli Financial sample X
i i P Filter resources by name l File v View v H &+ & Hdv =Ev pv O
4 Power Bl 1 < < Fields S
. 4 Synapse Analytics Demo
« < L Search
) 8 Power Bl datasets - 2
= 2
= = s o
4 B3 Power BI reports o N~ B financials
-
. . ild vi i o Sall
@ ali Financial Sample Build visuals with your data e [0 Sales
Select or drag fields from the Fields pane onto the report canvas. v 0= coGs
E [J  Country
v (JE Date
O Discount B...
[J = Discounts
[J = Gross Sales
(J= Manufactu..
O Month Na...
0= Month Nu...
] Product
X Profit
‘ Page 1 + O ront

Figure 8.14 — A screenshot of the Power BI report appearing in Synapse Studio
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However, if you create any report in Synapse Studio, it will automatically be reflected in
your Power BI workspace. In this section, we are going to learn how to create reports in
Synapse Studio:

1. Click on the Financial Sample report under the Power BI reports section under the
Develop tab of Synapse Studio. You will see a blank report appear on your screen.
Let's start creating new reports here.

2. Click on the Visualizations tab in the Power BI window and then click on the
stacked bar chart.

Next, add Sales to the Values field and Country to the Axis field.

4. After adding the report to Power BI, click on the Save icon in the top-right corner
to save all the changes:
> ' Validateall (1) Publishall [i] Discard all O =
«® Develop + v o« Power Bl datasets Power Bl datasets ah Financial Sample @
o [p Filter resources by name ‘ File v View v A By & v B8v gv O
s o oy - |
4 Power Bl ! < Visualizations > Fields >
CEBMEREBR 5 scan
o I I - cocos
4 B3 Power B reports F T OO ~&
- ah pl BEEEEEE 0z cos
T @ ~ O pate
[JZ Discounts
- o - . Sty = D= GrossSales
B Legend D= Manufactu...
Add data fields here O i
O = Month Nu...
Volues O Product
Sales VX OZ Profit

Page 1 + -
Figure 8.15 - A screenshot of the Power BI report created in Synapse Studio

5. Now, let's go to the Power BI service to validate whether you can see these charts
added to the report published in the Power BI workspace:
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= Microsoft | Power Bl  Synapse Analytics ... Financial Sample | Data updated 11/21/20 v 0

= O File v = Export I® Share > W Chatin Teams L3 Comment - O Oy Ov O *

@ Home

Y Favorites > Sales by Country

@® Recent > ¢

o ]
Canac

£ Shared with me

&

e ; - _
S

Learn

yyyyyyy
& Workspaces > _
@ o _

MMMMM

A Getdata

B

Figure 8.16 — A screenshot of the Sales by Country chart on the Power BI service

Now we know how to bring Power BI data and reports to Azure Synapse, but we still need
to know how to connect Azure Synapse data to Power BI Desktop. When you publish

this Power BI desktop to your Power BI workspace, you will be able to generate Power BI
reports directly in Synapse Studio, and this time the data source will also be Synapse.

So far, we have learned how to create Power BI visualizations in Synapse Studio using the
data from various data sources, but in the following section, we are going to learn how to
bring data from Synapse SQL pools to Power BI Desktop.

Connecting Azure Synapse data to Power Bl
Desktop

Before we proceed further on this topic, it is important to understand what the different
end points in the Synapse workspace are. When you go to your Synapse workspace within
the Azure portal, you can see all the details pertaining to the workspace in the Overview
section of the Synapse workspace.
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In this section, we will learn about all the endpoints related to the Synapse workspace, as
seen in the following screenshot:

® synapseanalyticsdemopackt =

Synapse workspace

«
@ Overview =
Activity log

82 Access control (IAM)

® Tags

2 Diagnose and solve problems
Settings

w4 SQL Active Directory admin
il Properties

B Locks

Analytics pools

T SQL pools

8 Apache Spark pools

Security

Status

Location

Subscription ID

+ New dedicated SQL pool =+ New Apache Spark pool () Refresh ¢ Reset SQL admin password
Resource group (change)  : pramish Firewalls
: Succeeded Primary ADLS Gen2 acco.
: EastUS Primary ADLS Gen? file s
Subscription (change) I SQL admin username
© SQL Active Directory ad..
Managed virtual network  : No Dedicated SQL endpoint
I Serverless SQL endpoint

Managed Identity object .
Workspace web URL

Tags (change)

Getting started

&

Open Synapse Studio

Start building your fully-integrated
analytics solution and unlock new
insights.

Open @

: https://web.azuresynapse.net?workspace=%2fsubscript.

Development endpoint

: Click here to add tags

9| Read documentation
Learn how to be productive quickly.
Explore concepts, tutorials, and
samples.

Learn more &

T Delete

Show firewall settings
https://gen2demo.dfs.corewindows.net
synapsefsdemo

pkmishra

demopacktsql

demopacl

h demopackt.de

Figure 8.17 — A screenshot of the Synapse workspace in the Azure portal highlighting

different endpoints

To ensure that you are able to navigate the workspace without limitations and that
functionality is not limited, ensure that the following URLs are accessible on port 80 and

443, respectively.

Important note

In the event that you try and connect to your SQL pool or SQL on-demand
database in your Synapse workspace after creating it, you could experience a
network error or AJAX error. This prevents you from accessing the database
objects, executing scripts, or viewing objects within the Synapse workspace.
To mitigate these issues, allow access to the services on ports 443 and 1433,
which would grant access to the web endpoint of the database services.

Go through the following bullets to understand the significance of all the endpoints in
Azure Synapse Analytics. These are generic URLs where you just need to replace the *

icon with your Synapse workspace name:

+ https://web.azuresynapse.net: This will redirect you to your Azure

apse.net

Synapse workspace and you need to select Azure Active Directory, Subscription,
and Workspace name to access your workspace:


https://web.azuresynapse.net
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Microsoft Azure

Select workspace

Azure Synapse Analytics is a limitless cloud data warehouse with
unmatched time-to-insight. Learn more [

. Azure Active Directory ®

L ————————————————————————————— e |

- Subscription

Workspace name *

Continue

Figure 8.18 - Providing the details to access your Azure Synapse workspace

o https://*.dev.azuresynapse.net: This is a development endpoint, and
you can ascertain the URL for this endpoint in the Overview section of your
Synapse workspace within the Azure portal, as highlighted in Figure 8.17.

o https://*.database.windows.net: This endpoint can be used to access the
provisioned SQL pool from any application; you just need to provide your Synapse
workspace name in place of *.

o https://*-ondemand.database.windows.net: This endpoint is similar
to the preceding endpoint. However, this endpoint will connect to a serverless
SQL pool in Azure Synapse. Make sure you replace * with your Azure Synapse
workspace name.

o https://*.sqgl.azuresynapse.net: This endpoint can also be used to access
the provisioned SQL pool from any application. This is also known as a dedicated
SQL endpoint and you can find the endpoint available in your Synapse workspace
within the Azure portal, as highlighted in Figure 8.17.

o https://*-ondemand.sql.azuresynapse.net: This endpoint can also
be used to access a serverless SQL pool in Azure Synapse. This is also known as a
serverless SQL endpoint, and you can find the endpoint available in your Synapse
workspace within the Azure portal, as highlighted in Figure 8.17.
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Now that we understand all the endpoints, we will be able to connect to these endpoints
using Power BI. The following section outlines how to use a dedicated SQL endpoint with

Power BI Desktop.

Connecting to a Synapse-dedicated SQL pool

Data stored in the dedicated SQL pools of Synapse Analytics can be used to create
visualizations using Power BI. A dedicated SQL pool in Azure Synapse is nothing other than
an Azure SQL Data warehouse and reports play a critical role in analyzing data stored in
data warehouses. You can follow the same steps that you would do for connecting Power BI

to Azure SQL DW:

1. Open the Power BI Desktop application and select Get data.
2. Select Azure Synapse Analytics (SQL DW) from the list of all data sources available:

&
File Home Insert Modeling View Get Data

0 & lh (& [B b

Paste [D Get  Excel PowerBl SQL
9 datav datasets Server All
Clipboard Data File
il Database
H Power Platform
a8 Azure

Online Services

Other

Certified Connectors
Page 1 +

Prashant Mishra (M|

X
Azure
& Azure SQL database A
() Azure Synapse Analytics (SQL DW)
%= Azure Analysis Services database Salicalions >
@ Azure Database for PostgreSQL
: B E e E 1
Azure Blob Storage
= ° o Ny
B8 Azure Table Storage IF OO0 H
% Azure Cosmos DB 2 @ R
|
— cEHERPE
{ Azure Data Explorer (Kusto) b ~
iR
55 Azure Data Lake Storage Gen2 ?
B2 Azure Data Lake Storage Gen'
lues
%% Azure HDInsight (HDFS)
dd data fields here
¢ Azure HDInsight Spark
i@’ HDInsight Interactive Query rill through
€) Azure Cost Management SSpSpalt
&4 Azure Databricks ffo
v
@— Azure Time Series Insights (Beta) ep all filters
n—@

Connect

dd drill-through fields here

Figure 8.19 - A screenshot of available data sources in Power BI Desktop
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3. Type the dedicated SQL endpoint in the Server field and then type the database
name. Select the Import option and then select OK:

SQL Server database

Server (1)
synapseanalyticsdemo.sql.azuresynapse.ne

Database (optional)
I demodtl

Data Connectivity mode ()
* Import
O DirectQuery

I* Advanced options

S [ ]

Figure 8.20 — Connecting Azure Synapse Analytics (SQL DW) data to Power BI Desktop

4. Select the preferred authentication method. In this example, we will select Database.
Type User name and Password for the authentication and click on Connect:

SQL Server database X
Windows synapseanalyticsdemopramish-ondemand.sql.azure...
Database User name
pkmishra
Microsoft account Password

Select which level to apply these settings to

| synapseanalyticsdemopramish-ondemand.sgl.azuresynapse.net e |

Figure 8.21 - Providing authentication details for connecting a serverless SQL pool to Power BI

5. Select your view, and then click on Load.

In the following section, we will learn that we can perform data visualizations on the data
residing in a serverless SQL pool as well.



216 Integrating a Power BI workspace with Azure Synapse

Connecting to a Synapse serverless SQL pool

Similar to a dedicated SQL pool, we can use a serverless SQL endpoint to connect
serverless SQL pool data to Power BI desktop. Before we proceed further, we will try
to create a view in a serverless SQL pool by using the same example as provided in the
Microsoft documentation.

Follow these steps to create a view on a serverless SQL pool and then bring in the data
from this view to Power BI Desktop to create visualizations:

1. Open any SQL query tool, SQL Server Management Studio (SSMS), or Azure Data
Studio and connect it to a serverless SQL pool using the serverless SQL endpoint.

2. Open a new query window and run the following code against the master database:

-- Drop database if it exists
DROP DATABASE IF EXISTS Demo
GO

-- Create new database

CREATE DATABASE [Demo] ;

GO

3. After creating the database, run the following script against the Demo database in
SSMS to create a view, usPopulationView, on a serverless SQL pool:

-- There is no credential in data source. We are using
public storage account which doesn't need a secret.

CREATE EXTERNAL DATA SOURCE AzureOpenData

WITH ( LOCATION = 'https://azureopendatastorage.blob.
core.windows.net/")

GO

DROP VIEW IF EXISTS usPopulationView;

GO

CREATE VIEW usPopulationView AS
SELECT

*
FROM

OPENROWSET (
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BULK 'censusdatacontainer/release/us population
county/year=20*/* .parquet',

DATA SOURCE = 'AzureOpenData',
FORMAT="'PARQUET'
) AS uspv;

4. Let's validate Records by running a SELECT statement on usPopulationView
in SSMS:

% SQlQuery6sql - i ql net.Demo (pkmishra (113))* - Microsoft SQL Server Management Studio Quick Launch (Ctrl+Q)
Fle Edit View Query Project Tools Window Help

© -0 8- -2 K| Prewauey B

r (pkmishra (76))*

Connect~ ¥ % ¢ |- -Records from usPopulaFion\liew view
SELECT * FROM usPopulationView
8 icsdemo & nn.|
= Databases
[ System Databases
= @ Demo
=4 Tables 100% !
1 System Tables & Resulls @ Messages
External Tables population  race sex  minAge maxAge
& Views 1 2000 | Alsbama  Autauga County 7473 BLACK OR AFRICAN AMERICAN ALONE NULL  NULL  NULL
o # External Resources 2 2000 Alabama  Autauga County 7 SOME OTHER RACE ALONE Female 15 17
o - External Data Sources 3 2000 Alabama  Autauga County 452 WHITE ALONE Male 18 19
4 2000 Alabama  Autauga County 2 ASIAN ALONE Female 20 20
4 AzureOpenData 5 2000 Alabama  Autauga County 9 AMERICAN INDIAN AND ALASKA NATIVE ALONE  Male 35 39
] 6 2000 Alabama  Autauga County 0 ASIAN ALONE Female 60 61
[ External File Formats 7 2000 Alabama  Autauga County 1 ASIAN ALONE Male 10 14
# # Programmability 8 2000 Alabama  Autauga County 10 TWO OR MORE RACES Male 30 34
& Security 9 2000 Alabama  Autauga County 781 WHITE ALONE Female 15 17
Secuiity 10 2000 Alabama  Autauga County 2 TWO OR MORE RACES Female 75 79
11 2000 Alabama  Autauga County 697 NULL Female 22 24
12 2000 Alabama  Autauga County 0 SOME OTHER RACE ALONE Female 65 66
13 2000 Alabama  Autauga County 241 NULL Male 21 21
14 2000 Alabama  Autauga County 689 NULL Male 22 24
15 2000 Alabama  Autauga County 144 WHITE ALONE Male 80 84
16 2000 Alabama  Autauga County 6 SOME OTHER RACE ALONE Female 25 29
17 2000 Alabama  Autauga County 271 BLACK OR AFRICAN AMERICAN ALONE Male 40 44
18 2000 Alabama  Autauga County 22 TWO OR MORE RACES Female NULL 5
19 2000 Alabama  Autauga County 1124 WHITE ALONE Female 50
20 2000 Alabama  Autauga County 473 NULL Female 67 69

Figure 8.22 - Displaying the result set of the usPopulationView view in SSMS

Now that we have created a usPopulationView view in a serverless SQL pool,
we will try bringing data from this view to Power BI Desktop:
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Figure 8.23 — A screenshot of Power BI Desktop connecting to a data source using the Get data tab

6. Select Azure SQL Database from the list of all data sources available.

7. Type the serverless SQL endpoint in the Server field, and then type the database
name. Select the Import option and then select OK.

8. Select the preferred authentication method. In this example, we will select

Database. Type your details into the User name and Password fields for the

authentication and then click on Connect:

Database Yser name
pkmishra

Password

Rl LRl Ll Ll Ll L)

S0L Server database

Select which level to apply these settings to

| synapseanalyticsdemopramish-ondemand.sql azuresynapse.net

Connect

synapseanalyticsdemopramish-ondemand.sql.azure...

Figure 8.24 - Providing authentication details for connecting a serverless SQL pool to Power BI
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Select your view, and then click on Load.

. Wait for the operation to complete, and then a popup will appear stating

There are pending changes in your queries that haven't been applied. Select
Apply changes.

11. Wait for the Apply query changes dialog box to disappear, which may take a
few minutes.

12. Once the load completes, select the Filled map visualization and then select the
countyName, population, and stateName columns in the same order to create the
report, as shown in the following screenshot in Figure 8.25.

13. After making all the required changes, you can publish this report to your workspace:

File Home Insert Modeling View Help Format Data / Drill
g GhRhELR P A4EE B E -
Paste LA COPY Get Excel PowerBl SQL Enter Recent | Transform Refiesh = New Text More New Quick | Publish
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Wopulation by c - i 2 ..
[ —— ISR — aosrco. araes eceons srms swowiras o | e ¥ 27| 7 Filters & > | Visualizations > Fields N
, EBMEMEMB [0 sammn

Filters on this page

Add data fields here

l Page 1 +

Latitude

Add data fields here
Longitude

Add data fields here

Filters on this visual M Tl QO H B financials
B3 » =@ onVi
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s T K O mage
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Figure 8.25 — A screenshot of the Power BI report generated by using the view created in

a SQL serverless pool

Important note

As of now, you cannot connect Synapse Spark data to Power BI.
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Summary

In this chapter, we learned how to integrate Power BI with Azure Synapse. Azure Synapse
has made it really convenient to keep data, analysis, and visualizations together. Now, we
do not need to go to the Power BI tool to generate a report using Synapse data.

Aside from a dedicated SQL pool, Synapse also enables us to create reports by using
serverless SQL pool data as well. Thus, by using Azure Synapse, we can read the data
directly from Azure Data Lake Gen2, create a view on top of that data, and create
visualizations in Power BI, in just a couple of minutes. In this chapter, not only did we
learn about integrating the Power BI workspace with your Synapse workspace, but also
how to create or modify reports directly in Synapse Studio. This chapter also outlined how
to create visualizations for the data stored in Synapse SQL pools.

In the next chapter, we are going to learn how to use Azure Synapse to perform real-time
analytics on streaming data.
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Perform real-time
analytics on
streaming data

Azure Synapse has various built-in features that allow us to perform end-to-end

analysis on our data. One of the best features is the integration of Azure Synapse with
Azure Cosmos DB via Azure Synapse Link. It removes the pain of bringing data from
transactional data stores to analytical data stores using an ETL tool. You can read more
about this in Chapter 5, Using Synapse Link with Azure Cosmos DB. In this chapter, we are
going to use this feature to learn how to perform real-time analytics on streaming data
in Azure Synapse. We are also going to learn how to use Azure Stream Analytics jobs to
copy streaming data from Event Hubs to Azure Data Lake Storage Gen2. There is also a
brief section in this chapter on Azure Databricks. We will create a simple C# application
to generate streaming data that will be ingested in a Cosmos DB transactional store, and
finally, we will access this data in Synapse through the analytical store of Cosmos DB. We
will also learn how to generate Power BI reports using data on Synapse.
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The topics covered in this chapter will help you perform end-to-end real-time data
analysis and are as follows:

Understanding the architecture and components
Bringing data to Azure Synapse

Implementation of real-time analytics on streaming data

Technical requirements

Before you start orchestrating your data, here are the prerequisites that you need to meet:

You should have access to your Azure subscription or any other subscription with
contributor-level access.

Create a Synapse workspace using your subscription. You can follow the
instructions from Chapter 1, Introduction to Azure Synapse, to create your
Synapse workspace.

Create a Spark pool and SQL pool on Azure Synapse. This has been covered in
Chapter 2, Considerations for your compute environment.

You should have already created your Azure Cosmos DB account; make sure
you have enabled your analytical store using your Azure Cosmos DB account. To
learn more about this, you can refer to Chapter 5, Using Synapse Link with Azure
Cosmos DB.

Download Power BI Desktop to your machine and make sure you have access to the
Power BI workspace, where you can publish your Power BI Desktop file.

Understanding various architecture and
components

Azure provides various data services that can be used to perform real-time analytics in
different ways. In this section, we will learn about two different architectures and how

different components are stitched together in both of these architectures to deliver the

end result.

There are various use cases for real-time analytics, including the following:

Anomaly detection: This technique is used to identify unusual behavior or patterns
that raises suspicions because of a significant difference from the rest of the data.
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« Supply chain analytics: This process is used to increase operational effectiveness by
using data and quantitative methods for decision making.

« Real-time personalization: This technique is used to gather information about the
user visiting your website and engage that user by providing tailored content on the
website based on their company, location, digital behavior, and so on.

The architecture shown in Figure 9.1 can be used for any of the use cases mentioned in the
preceding list. This architecture consists of a data ingestion layer, a data storage layer, and
a visualization layer:
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Streaming Data Azure Synapse Azure ML

Integration 0 Spark
Prep and Train

Prediction Pipeline

Figure 9.1 - Architecture for real-time analytics on Azure using Azure Synapse Link

You can use an online application, Azure Data Factory or Azure Stream Analytics, to
stream the data to the Azure Cosmos DB transactional store. If you have enabled the
analytical store on your Azure Cosmos DB account, then your analytical store will
automatically be kept in sync with your transactional store in Azure Cosmos DB. The

next step is to connect Azure Synapse with the analytical store of your Azure Cosmos

DB container. You can refer to the following link (https://docs.microsoft.com/
azure/cosmos-db/synapse-link-use-cases#supply-chain-analytics-
forecasting--reporting) to learn more about this architecture. However, we will
try to implement this architecture end to end in the upcoming Implementation of real-time
analytics on streaming data section.


https://docs.microsoft.com/azure/cosmos-db/synapse-link-use-cases#supply-chain-analytics-forecasting--reporting
https://docs.microsoft.com/azure/cosmos-db/synapse-link-use-cases#supply-chain-analytics-forecasting--reporting
https://docs.microsoft.com/azure/cosmos-db/synapse-link-use-cases#supply-chain-analytics-forecasting--reporting
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We can use a different approach for real-time analytics by using Synapse. Instead of
feeding data to the Azure Cosmos DB account, we can ingest the data to Azure Data Lake
Storage Gen2. We can also use Azure Databricks to access the data stored on Azure Data
Lake Storage Gen2 and implement business logic on that data before sending it to Azure
Synapse. The architecture in the following screenshot displays the overall journey of the
data, from one end to the other. You can learn more about this architecture by using

the following link: https: //docs.microsoft.com/azure/architecture/
solution-ideas/articles/real-time-analytics:
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Events (unstructured)
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Figure 9.2 — Architecture for real-time analytics using Azure Databricks, Cosmos DB, and Synapse

Both the architectures shown in Figure 9.1 and Figure 9.2 are just examples; you can use
Azure services the way your business demands.

In the next section, we will find different ways to bring data to Azure Synapse, and later,
we will see an end-to-end implementation of the first architecture that we saw in Figure
9.1 in this section.


https://docs.microsoft.com/azure/architecture/solution-ideas/articles/real-time-analytics
https://docs.microsoft.com/azure/architecture/solution-ideas/articles/real-time-analytics

Bringing data to Azure Synapse 225

Bringing data to Azure Synapse

In the Understanding the architecture and components section, we saw how architectures
use different Azure services to perform real-time analytics on Azure. In this section, our
main focus is to bring data from all data sources to Azure Synapse. We are going to learn
about bringing data to Azure Synapse by using Azure Stream Analytics jobs, and later we
will see how we can use Azure Databricks to copy data to Azure Synapse.

Using Azure Stream Analytics

Azure Stream Analytics is a real-time analytics engine that is designed to process a large
volume of streaming data from various sources to various targets. Within Azure Stream
Analytics, you can create an Azure Stream Analytics job that consists of an input, a query,
and an output. You can use the Stream Analytics job to ingest data directly from the
source to the target as is, or you can perform certain aggregation operations on the input
data before sending it to the target.

These are the following instructions to ingest data to Azure Synapse Analytics (formerly
SQL DW) using Azure Stream Analytics:

1. Go to the Azure portal at https://portal.azure.com, and click on the
Create a resource link.

2. Search for Stream Analytics job in the search bar and select it from the drop-down
list of the search bar.

3. You can go through the overview of the Stream Analytics job on the next screen
before clicking on the Create button.

4. Provide an appropriate Job name value for your Stream Analytics job, and select
your Subscription, Resource Group, and Location values.

5. In this example, we are going to use Cloud for Hosting Environment, but feel free
to use Edge as per your business needs.


https://portal.azure.com
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6. Enter the appropriate value for Streaming units as per your requirements and click

on Create:

New Stream Analytics job

o This will create a new Stream Analytics job. You will be charged according to Azure Stream Analytics billing model. Learn more. —

Job name *

l streamanalyticsdemo g ]

Subscription *

| Visual Studio Ultimate with MSDN v |

Resource group *

‘ synapsepackt v ‘
Create new
Location *
| West US 2 v |

Hosting environment
Edge

Streaming units (1 to 192) ©

[3]

7.

O
[(E== ]

Create

Figure 9.3 - Creating the Stream Analytics job in the Azure portal

It will take a couple of seconds to create the Stream Analytics job, after which we are
going to add details to this job. Go to your Stream Analytics job, click on the Inputs
tab, and click on + Add stream input.

You can select Event Hub, IoT Hub, or Blob storage/ADLS Gen2 from the drop-
down list; for this example, let's select Event Hub:
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10.

11.

Home > StreamAnalyticsJob > streamanalyticsdemo

5 streamanalyticsdemo | Inputs &

Stream Analytics job

lp Search (Ctrl+/) ] &« -+ Add stream input -+ Add reference input v
&2 Diagnose and solve problems - Event Hub
Source type
Settings loT Hub
3= Properties Blob storage/ADLS Gen2
B Locks
Job topology
2 Inputs
[ Functions

Figure 9.4 - Providing input for the Stream Analytics job
Next, provide connection details for Event Hub and click on OK.

Now, let's create an output for this job. Click on the Outputs tab on your Stream
Analytics job and click on +Add.

Select Azure Synapse Analytics (formerly SQL DW) from the drop-down list.
However, you can send data directly to ADLS Gen2 as well:

Home > StreamAnalyticslob > streamanalyticsdemo

I, streamanalyticsdemo | Outputs &

Stream Analytics job

I 0 Search (Ctrl+/) l « —+ Add
¢&? Diagnose and solve problems - Event Hub
Sink

Settings SQL Database
3= Properties Blob storage/ADLS Gen2
B Locks Table storage

Service Bus topi
Job topology ervice Bus topic
— Service Bus queue
2 Inputs

Cosmos DB
Functions

Power BI
<> Query
— Data Lake Storage Gen1
= Outputs

Azure Function
Configure

Azure Synapse Analytics (formerly SQL DW)
B Environment

‘ Azure Synapse Analytics (formerly SQL DW)

Figure 9.5 - Providing output for the Stream Analytics job
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12. Next, provide an appropriate Output alias value.

13. Provide details for Subscription, Database, Table, Username, and Password.

14. After verifying all the details, click on Save.

15. Now we are all set to run our business logic in the Query tab. Click on the Query
tab of your Stream Analytics job, and you will see the following script already
created for you:

SELECT

*

INTO

[YourOutputAlias]

FROM

[YourInputAlias]

16. You can change the name of YourOutputAlias and YourInputAlias as per

your business needs:

Home » streamanalyticsdemo

<> streamanalyticsdemo | Query &

Stream Analytics job

‘P Search (Ctrl+/)

‘ « [ Querylanguage docs ~+ ' Openin Visual Studic v (©) UserVoice

<F Overview

Activity log

R Access control (IAM)
L 4 Tags

/? Diagnose and solve problems
Settings

= Properties

E| Locks

Job topology

2 Inputs

Functions

<> Query

= Outputs

Configure

B Environment

+ v & Inputs (1) [> Test query Save query X Discard changes
<> £ yourinputalias 1 SELECT
2 *
v = Qutputs (1) 3 o i
a4 [YourQutputAlias]
</> = youroutputalias 5 FROM
6 | [YourInputAlias]

Input preview  Test results

This input has not been created. Upload a sample file to preview data and test the query.

View Table Raw T Upload sample input

Figure 9.6 — Writing a query to create a Stream Analytics job
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Now that your data has come to Azure Synapse, you can perform various operations, such
as transformations, analytics operations, and more, on this data, which is now residing
within Azure Synapse.

This is one of the best possible ways to ingest streaming data to Azure Synapse; however,
there are a couple of other ways as well that might be better suited for your business needs,
and we are going to talk about those options in the following subsection.

Using Azure Databricks

Azure Databricks is a data analytics platform optimized for the Microsoft cloud platform.
You can create an Azure Databricks notebook to set up a connection with Event Hubs and
read data directly from there. You can perform various operations on the data coming
from Event Hubs, such as calculating aggregations, plotting charts, running Cognitive
Services, and so on. You can also ingest the transformed data to Azure Synapse to be
consumed further by Azure Analysis Services and Power BI.

In the previous section, we learned how to use an Azure Stream Analytics job to bring
data to Azure Synapse Analytics, and now, in this section, we will learn how can we use
Azure Databricks to access data from Event Hubs and write it to Azure Synapse using
Structured Streaming in Scala and Python notebooks.

We need the following in order to access Event Hubs from Azure Databricks:
o An Azure Event Hubs namespace
« An event hub within the namespace
+ A connection string to access the Event Hubs namespace

A shared access policy name and a policy key for Event Hubs

After capturing all the preceding information, we will fill in the corresponding values in
the following Scala code snippet:

import org.apache.spark.eventhubs.

import com.microsoft.azure.eventhubs.

// Build connection string with the above information

val namespaceName = ''<EVENT HUBS NAMESPACE>''
val eventHubName = ''<EVENT HUB NAME>''
val sasKeyName = ''<POLICY NAME>''

val sasKey = ''<POLICY KEY>''
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val connStr = new com.microsoft.azure.eventhubs.
ConnectionStringBuilder ()

. setNamespaceName (namespaceName)
. setEventHubName (eventHubName)
.setSasKeyName (sasKeyName)
.setSasKey (sasKey)

val customEventhubParameters = \
EventHubsConf (connStr.toString () ) .setMaxEventsPerTrigger (5)

val incomingStream = spark.readStream.
format (' 'eventhubs'') .options (customEventhubParameters.toMap) .
load ()

incomingStream.printSchema

// Sending the incoming stream into the console.

// Data comes in batches! incomingStream.writeStream.
outputMode (' 'append'') .format (' 'console'') .option(''truncate''’,
false) .start () .awaitTermination ()

You can learn more about this by going through the following link (https://docs.
microsoft.com/azure/databricks/scenarios/databricks-stream-
from-eventhubs), where Twitter data has been used as a use case for streaming data
into Azure Databricks using Event Hubs.

You can write data to Azure Synapse from Azure Databricks by using Structured Streaming
in Scala and Python notebooks. PolyBase or COPY are used by the Azure Synapse
connector to transfer high volumes of data between a Databricks cluster and an Azure
Synapse instance. Let's go through the following steps to ingest the data from Databricks to
Azure Synapse. You can modify the Python code snippet as per your environment:

1. Set up the blob storage account access key in the notebook session config:

spark.conf.set (

''fs.azure.account.key.<your-storage-account-name>.
blob.core.windows.net'',

''<your-storage-account-access-key>'")


https://docs.microsoft.com/azure/databricks/scenarios/databricks-stream-from-eventhubs
https://docs.microsoft.com/azure/databricks/scenarios/databricks-stream-from-eventhubs
https://docs.microsoft.com/azure/databricks/scenarios/databricks-stream-from-eventhubs

Implementation of real-time analytics on streaming data 231

2. Prepare the streaming source; this could be Kafka or a simple rate stream:

df = spark.readStream \
.format (' 'rate'') \

.option (''rowsPerSecond'', ''100000'') \
.option (' 'numPartitions'', ''1l6'') \
.load ()

3. Apply some transformations to the data and then use the Structured Streaming API
to continuously write the data to a table in Azure Synapse:

df .writeStream \
.format (' 'com.databricks.spark.sqgldw'"') \

.option(''url'', ''jdbc:sqglserver://<the-rest-of-the-
connection-string>'") \

.option(''tempDir'', ''wasbs://<your-container-
name>@<your-storage-account-name>.blob.core.windows.
net/<your-directory-name>"'"') \

.option (''forwardSparkAzureStorageCredentials'',

"Ttrue'') \
.option(''dbTable'', ''<your-table-name>'"') \
.option (''checkpointLocation'', ''/tmp checkpoint
location'') \
.start ()

To learn more about this connector, you can refer to the following link: https://docs.
databricks.com/data/data-sources/azure/synapse-analytics.html.

After learning about the architecture and various components that make real-time
analytics possible on the Azure platform, it's time to learn how to implement this solution
end to end in your environment.

Implementation of real-time analytics on
streaming data

In this section, we are going to learn about a step-by-step process for implementing real-
time analytics using Azure Synapse. We are taking Figure 9.1 as our reference architecture.
There are various stages involved in implementing this architecture, and we will go
through all these steps in this section. We will learn how to configure all the required
resources according to your environment.
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Before jumping to the analytics part, we will learn how to ingest data to an Azure Cosmos
DB account.

Ingesting data to Cosmos DB

There are various ways to ingest streaming data to Azure Cosmos DB; however, in this
section, we are going to use an online application sample to ingested streaming data to the
Azure Cosmos DB account.

Follow the instructions to start streaming the data to your Cosmos DB account:

1. Go to your Azure Cosmos DB account in the Azure portal and click on the Data
Explorer tab.

2. Click on the New Container tab at the top of the screen and create a new container
called CovidData with demodb as the database ID and /country as Partition key.
Next, click on the Provision dedicated throughput for this container checkbox,
and make sure that the Analytical store radio button is set to On:

Q cosmosdbdemoacnt | Data Explorer - X
Azure Cosmos DB account
O Search (Ctrl+/) « [ New Container v ‘ {51 New Notebook ~, ) Connect to GitHub Open Terminal Add Container
% Overview squap | O<
Activity log W I 0 Start at $24/mo per database, multiple containers included
S AR I l l t More details
fa Access control (IAM) e CO e O
¥ NOTEBOOKS
¢ T E Gally Globally distributed, multi-mod| [ eg. Contaner \ .
&2 Diagnose and solve problems ~ My Notebooks

* Partition key ©

& Quick start ‘ eg. /address/zipCode ‘

= Notifications [ My partition key is larger than 100 bytes

+ Start with New
@ Data Explorer g sample Conta  * Analytical store © I
. 4 Getstarted with a sample + Create ang @O0n (off
Settings provided by Cosmos DB storage an{

& Features I

@ Replicate data globally

== Default consistency Common Tasks Recents oK

Figure 9.7 — Creating a new container in Azure Cosmos DB

3. Download the solution ZIP file from the following link and extract all the
files and save them on your local machine: https://github.com/
PacktPublishing/Limitless-Analytics-with-Azure-Synapse/
blob/master/Chapter%2009%20-%20StreamToCosmos . zip.

4. Open Visual Studio on your machine and click on File | Open | Project/Solution to
open the solution file that you extracted in the preceding step.

5. Right-click on your project and click on Build to build your project.
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6. Double-click on the Program. cs file to open this file in Visual Studio:

o Fle Edit Vi Project Build Debug Test Analyze Tools e a L streamToCosmos

Debug ~ AnyCPU

Programcs & X

Solution Explorer

M- o-CIBE o ff=

v @
StreamToCosmos ~ %, StreamToCosmos.P r - o -+
System;
g System.Threading.Tasks;
oCosmos' (1 of 1 project)
neric; 4[] StreamToCosmos
y 1 > K Properties
g Microsoft.Azure.Cosmos; 5
g Newtonsoft.Json;
System.Reflection;
ing System.IO;
g System.Threading; 4 c* Program.cs
b %, Program
ce StreamToCosmos B ThirdPartyNotice.txt

& a
- @ Noissues found 4 Ln:10 Ch:24 SPC LF
v 31X
ut from: Build
Rebuild Al a
o osmos\Strear Cosmos-master\StreamToCosmos\bin\De

Figure 9.8 - The StreamToCosmos project in the Visual Studio

7. Copy EndPointURI and the primary AccessKey from your Cosmos DB account
and paste them in the following code:

// The Azure Cosmos DB endpoint for running this
sample.

private static readonly string EndpointUri =
''<end point URL>'';

// The primary key for the Azure Cosmos account.

private static readonly string PrimaryKey =
' '<primarykeys>'"';

8. After making the changes, build the project once again and click on the Start
button, which is at the top of the Visual Studio screen.

Important note

We have used COVID sample data (https://pandemicdatalake.
blob.core.windows.net/public/curated/covid-19/
ecdc_cases/latest/ecdc_cases. json) to feed into this
application. It has 60,000 records and the application has been set to push each
record at a 1-second interval, so the application will keep running for 60,000
seconds until stopped manually.
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You can see that the application is running on Visual Studio and the data is being copied
to the Cosmos DB account in Figure 9.9:

Fle Edit View Project Build Debug
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Figure 9.9 — Azure Cosmos DB account receives data from the application

Now you can go to your Cosmos DB account to verify whether data is being pushed
there correctly.

This is only an example of how to stream data to your Cosmos DB account; however, feel
free to use Data Factory, Stream Analytics, or any other method to stream the data to your
Azure Cosmos DB account. But one important thing that we should always keep in mind
is that an analytical store must be enabled for this Cosmos DB account.

Next, we will see how to make sure that data is in sync between the transactional and
analytical stores of your Azure Cosmos DB account.

Accessing data from the Azure Cosmos DB analytical
store in Azure Synapse

We're about halfway through the steps, and now it's time to read Cosmos DB data from
the Synapse notebook. We will be using the OPENROWSET function to read the data from
the Cosmos DB container.
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You can follow these instructions to query your data using Synapse:

1. Go to your Synapse workspace in the Azure portal and click on Synapse Studio.
2. Click on the Develop tab and click on the + icon to create a new SQL script.

3. Paste the following code in this cell and replace the values for SECRET and
CONNECTION with the corresponding values of your Azure Cosmos DB account:

SELECT TOP 10 *
FROM OPENROWSET (
'CosmosDB',

'Account=cosmosdbdemoacnt ;Database=
demodb ; Key=DLrm2Bt 1uKj2rb4TU49gxzvsBJrgDlyzECnkh
PIQObmLTzBxsZxMOPt1htbS407ceMLYKMAFABTFwO9PwWPgCIw==",

CovidData

) with ( date rep varchar(20), cases bigint, geo
id varchar(6) ) as rows

In Figure 9.10, you can see the data in Synapse Studio directly, which is streaming in
from the Azure Cosmos DB account from the .NET console application:

€8 gnapselive v = Validate all [ O W
A Home Develop + v « B sausaipa .
v M i I Connect to 3 ol =
& o 5 Fiter resources by name D Run ? Undo | [Ty Publish &% Query plan nn @ Built-in =
_ 1 SELECT TOP 16 *
4 Sl seripts 1 2 FROM OPENROWSET( L
Bl Develop - 3 "CosmosDB” |
® B saLscript 1 .
a Account=c nt;Database= ;Key=DLrm2Bt1uKj2rbaTU49gxzvsBIrgDlyzECnkhpIQObmL T zBXsZxMOP L]
W) integrate 5 CovidData .
6 ) with ( date_rep varchar(20), cases bigint, geo_id varchar(6) ) as rows
. Monitor
_ Results  Messages ~
Manage N
View QEEEENED o ) - Eportresuts v
[P Search
Date_rep Cases Geo_id
2020-12-13 298 AF
2020-12-12 13 AF
2020-12-11 63 AF
2020-12-10 202 AF
2020-12-09 135 AF
2020-17-08 200 AF
Start | © 00:0001 Query executed successfully.

Figure 9.10 - The COVID data in Synapse Studio being fetched from the
Cosmos DB account
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Now that you have got the data in Azure Synapse, you can perform machine learning
operations on it. But we will be learning how to use Azure Machine Learning with Azure
Synapse in our next chapter, Chapter 10, Generate Powerful insights on Azure Synapse
using Azure ML.

Loading data to a Spark DataFrame

The following Python syntax can be used to load Cosmos DB data to a Spark DataFrame
without impacting the transactional store:

df = spark.read.format (''cosmos.olap'')\

.option (''spark.synapse.linkedService'', ''<enter linked
service name>'"')\

.option (''spark.cosmos.container'', ''<enter container
names>"'"')\

.load ()

You can visualize the data directly in Synapse notebooks; however, you can generate
Power BI reports to visualize your data as well. If you have the Power BI Premium license,
you will be able to share these reports with other colleagues as well.

Creating visualizations

You can create Power BI reports using the data transformed in your Synapse dedicated
SQL pool or Synapse Serverless SQL pool; however, as of now, you cannot create Power BI
reports against your Synapse Spark pool.

I suggest that you go through Chapter 8, Integrating a Power BI workspace with Azure
Synapse, before you proceed further in this section.

Make sure that you have access to the Power BI workspace before we proceed further. You
can go through the following instructions to visualize the report on Power BI Desktop:

1. Go to your Synapse workspace and copy the Serverless Copy endpoint to your
clipboard. We could create a view directly in Synapse Studio; however, we will
perform the same operation using the SQL Server Management Studio (SSMS)
tool instead.

2. Open SSMS on your machine and connect to the Serverless endpoint that you
copied in the preceding step.
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3. Open a new query window and run the following script to create a new
DemoDB database:

CREATE DATABASE DemoDB

4. Right-click on the demodb database from Object Explorer and click on
New Query:

L:,Q SQLQuery5.sql - synapseanalyticsdemopackt-ondemand.sgl.azuresynapse.net.master (pkmishra (80)) - Microsoft SQL

File  Edit View Project Tools Window Help
0' |iﬁ' - & Hd‘|ﬁ%NEWQU9W G%l@nu:mnu| Dj | - v|| v|

| | Execute | | | |
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(=1 Databases

System Databases

W default

[C)demodb
Security New Database...

ARl SQLQuery5.sql - syn...ter (pkmishra (80)) + X

New Query

Script Database as 4

Azure Data Studio 4

Rename
Delete

Refresh

Properties

Figure 9.11 - Creating a new database using SSMS

5. Paste the following script and execute this script to create a vwCovidData view,
but do not forget to change the Cosmos DB account name and the corresponding
access key:

CREATE OR ALTER VIEW vwCovidData
AS

SELECT *

FROM OPENROWSET (

'CosmosDB',



238  Perform real-time analytics on streaming data

'Account=cosmosdbdemoacnt ; Database=demodb
; Key=DLrm2Bt1uKj2rb4TU49gxzvsBJrgDlyzECnkhpIQO
bmLTzBxsZxMOPt1htbS407ceMLYKMAFABTFwWO9PwWPgCIw==",

CovidData
) with ( date rep varchar(20), cases bigint, geo id

varchar(6) ) as rows
6. Now that we have created the view, we will be creating the reports on top of this
view. Open the Power BI Desktop application and select Get data.
7. Select Azure SQL Database from the list of all data sources available.

8. Type the serverless SQL endpoint in the Server field, and then type the database
name. Select the Import option and then select OK:
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Figure 9.12 - Providing serverless SQL pool details to Power BI

9. Select the preferred authentication method; in this example, we will select Database.
Fill in User name and password for authentication and click on Connect:
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Figure 9.13 - Providing authentication details to connect a serverless SQL pool to Power BI

10. Select your view under the demodb database, and then click on Load:
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Figure 9.14 - Loading the data to Power BI Desktop

11. Wait for the operation to complete, and then a popup will appear stating There are
pending changes in your queries that haven't been applied. Select Apply changes.
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12. Wait for the Apply query changes dialog box to disappear, which may take a
few minutes.

13. Once the load completes, select Table visualization and select the geo_id, date_rep,
and cases columns, in that order, to create the report.

14. After making all the required changes, you can publish this report to your workspace.

Now we are able to visualize our data directly on Power BI Desktop, and this visualization
can be published to Power BI Service as well. Here, we added just one visualization.
However, you can create multiple visualizations on the same dashboard, which could
bring some meaningful insights for your data.

Summary

In this chapter, we learned how to perform real-time analytics using Azure Synapse. We
learned how to bring data to Azure Synapse by using Azure Stream Analytics and Azure
Databricks. We also learned how to create a view in a serverless SQL pool and how to
use this view to connect to Power BI Desktop for data visualizations. We used a sample
application in this chapter to stream data to an Azure Cosmos DB account by using a
sample JSON file. You can download and use this application if you want to perform a
proof of concept on this particular topic yourself.

In the next chapter, we are going to learn how to use Azure Machine Learning with Azure
Synapse. It is important to have prior knowledge of Azure Machine Learning before
plunging to the next chapter. You will also learn how to use machine learning models with
Azure Synapse SQL and Spark pools.



10

Generate powerful
insights on Azure
Synapse using
Azure ML

Machine Learning (ML) has become an integral part of the data ecosystem now and
Azure enables you to build powerful, cloud-based ML applications by using the Azure
Machine Learning service. Azure ML provides you with options to create supervised or
unsupervised ML models and its integration with Azure Synapse has opened a wide ocean
for data scientists.

In this chapter, we are going to learn about the integration of Azure Synapse with the
Azure ML service, and how we can leverage this unique feature to generate powerful
insights into our data.
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Generate powerful insights on Azure Synapse using Azure ML

We will cover the following topics in order to understand how we can bring better insight
to our data using machine learning capabilities in Azure Synapse:

Preparing the environment
Creating an Azure ML linked service in Synapse
Machine learning capabilities in Azure Synapse

Use cases with Cognitive Services

Technical requirements

Before you start orchestrating your data, here are some of the prerequisites that you
should meet:

You should have an Azure subscription or access to any other subscription with
contributor-level access.

Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

Create a Spark pool on Azure Synapse. This was covered in Chapter 2, Consideration
for your compute environment.

You should have already created your Azure Cosmos DB account. Make sure you
have enabled analytical storage in your Azure Cosmos DB account. To learn more
about this, you can refer to Chapter 5, Using Synapse Link with Azure Cosmos DB.

Preparing the environment

Before we can start learning about Azure ML integration with Azure Synapse, we need
to prepare the environment to run ML operations on Azure Synapse, by creating some
resources on Azure.
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Creating a Text Analytics resource in the Azure portal

Text analytics is an Al service that is used to discover insights such as sentiment, entities,
key phrases, and so on, in unstructured text. This resource will be used for performing
sentiment analysis on data using a Synapse Spark pool in the Sentiment analysis section.

You can go through the following steps to create a Text Analytics resource in the
Azure portal:
1. Login to the Azure portal, at https://portal.azure.com.

2. Click on + Create a resource and select Text Analytics from the list of all
available resources.

3. You can see the overview of this service. Click on Create:

Text Analytics =

Microsoft

Text Analytics < Add to Favorites

Microsoft
==
=

Overview Plans  Usage Information + Support Reviews

Unlock insights from unstructured text using advanced natural language processing. Use sentiment analysis to find out what customers think of your brand. Find topic-
relevant phrases using key phrase extraction and identify the language of the text with language detection. Detect and categorize entities in your text with named entity
recognition.

More offers from Microsoft See All
Workspace Wire Data 2.0 Microsoft HPC Pack 2012 R2 Windows 10 loT Core
Services
Microsoft Microsoft Microsoft Microsoft
Virtual Machine Azure Service Virtual Machine Azure Service

Figure 10.1 - Creating a Text Analytics resource in the Azure portal

4. Fill in the values for Subscription, Resource group, Region, Name, and
Pricing tier.


https://portal.azure.com
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5. You can leave the default values for the remaining fields and click on
Review + create:

Create Text Analytics
Project details

Select the subscription to manage deployed resources and costs. Use resource groups like folders to organize and
manage all your resources.

Subscription * @ I Visual Studio Ultimate with MSDN ' l

Resource group * @ I ~ l

Create new
Instance details

Region * I West US 2 ~ l
Name * ® l l
Pricing tier * @ I v l

View full pricing details

< Previous l Next : Virtual network > ]

Figure 10.2 - Providing the required details to create a Text Analytics resource in the Azure portal

Now that we have created a Text Analytics resource in the Azure portal, next we will be
creating an anomaly detector in the Azure portal.

Creating an Anomaly Detector resource in the
Azure portal

Anomaly detection is the process of identifying unexpected behavior of data as compared
to the rest of the records. We are going to use this resource to perform anomaly detection
on our data stored in the Anomaly detection section.

You can go through the following steps to create an anomaly detector in the Azure portal:

1. Login to the Azure portal, at https://portal.azure.com.

2. Click on + Create a resource and select Anomaly Detector from the list of all
available resources:


https://portal.azure.com
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Anomaly Detector =

Microsoft

Anomaly Detector o addoravorites

Microsoft

Overview Plans  Usage Information + Support Reviews

Easily embed anomaly detection capabilities into your apps so users can quickly identify problems. Through an API, Anomaly Detector Preview ingests time-series data of all
types and selects the best-fitting detection model for your data to ensure high accuracy. Customize the service to detect any level of anomaly and deploy it wherever you
need it most. Azure is the only major cloud provider that offers anomaly detection as an Al service. No machine leaming expertise is required.

More offers from Microsoft See All
Workspace Wire Data 2.0 Microsoft HPC Pack 2012 R2 Windows 10 loT Core
Services
Microsoft Microsoft Microsoft Microsoft
Virtual Machine Azure Service Virtual Machine Azure Service

Figure 10.3 — Creating an Anomaly Detector resource in the Azure portal
3. You can see the overview of this service. Click on Create.

4. Fill in the values for Subscription, Resource group, Region, Name, and
Pricing tier.

5. You can leave the default values for the remaining fields and click on
Review + create:

Create Anomaly Detector

Select the subscription to manage deployed resources and costs. Use resource groups like folders to organize and
manage all your resources.

Subscription * ® l Visual Studio Ultimate with MSDN v l

Resource group * @® l ~ l

Create new
Instance details

Region* l West US 2 v l
Name * © l l
Pricing tier* @© l ~ l

View full pricing details

< Previous I Next : Virtual network >

Figure 10.4 - Providing the required details to create an Anomaly Detector resource in the Azure portal
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The Text Analytics and Anomaly Detector resources are both created now, and we are
going to use both of these resources later in this chapter.

Now it's time to create a key vault in the Azure portal. It will be used while creating linked
services in Synapse Studio.

Creating an Azure key vault

Azure Key Vault is a cloud service that is used to store secrets securely, such as passwords,
API keys, certificates, and so on. In this section, we are going to create an Azure key vault
and then we will learn how to use it for creating linked services in Synapse Studio:

1. Login to the Azure portal, at https://portal.azure.com.

2. Click on + Create a resource and select Key Vault from the list of all
available resources.

3. Fill in the values for Subscription, Resource group, Region, Name, and
Pricing tier.

4. You can leave the default values for the remaining fields and click on Review + create:

Create key vault
trail for compliance.

Project details

Select the subscription to manage deployed resources and costs. Use resource groups like folders to organize and manage all
your resources.

Subscription * I Visual Studio Ultimate with MSDN ~ l

- |

Resource group * v l
Create new
Instance details
Key vault name * @ I Enter the name l
Region * l East US v I
Pricing tier * (@ I Standard ~ l

< Previous l Next : Access policy > I

Figure 10.5 - Creating a key vault in the Azure portal

5.  Once the key vault is created, go to the Access policies tab in your key vault and
click on + Add Access Policy:


https://portal.azure.com
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y= keyvaultdemosynapse | Access policies

O Azure role-based access control (preview)

Key vault
I R Search (Ctrl+/) l « Save X Discard O Refresh
@ overview ~
8 Activity! Enable Access to:
ivity log
D Azure Virtual Machines for deployment @
A Access control (IAM)
D Azure Resource Manager for template deployment @
¢ Togs D Azure Disk Encryption for volume encryption @
Z? Diagnose and solve problems
Events Permission model @ Vault access policy
Settings
Keys + Add Access Policy
A secrets Current Access Policies
k=l Certificates

ooy
|

= Access policies USER

Name

Email

Figure 10.6 — Adding an access policy in Key Vault

Key Permissions

6. Select Key, Secret, & Certificate Management from the drop-down list of the

Configure from template (optional) field.

7. Select your Synapse workspace as the principal to grant permissions to read secrets

from the Azure key vault:

Home > keyvaultdemosynapse >

Add access policy

Add access policy

Configure from template {optional) Key, Secret, & Certificate Manage... ]
Key permissions 9 selected ~ l
Secret permissions 7 selected ~ ]
Certificate permissions 15 selected v ]
Select principal * None selected
Authorized application @ None selected

Principal

Select a principal

‘ 2 Synapse

synapseworkspacedemopackt

Selected

Selected items

. synapseworkspacedemopackt

Figure 10.7 - Selecting a principal to grant permission to read secrets from the Azure key vault
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Go to your Cognitive Services resource, for example, Anomaly Detector | Keys
and Endpoint, and copy either of the two keys to the clipboard:

anomalydetectordemosynapse | Keys and Endpoint

Cognitive Services

B

Search (Ctrl+/)

l « U Regenerate Keyl { Regenerate Key?2

Q
-
R
¢
2

Overview

Activity log

Access control (IAM)
Tags

Diagnose and solve problems

RESOURCE MANAGEMENT

&

(o]

Quick start
Keys and Endpoint

Pricing tier

> Networking

Identity
Billing By Subscription

Properties

~

0 These keys are used to access your Cognitive Service APIL. Do not share your keys. Store them securely- for
example, using Azure Key Vault. We also recommend regenerating these keys regularly. Only one key is
necessary to make an API call. When regenerating the first key, you can use the second key for continued
access to the service.

Show Keys

KEY 1

LT L Y LYY YT YT YT YY) E
KEY 2

©0000000000000000000000000000000 E
Endpoint
l https://anomalydetectordemosynapse.cognitiveservices.azure.com/ Iy ]
Location ®
l westus2 (i) ]

Figure 10.8 - Copying a key from the Anomaly Detector resource on the Azure portal

Go to your key vault (keyvaultdemosynapse)| Secret to create a new secret.

Specify the name of the secret, and then paste the key from Step 7 into the
Value field. Finally, click Create:

Home > keyvaultdemosynapse >

Create a secret

Upload options l Manual v ]
Name * © ‘ anomalydetector \/‘
Value * © l o0 \/]
Content type (optional) ‘ | ‘

Set activation date? (O D
Set expiration date? @ )

Enabled? Yes No

Figure 10.9 - Creating a secret in Azure Key Vault by using anomaly detector keys
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10. Next, go to Synapse Studio in the Azure portal and navigate to Linked services
under the Manage tab and click on + New to create a New linked service.

11. Select Key Vault from the list of all available Azure resources, fill in the required
details, and click on Create:

v Validate all ! New linked service (Azure Key Vault)
Home Analytics pools Linked services N
Azure key vault selection method ®

& SQL pools Linked se Juch like ¢ -
Data niked se chlike col (@) From Azure subscription () Enter manually

w2 L to external re

4 Apache Spark pools
Azure subscription @

Develop External connections New I Select all v l
Integrate @ Linked services Azure key vault name *

Integration . R I keyvaultdemosynapse v l O

Showing 1 - 2 of 2 items N
Monitor 2 i Edit key vault
ggers
Name ™ Managed identity name: synapseworkspacedemopackt
N 3 Integration runtimes Managed identity object ID: 0ffe591d-a165-4715-82bd-962ed8c7de64
9 Grant workspace service managed identity access to your Azure Key Vault.
Security
Annotations
B Access control
O Access contro + New
8Bp Credentials

Name

Source control b Parameters

@ Git configuration P Advanced © J

Figure 10.10 - Creating a linked service for a key vault in Azure Synapse

In order to use Azure ML services within Azure Synapse, we need to create a linked
service for Azure ML in Azure Synapse. The next section will cover this topic in detail.

Creating an Azure ML linked service in
Azure Synapse

Azure ML is a cloud-based service that can be used to create and manage machine
learning solutions. You can easily link an Azure Synapse Analytics workspace with an
Azure Machine Learning workspace in order to leverage various ML features within
Azure Synapse. With this linked service created within your Azure Synapse workspace,
you can directly bring a machine learning model from the Azure ML model registry and
score the model in the Synapse SQL pool.

Most importantly, you can run your Azure Machine Learning pipelines directly from
Azure Synapse by creating a Synapse pipeline and linking it to the ML linked service
created in Azure Synapse. We will go through the required steps in this section.



250  Generate powerful insights on Azure Synapse using Azure ML

For now, we will be creating an ML linked service in Azure Synapse, but before we do that,
we need to register an application on Azure Active Directory. So, go through the following
steps to complete the pre-requisites for creating ML linked services:

1. Login to the Azure portal, at https://portal.azure.com.

2. Go to App registrations under Azure Active Directory in the Azure portal:

=2 Microsoft | App registrations » &
WES azure Active Directory

« @ dpoi 2 Troubleshooti L Download Preview features Q Got feedback?
Preview hub -

K Diagnose and solve problems

@ Ty out the new App registrations search preview! Click to enable the preview. =
Manage

& Users
@ Starting June 30th, 2020 we will no longer add any new features to Azure Active Directory Authentication Library (ADAL) and Azure AD Graph. We will continue to
& Groups provide technical support and security updates but we will no longer provide feature updates. Applications will need to be upgraded to Microsoft Authentication Library
(MSAL) and Microsoft Graph. Learn more

BE External Identities

& Roles and administrators . . } . N . .
A\ 1f you are building an application for external users that will be distributed by Microsoft, you must register as a first party application to meet all security,

I8 Administrative units and compliance policies. Read our decision guide

B Enterprise applications
All applications Owned applications

8 Devices
I T AT I [ start typing a name or Application ID to filter these results
[ Identity Governance
Display name Application (client) ID Created on Certificates & secrets
B Application proxy [

Figure 10.11 - The App registrations page of Azure Active Directory
3. Click on the New registration tab.

4. Next, provide an appropriate user-facing display name. Select Supported account
types as per your business need and click on Register:

Register an application &
*Name

The user-facing display name for this application (this can be changed later).

Supported account types

Who can use this application or access this API?

@ Accounts in this organizational directory only (Microsoft only - Single tenant)

O Accounts in any organizational directory (Any Azure AD directory - Multitenant)

O Accounts in any organizational directory (Any Azure AD directory - Multitenant) and personal Microsoft accounts (e.g. Skype, Xbox)

O Personal Microsoft accounts only

By proceeding, you agree to the Microsoft Platform Policies =

Figure 10.12 - Registering an application in Azure Active Directory
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5. After the application is registered, generate a secret for the application. Go to Your
application | Certificates & secrets, and click on Add a client secret to generate a
secret. Save the secret in a notepad as it will be used later:

b

azureml-app | Certificates & secrets = &

l £ Search (Ctrl+/) ] «  Got feedback?
i i E :
% Overview Add a client secret
& Quickstart Description
# Integration assistant | azureml-secret
Manage Expires
@ In 1 year
B2 PBranding () In2years
2 Authentication O Never

Certificates 8t secrets

IIl Token configuration

Figure 10.13 - Generating a client secret for a registered application in Azure Active Directory

Now that we have completed the prerequisite phase, we will go through the following
steps to create our ML linked services:

1. Launch Synapse Studio from your Synapse workspace and go to the Management tab.

2. Click on the Linked services tab and click on the + New tab:

«

= Vidued C'®

Linked services are much like connection strings, which define the connection information needed for Azure Synapse Analytics to connect

Name T Type T Related T Annotations T

@ synapse live v
ﬁ Home Analytics pools Linked services
£ sal pools
W Data
2] Apache Spark pools to external resources. Learn more
*
. Develop External connections | + New |
m | @ Linked services | ¥ Filter by name ( Annotations : Any )
Integration ) )
) Showing 1 - 2 of 2 items
o Monitor £F Triggers
Manage @ Integration runtimes

Security
% Access control

2 Credentials

@ Managed private endpoints

Source control

@ Git configuration

Figure 10.14 - Creating linked services for Azure ML
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3. Select Azure Machine Learning from the list of all available resources and click
on Continue.

4. Fill in the details for Service principal ID and Service principal key in the
corresponding fields and click on Create:

Edit linked service (Azure Machine Learning)

Azure Machine Learning workspace name *

[ e l

Tenant *

| — ]
Service principal ID *

[_ ]

"~ Service principal key Azure Key Vault ;'

Service principal key *

Annotations

-|- New

Name

Figure 10.15 - Creating a linked service for an Azure Machine Learning workspace

So, now we have completed the first step of using Azure ML services with Azure Synapse
to analyze our data at scale. Next, we will learn which capabilities of the Azure Machine
Learning service can be used on Azure Synapse.

Machine learning capabilities in Azure
Synapse

Data analysis is not a standalone process that can be executed without getting help from
other counterpart services. Before we learn how to use Azure ML services with Azure

Synapse, it's important to understand the various steps involved in any data analysis
process, such as data collecting, transforming, cleaning, and modeling data.

We are going to learn about these steps in brief in the following subsections.
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Data ingestion and orchestration

This section is focused on the data collection and transformation process. In this section,

we are going to learn how to create a Synapse pipeline for data ingestion and how to use
notebooks for data orchestration.

Azure Synapse pipelines provide a variety of data sources to ingest data from. An Azure
Synapse pipeline is an integrated part of Azure Synapse used to Extract, Transform,
and Load (ETL) data. To learn more about Azure Synapse pipelines, you can refer to
Chapter 4, Using Synapse pipelines to orchestrate your data.

It's very easy to create a Synapse pipeline in Synapse Studio. You just need to go to the
Integrate hub in Synapse Studio and click on the + icon to create a new pipeline as shown
in Figure 10.16:

€ @ synapselive v = Validate all [N EIE ) O w
ﬁ Home Integrate + v « @D Pipeline1 o
P o v Vali i = I
i Data A Filter resources by name Activities v o« Validate D> Debug - £ Add trigger 0=
4 Pipelines 1 P Search activities Properties
. Develop
° el D Synapse
) Fpzfz | Vnap 0 General  Related
M) integrate > Move & transform

+

D Azure Data Explorer @ Choose a name for your pipeline.

a This name can be updated at any
Monitor . .
e D Azure Function time until it is published.

E Manage D Batch Service [ ]

D Databricks

Name *

l Pipeline 1 l

D Data Lake Analytics Description

D General o

> HDInsight

<0
o>

D Iteration & conditionals Concurrency ©®

P Machine Learning [ ‘

Parameters  Variables Outp. ~  Annotations

Figure 10.16 - Creating Azure Synapse pipelines in Synapse Studio

Azure Synapse provides various options to orchestrate your data as per the business need.
After bringing the data to Azure Synapse, you can proceed to the next stage in the data
analysis process.

Data preparation and exploration

Azure Synapse offers you different options to explore your data depending upon where the
data is stored or which tool you want to use for data exploration. You can use a Spark pool
or Serverless SQL pool in Azure Synapse to explore and visualize your data. We will learn
more about these options in the following sections.
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Azure Synapse Spark pools

It becomes really difficult when you are trying to transform and analyze data at scale, but
Spark pools provide capabilities to deal with this problem. Spark pools provide you with
the option to choose the tool for your data processing. Now it does not matter whether
you are comfortable with PySpark, Scala, or you just know .NET, Spark pools let you
choose whichever you are comfortable with.

We already saw in Chapter 7, Working with R, Python, Scala, .NET, and Spark SQL in Azure
Synapse, how to read data from data lake directly and use different libraries to transform
the data as per the business need. You can go to the following link if you need a quick-start
guide to start analyzing data using Spark pools: https://docs.microsoft.com/
azure/synapse-analytics/get-started-analyze-spark.

Azure Synapse Serverless SQL pool

Similar to Synapse Spark pools, you can also use Synapse Serverless SQL pool to analyze
your data. Using the OPENROWSET function is the easiest approach to begin with,
however, you can use T-SQL to transform and analyze your data very efficiently in
Serverless SQL pool.

If you want to learn about Serverless SQL pool, you can refer to Chapter 2, Considerations
for your compute environment. The following code snippet is just an example of reading
data by using the OPENROWSET function:

SELECT
TOP 100 *
FROM
OPENROWSET (

BULK' https://azureopendatastorage.blob.core.windows.
net/nyctlc/yellow/puYear=*/puMonth=*/* .parquet',

FORMAT = 'parquet'
) AS [result];

Important note

You can go through the following quick-start link if you are new to this
topic: https://docs.microsoft.com/azure/synapse-
analytics/get-started-analyze-sqgl-on-demand.

Once your data preparation is done, we can jump to the next section to learn about
training our machine learning models using this data.


https://docs.microsoft.com/azure/synapse-analytics/get-started-analyze-spark
https://docs.microsoft.com/azure/synapse-analytics/get-started-analyze-spark
https://docs.microsoft.com/azure/synapse-analytics/get-started-analyze-sql-on-demand
https://docs.microsoft.com/azure/synapse-analytics/get-started-analyze-sql-on-demand
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Training machine learning models

Sometimes just visualizing data is not sufficient; we need to understand our data to
predict the future or to detect anomalous behavior in data. We can learn the trends and
behavior of our existing data, which can help us understand the nature of futuristic data.
But to understand millions and billions of records our life may pass by, so we define some
training data and train a model on various parameters by using this training data. In
simple terms, this process is called machine learning and a file that has been trained to
recognize certain types of patterns is called a machine learning model.

In this section, we will learn how to train a model with Automated ML (AutoML)
and MLIib.

Azure enables you with a resource called Azure Machine Learning that can be used to
train, deploy, automate, manage, and track ML models. Now, the integration of Azure
ML with Synapse has opened up a new world for our data to be explored and visualized
without much effort.

You can train your ML models either by using AutoML, which is also known as AutoML
or you can use Apache Spark MLIib to create your machine learning application. We will
learn about both options in the following sections.

Training models with Azure Machine Learning AutoML

The process of automating the iterative tasks of machine learning model development is
called AutoML. We can build highly scalable, efficient, and productive ML models using
AutoML. We can use Automated ML for classification, regression, or forecasting tasks as
per our business needs.

In this section, we will learn how to use automated machine learning in Azure Synapse
Analytics Studio. First, let's try to create our first model without writing any code in Azure
Synapse. Let's go through the following steps. You do not need to be an expert in data
science to perform these steps:

1. Login to the Azure portal at https://portal.azure.com.

2. Go to your Synapse workspace and click on Synapse Studio to launch it.

3. Ifyour data is residing in your storage account, you can use the following script
to create a Spark table:

blob account name = ''yourstorageaccountname''
blob container name = ''containername'!'

from pyspark.sgl import SparkSession


https://portal.azure.com
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sc = SparkSession.builder.getOrCreate ()

token library = / sc. jvm.com.microsoft.azure.synapse.
tokenlibrary.TokenLibrary

blob sas token = token library.
getConnectionString (' 'AzureBlobStorage'"')

spark.conf.set (

'fs.azure.sas.%s.%s.blob.core.windows.net' % (blob
container name, blob account name),

blob sas token)

df = / spark.read.load('wasbs://containername@
yourstorageaccountname.blob.core.windows.net/sample.csv',
format="'csv'

##If header exists uncomment line below
, header=True
)

spark df.write.mode (''overwrite'') .saveAsTable (''default.
sample'")

4. But if you are new to machine learning, you can use sample data for NYC Yellow
Taxi from Azure Open Datasets to create our Spark table. Go to the following
link to download a sample notebook: https://go.microsoft.com/
fwlink/?1inkid=21492209.

5. Go to the Develop tab of Synapse Studio and click on + then Import to import the
downloaded notebook:

= @& Synapse live i= Validate all [NUNEGISEEIR 1 ]

A Home Develop + ¥ «

Data P Filter resources by name =+ SQL script

=] Notebook

P SQL scripts

u
. Develop

4 Notebooks & Data flow
) Integrate ] Notebook 1 =] Apache Spark job definition
T3s I
{5] RealTimeAnalyticsNotebg > Browse garety
@ Monitor < Import

E Manage

Figure 10.17 - Importing a sample notebook from the local machine
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6. Select the Spark pool you want to use and click on Run all to run all the code

»

sections available in this notebook:

«

© Synapselive v 5 Validate all [JUNENCENEIN ] O w

Home Develop oy o« %] Notebook 1 {7 RealTimeAnalyticsNot... ] Create Spark Table w... ®
v It e = 25 ...
. 9 Filter resources by name ‘ + cell @ Publish | Attach tn‘ SparkPoolDemo ‘I O m ==
b sQLscripts 3 | @ Notstarted @ &
Develop
4 Notebooks 3 ML} e
Integrate ® {7 Create Spark Table with NYC Taxi Data # ° 1 from azureml.opendatasets import NycTlecYellow 0]
2 from datetime import datetime
7] Notebook 1 3 from dateutil import parser
Monitor . 4
{F] RealTimeAnalyticsNotebook 5  start_date = parser.parse('2018-05-01')
6  end_date = parser.parse('2018-25-87')
Manage 7 nyc_tlc = NycTlcYellow(start_date=start_date, end_date=end_date)
8 nyc_tle_df = nyc_tlc.to_pandas_dataframe()
9 nyc_tlc_df.info()

from IPython.display import display

sampled_df = nyc_tlc_df.sample(n=18@00, random_state=123)
display(sampled_df.head(5))

B W o

Figure 10.18 - Running all the cells in the imported notebook

Now let's go to the Data tab to validate that the Spark table has been created under
the default Spark database after the notebook run has completed.

Right-click on the Spark table (nyc_taxi) that got created in Step 6, select Machine
Learning from the dropdown and click on Enrich with new model:

«

@ Synapselive v = Validate all [JUNINSEAEIN 1] O W
Home Data 4y «  E createspark Table w... ®
. + Cell ¥ [ Runall Undo | v [Ty Publish | - h =
Data Workspace Linked
[/O Filter resources by name ‘ O Ready @ &
Develop tipped 9776 non-null inté4 ~
4 Databases 1 fareAmount 9776 non-null float32
paymentType 9776 non-null inté64
Integrate 4 G} default (Spark) passengerCount 9776 non-null inté64
tripDistance 9776 non-null float32
4 B3I Tables tripTimeSecs 9776 non-null inté64
Monitor pickupTimeBin 9776 non-null object
4E nyc taxi dtypes: float32(2), int64(4), object(1)
v memorv usage: 534.6+ KB
Manage 4 B3 columns EL New sQL script >
tipped (long) {71 New notebook >

fareAmount (double) @ Machine Learning > Enrich with existing model

paymentType (long) O Refresh Enrich with new model
passengerCount (long)
° 1 spark_df = spark.createDataFrame(filtered_df)
tripDistance (double) 2 spark_df.write.mode("overwrite").saveAsTable("default.NYC_Taxi")
~
tripTimeSecs (long) Command executed in 3mins 57s 308ms by pkmishra86 on 01-12-2021 15:24:53.839 -05:00
pickupTimeBin (string) > Job execution Succeeded ~ Spark 2 executors 8 cores View in monitoring  Open Spark Ul (7
> B3 Properties DT y

Figure 10.19 - Using Machine Learning on a Spark table created in Synapse
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9. Select your Azure Machine Learning workspace that you want to use for this model.

10. Provide an appropriate Experiment name and Best model name in the
corresponding fields.

11. Select your Target column from the drop-down list.

12. Select your Apache Spark pool and click on Continue:

«

Home
I Data

Bl Develop
M) Integrate

@ Monitor

™4 Manage

‘“ Validate dll 2 Enrich with new model
Data v o« {7] Create SparkTa B nyc_taxi
be used for training the model. Learn more 3
Workspace Linked cel Source data
Ready nyc_taxw‘
tipped
4 Databases 1 fareAmount Azure Machine Learning workspace * (O
paymentType
4 B, default (Spark) passengerCou  Synapseworkspacedemopackt- N
tripDistance
4 B Tabl tripTimeSecs .
ables pickupTimeBi Experiment name * (O
u dtypes: floa | synapseworkspacedemopackt-nyc_taxi-20210112082958
= nyc_taxi

memory usage

4 B3 columns Best model name * ©

pped (long) ‘ synapseworkspacedemopackt-nyc_taxi-20210112082958-Best ‘
Save the
Target column * @
‘ fareAmount (double) ~
"9 Apache Spark pool * @
tripDistance (double) ‘ sparkpooldemo

tripTimeSecs (long)

» Apache Spark configuration details
pickupTimeBin (string)
Job execut

- Continue Cancel
4 Properties -

Figure 10.20 - Enriching data with a new model

13. On the next screen, choose Regression as your task type and click on Continue:
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B nyc taxi

Enrich with new model

Choose a model type

Select the machine learning model type for the experiment based on the question you are trying to
answer. Once you have selected the model type, you will be prompted with a few settings before the
experiment run is created. Learn more [

Classification

Determine the likelihood of a specific outcome being achieved (binary
classification) or identify the category an attribute belongs to (multiclass
classification).

Example: Predict if a customer will renew or cancel their subseription.

Regression
Estimate a numeric value based on input variables.

Example: Predict housing prices based on house size.

S
®

Time series forecasting
Estimate values and trends based on historical data.

Example: Predict stock market trends over the next year.

Figure 10.21 - Selecting the model type for the nyc_taxi data in Azure Synapse

14. You can leave the remaining fields with the default settings and click on Create run.
Instead of running it directly, you can click on Open in notebook and run all the

cells manually:

Enrich with new model

E nyc_taxi

Configure regression model

This model will estimate a numeric value based on input variables. Learn more [7
Primary metric @

| Spearman correlation A |

Training job time (hours) &

[3

Max concurrent iterations (i)

[2

ONNX model compatibility O

O Enable @ Disable

I Open in notebook H Back ]

Figure 10.22 — Creating a run automatically in Azure Synapse
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Now we know how to enrich our data with a new or existing model, however, we
can use Python code as well to perform the same operation.

The following script can be used to configure your Azure ML workspace:

from azureml.core import Workspace

# Enter your workspace subscription, resource group,
name, and region.

subscription id = ''<enter your subscription ID>'' #you
should be owner or contributor

resource_group = ''<enter your resource group>'' #you
should be owner or contributor

workspace name = ''<enter your workspace name>'' #your
workspace name

workspace region = ''<enter workspace regions>'' #your
region

ws = Workspace (workspace name = workspace name,
subscription id = subscription id,

resource group = resource_group)

Pass the training settings to an AutoMLConf ig object:

from azureml.train.automl import AutoMLConfig

automl config = AutoMLConfig(task='regression',
debug log='automated ml errors.log',
training data = dataset_training,
spark context = sc,
model explainability = False,

label column name =''fareAmount'',6 **automl settings)

Important note

You can download the complete notebook from the following link: https: //
github.com/PacktPublishing/Limitless-Analytics-
with-Azure-Synapse/blob/master/Chapter%2010-%20
Sample%20Notebooks . zip. This notebook will use the NYC Taxi sample
data to create the regression model.

Now that we have learned how to use Spark AutoML to train our models, let's try to learn
about training models using Spark MLIib.


https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
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Training models on Spark pools with MLIlib

MLIib is Spark's machine learning library, it provides various tools to make practical
machine learning scalable and easy. These libraries can be used for any common learning
algorithms, such as classification, regression, clustering, and so on. Moreover, it provides
utilities for linear algebra, statistics, data handling, and more.

First, we need to import the model types required to use Spark MLIib libraries:

from pyspark.ml.classification import LogisticRegression

from pyspark.mllib.evaluation import
BinaryClassificationMetrics

from pyspark.ml.evaluation import BinaryClassificationEvaluator
In the preceding code section, we imported three different model types:

+ LogisticRegression: Logistic regression is used to predict a categorical
response. Logistic regression is a statistical model that can be used to calculate the
probability of a certain class or a binary event occurring such as win/loss, healthy/
sick, present/not present, and so on.

+ BinaryClassificationMetrics: An evaluator for binary classification.

e BinaryClassificationEvaluator: An evaluator for binary classification. It
accepts two parameters, label and prediction. The prediction column can be of type
double or vector.

Once the training and test DataFrames are ready, you can create your model formula to
run it against the training DataFrame and validate it against the testing DataFrame.

Let's go through the following steps to perform evaluation on the test data:
1. Create a new LogisticRegression object for the model:

logReg = LogisticRegression (maxIter=10, regParam=0.3,
labelCol = 'tipped')

2. Here's the formula for the model:

classFormula = RFormula (formula=''tipped ~ pickupHour +
weekdayVec + passengerCount + tripTimeSecs + tripDistance
+ fareAmount + paymentType+ trafficTimeBinsVec'')
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3. Undertake the training and create a logistic regression model:

lrModel = Pipeline (stages=[classFormula, logReg]) .
fit (train data df)

4. Saving the model is optional but it's another form of intersession cache:

datestamp = datetime.now() .strftime ('%m-%d-%Y-%s')
fileName = ''lrModel '' + datestamp
logRegDirfilename = fileName

lrModel.save (logRegDirfilename)

5. Predict tip 1/0 (yes/no) on the test dataset, and run the evaluation using AUROC:

predictions = lrModel.transform(test data df)

predictionAndLabels = predictions.
select (''label'', ''prediction'') .rdd

metrics = BinaryClassificationMetrics (predictionAndLabels)

print (' 'Area under ROC = %s'' % metrics.areaUnderROC)

Important note

You can download the complete notebook from the following link: https: //
github.com/PacktPublishing/Limitless-Analytics-
with-Azure-Synapse/blob/master/Chapter%2010-%20
Sample%20Notebooks . zip. This notebook has been created by using the
NYC Taxi sample data to create a regression model.

To learn more about this example, please go to the following link: https: //
docs.microsoft.com/azure/synapse-analytics/spark/
apache-spark-machine-learning-mllib-notebook

So far in this chapter, we have seen a couple of examples using different ML models on our
data, and in the next section, we will learn about some of the common use cases for Azure
Synapse with Cognitive Services.


https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
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https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
https://github.com/PacktPublishing/Limitless-Analytics-with-Azure-Synapse/blob/master/Chapter%2010-%20Sample%20Notebooks.zip
https://docs.microsoft.com/azure/synapse-analytics/spark/apache-spark-machine-learning-mllib-notebook
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Use cases with Cognitive Services

Cognitive Services are Microsoft-developed machine learning algorithms to solve
problems in the field of artificial intelligence. Cognitive Services are categorized into five
main categories:

» Vision

« Speech

o Language
o Decision

e Search

Azure Cognitive Services are cloud-based services with REST APIs. You can build intelligent
applications using client library SDKs. Go to the following link to learn about all supported
APIs for different categories of Cognitive Services: https://docs.microsoft.com/
azure/cognitive-services/what-are-cognitive-services.

Cognitive Services can be used to solve many day-to-day life problems without worrying
about creating a new ML model from scratch. One of the best examples is extracted and
enhanced texts from typewritten and handwritten notes, photos and diagrams, and other
unstructured data from the John F. Kennedy (JFK) files, which contain over 34,000 pages
of documents about the CIA investigation into the 1963 JFK assassination.

Azure Synapse enables you to easily enrich your data in Azure Synapse with existing
Cognitive Services models. As of now, you can see two existing models to enrich your
data, sentiment analysis and anomaly detector. We will learn about both these options
in the following sections.

Sentiment analysis

You can perform sentiment analysis on your text data with the existing models available
on Azure Synapse. But first, you need to have your data loaded to a Spark table. Make
sure your file is uploaded to the Azure Data Lake Gen2 account that is configured as the
default storage for your Azure Synapse Analytics workspace. You need to make sure that
you have the contributor level permission on the Azure Data Lake Gen2 filesystem where
your data is residing:

1. Go to the Data tab on your Azure Synapse Studio and expand your default
(Spark) database.


https://docs.microsoft.com/azure/cognitive-services/what-are-cognitive-services
https://docs.microsoft.com/azure/cognitive-services/what-are-cognitive-services

264  Generate powerful insights on Azure Synapse using Azure ML

2. Right-click on your Spark table, select Machine Learning from the drop-down list,
and click on Enrich with existing model:

€ ® Synapselive v = Validateall [JUINRIENIR 1) O W
ﬁ Home Data + v « {5] Spark MLib_Synapse... & fsdemopckt 7] Notebook 3 °
. v v i T = .-
i Data Workspace Linked + Cell D> Runall Undo 1 Publish o =
‘}3 Filter resources by name ‘ ° Ready) @ é‘é‘s
. Develop
4 Databases 1 Cell 1
M) Integrate 4 G} default (Spark) © 1 swpyspark
2 df = spark.read.load('abfss://fsdemopckt@gen2demopackt.dfs.core.window
4 B3 Tables : :
@ Moni 3 ## If header exists uncomment line below
onitor
> B nyc_taxi 4 ##, header=True
5
E Manage > B yourtablename 6 df.write.mode("overwrite").saveAsTable("default.YourTableName")

El New sqL script > ~
in 3mins 6s 748ms by pkmishra86 on 01-16-2021 06:18:57.994 -05:00
f‘, New notebook >

- T T rs 16 cores View in monitoring  Open Spark Ul (3
@ Machine Learning > Enrich with existing model

() Refresh Enrich with new model

Figure 10.23 - Enriching your data in a Spark table

3. Select Text Analytics - Sentiment Analysis from the list of existing models and
click on Continue:

Enrich with existing model

B yourtablename

This experience allows you to enrich the selected dataset with pre-trained Azure Cognitive Services
models. Learn more [

Azure Cognitive Services

Name
Anomaly Detector ©

Text Analytics - Sentiment Analysis @

Figure 10. 24 - Selecting Text Analytics - Sentiment Analysis for enriching data in Azure Synapse

4. Provide the details for the Azure Cognitive Services account and Azure Key Vault
linked service fields:
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Enrich with existing model

B yourtablename

Specify the Cognitive services account you want to connect to and configure which Azure key vault
linked service to use for accessing secrets for authentication. Learn more [4

Azure subscription O

| All subscriptions v |

Azure Cognitive Services account * @

| a

Azure Key Vault linked service * ©®

| v

Secret name * ()

| |

Figure 10.25 - Providing configuration for your Cognitive Services account

5. Next, we just need to select the Language and Text columns that will be used for
sentiment analysis and click on Open notebook.

6. Now, click on Run All to run all the cells of the notebook and you will see the result.

We have learned how to perform sentiment analysis on your data in Azure Synapse with
just a couple of steps. Next, we will learn how to perform anomaly detection on your data.

Anomaly detection

Anomaly detection is a process of identifying data that shows unexpected behavior
as compared to the rest of the data. These anomalies might point out unusual bank
transactions, unusual network traffic, or dirty data that requires cleansing, and so on.

You can go through the following steps to perform anomaly detection on your data:

1. Go to the Data tab of your Azure Synapse Studio and expand the default
(Spark) database:

2. Right-click on your Spark table, select Machine Learning from the drop-down list,
and click on Enrich with existing model.
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3. Select Anomaly Detector from the list of existing models and click on Continue:

Enrich with existing model

B yourtablename

This experience allows you to enrich the selected dataset with pre-trained Azure Cognitive Services
models. Learn more [

Azure Cognitive Services

Name
Anomaly Detector (D

Text Analytics - Sentiment Analysis ©

Figure 10. 26 - Selecting Anomaly Detector to enrich data in Azure Synapse
4. Provide the details for Cognitive Services and Azure Key Vault linked services.

5. Next, we need to fill in the values for Granularity, Timestamp column, Timeseries
value column, and Grouping column, as shown in Figure 10.27:

Enrich with existing model
B anomaly_detector_testing_data

Anomaly Detector

The Anomaly Detector enables you to monitor and detect abnormalities in your time series data
without having to know machine learning. Learn more [3

Granularity *

‘ monthly ‘

Timestamp column * (®

‘ timestamp (string)

Timeseries value column * (O

‘ value (double) v ‘

Grouping column * (O

‘ group (string) ‘
> Advanced

Figure 10.27 - Providing details for Anomaly Detector

6. Now, click on Run All to run all the cells on the notebook and you will see the result.
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Now we have learned how we can use an existing ML model to enrich our data with just
a couple of steps. It would not be possible to cover all the topics on the Azure ML service
and its integration with Azure Synapse in just one chapter, but we have covered most of
the important topics that will help in exploring the benefits and usage of the Azure ML
service's integration with Azure Synapse.

Summary

In this chapter, we learned how to create a linked service for machine learning in Azure
Synapse and how to use a key vault to store secrets for cognitive services. We also learned
how to use Azure ML with Azure Synapse in order to use new or existing ML models to
enrich our data. We then learned how can we use Cognitive Services directly on our data
without writing even a single line of code. There are various steps involved before we

can start using Cognitive Services on our data and we went through all these technical
requirements. Sample notebooks were also provided to understand the approach to using
Spark AutoML and Spark MLIib on the data.

With this chapter, we've covered and understood all the concepts of Azure Synapse. In
the next chapter, we will learn different ways to perform backup and restore operations in
Azure Synapse.






Section 4:
Best practices

The objective of this section is to guide you in terms of the best practices related to
security, coding, managing, and monitoring Azure Synapse.

This section comprises the following chapters:

e Chapter 11, Performing backup and restore in Azure Synapse analytics
e Chapter 12, Securing data on Azure Synapse
e Chapter 13, Managing and monitoring Synapse workloads

e Chapter 14, Coding best practices
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Performing backup
and restore in Azure
Synapse analytics

High-availability solutions ensure that your data is never lost, even in the case of
unplanned events, such as underlying hardware, software, or network failures. Azure
Synapse Analytics uses database screenshots to provide the high availability of dedicated
SQL pools. These screenshots create several restore points that can be used to recover your
data to a previous state.

In this chapter, you will learn about backup and restore operations on Azure Synapse
Analytics. We will begin this chapter by creating restore points for Azure Synapse
Analytics; we are also going to create geo-redundant restores using PowerShell. Then, we
will learn about the geo-backup and disaster recovery of Synapse SQL pools.

To learn more about these concepts, the following topics will be covered in this chapter:
« Creating restore points

o Geo-backups and disaster recovery

o Cross-subscription restore
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Technical requirements

Before you start orchestrating your data, there are certain prerequisites to meet:

 You should have an Azure subscription or access to any other subscription with
contributor-level access.

« Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

o Create a SQL pool on Azure Synapse. This has been covered in Chapter 2,
Considerations for your compute environment.

« Install Azure PowerShell on your machine.

Creating restore points

Azure Synapse Analytics creates various restore points throughout the day by using
screenshots. These restore points are available for 7 days and we do not have the luxury of
modifying this retention period. But we do have the luxury of creating a new SQL pool in
the primary region, by using any of the screenshots taken within the last 7 days. We can
create our own restore points as well. Let's learn about both types of restore points in the
following sections.

Automatic restore points

By using an automatic restore point, we can select any date and time within the range of
the last 7 days to restore the SQL pool in our primary region. This is a built-in feature, so
we do not need to enable this feature manually. However, if we pause our dedicated SQL
pool very frequently, then these automatic restore points cannot be generated. Users do
not have the privilege of deleting these restore points.

It takes just a couple of steps to create and restore a SQL pool, so let's go through the
following steps to restore your own SQL pool:

1. Login to the Azure portal at https://portal.azure.com.

2. Navigate to your Synapse workspace and click on your dedicated SQL pool.

3. Click on the Restore link highlighted in Figure 11.1:


https://portal.azure.com
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& Sdlpooldemo (synapseworkspacedemopackt/sqlpooldemo) = -
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Settings. e e e )
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& Geo-backup polic
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Figure 11.1 - Restoring a dedicated SQL pool on the Azure portal
Select the Automatic restore points radio button for Restore point type.
Provide an appropriate value for a new dedicated SQL pool name.

Select the date and time for your restore point. It must not be older than 7 days.

N e

Select your Synapse workspace name from the list of available workspaces in the
drop-down list.

8. Select the performance level as per your compute needs and click on Review + Restore:

femo (synapseworkspacedemopacikl/sqipooldemo)

sql pooldem

Praject details

Restore point type * ®) putomatic restore points () User-defined restore points (@ Vour dedicated SO poo nam nd with " ar **, can't contain
<> BB\ T@, " or control s
Dedicated SOL pocl name * Enter dedicated SOL poel name | @ The value has a length of at most 15,

@ Dedicated SOL pool name should not contain reserved words
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Automatic restore points

Eartiest restore point 2021-03-22T00:42:50 UTC
Newest restore point 2021-03-22T00:42:50 UTC
Select restore point 0z - >

i utc

Restore points are created at least every & hours

Workspace nama * ( synapseworkspacedemopackt { eastus? ) ~
Performance level - DW200¢
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Figure 11.2 - Selecting an automatic restore point to restore the dedicated SQL pool on the Azure portal



274  Performing backup and restore in Azure Synapse analytics

9. Review all the details and click on Create dedicated SQL pool - Restore database.

Important note

Screenshots are not taken when a dedicated SQL pool is paused.

Within a couple of minutes, a new dedicated SQL pool will be created for you. It will have
all the data available from the restore point that you selected. Once the pool is created,
you can log in to this SQL pool by using the dedicated SQL endpoints in SQL Server
Management Studio (SSMS) or Azure Data Studio to validate that you have got all the
required data in your new SQL pool.

You can run the following query on your dedicated SQL pool to see when the last
screenshot was created:

select top 1 *
from sys.pdw_loader backup runs
order by run id desc

You can see the name of the last restore point in the following screenshot:

Figure 11.3 - Query output on the SSMS tool showing the last

restore point for the SQL pool

Similarly, we can use user-defined restore points to restore a dedicated SQL pool. We will
learn about this in the next section.

User-defined restore points

If you need to pause your dedicated SQL pool frequently, automatic restore points may
not get created sometimes. In such circumstances, it is better to create user-defined restore
points every time before you pause your SQL pool. Otherwise, you are at risk of losing
your data in the case of any failures.
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Unlike automatic restore points, first you need to create your own restore points in order
to restore your dedicated SQL pool, by using user-defined restore points. Go to your
dedicated SQL pool, click on + New restore point, and provide a name for your restore
point, as shown in Figure 11.4. It is best to append a date and time to the SQL pool name,
for example, sglpooldemo 01272021 0740:

& Sdlpooldemo (synapseworkspacedemopackt/sqlpooldemo) = -

u Overview A A Essentials

H Actvity log

Access control (AM)

& Tags

Settings

Motifications (0)  Features (4)  Tasks (2)

I ooty 3] Recovery (1)
Q) Transparent data encryption F Awuditing () Asure Defender for SQL
Encrypt your databases, backups, and logs.
Security NOT CONFIGURED NOT CONFIGURED NOT CONFIGURED
B Auditing
- L Geo-backup

Figure 11.4 - Creating a new restore point for the dedicated SQL pool on the Azure portal

We will go through the following steps to create a restore point for the dedicated SQL pool:

Log in to the Azure portal at https://portal.azure.com.

Navigate to your Synapse workspace and click on your dedicated SQL pool.
Click on the Restore link.

Select the User-defined restore points radio button for Restore point type.

Provide an appropriate value for a new dedicated SQL pool name.

AL o e

Select the restore point that you have already created, that is,
sqlpooldemo_01272021_0740PM.

7. Select your Synapse workspace name from the list of available workspaces in the
drop-down list.
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8. Select the performance level as per your compute needs and click on
Review + Restore:

sqlpooldemo &

Restore

*Basics  Review + Restore

Leverage restore point to recover or copy your dedicated SQL pool to previous state. Learn more o

Project details

Restore point type * O Automatic restore points @ User-defined restore points

Dedicated SQL pool name * | Enter dedicated SQL pool name |

User-defined restore points

Restore point * | sqlpooldemo_1272021_0740PM ( 2021-01-28T00:40:16Z ) v |
Create new
Workspace name * (D | synapseanalyticsdemopackt ( eastus ) ~ |
Performance level © =0 DW200c
Estimated price © Est. Cost Per Hour
3.02 UsD

View pricing details

Figure 11.5 - Restoring the dedicated SQL pool by using user-defined restore points on the Azure portal

Important note

Restore points in a dedicated SQL pool will be automatically deleted when they
hit the 7-day retention period and when there are at least 42 restore points.
These restore points include user-defined and automatic restore points as well.

Again, a new dedicated SQL pool will be created in just a couple of minutes with all the
data available from the restore point that you selected. Both the options are easy and
straightforward; you can decide which option works better for you.

The following section outlines how to create geo-backups for implementing disaster
recovery solutions for dedicated SQL pools in Azure Synapse.
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Geo-backups and disaster recovery

Synapse performs a geo-backup once per day to a paired data center automatically, and that's
why the option to enable a geo-backup policy for your dedicated SQL pool is disabled. The
Recovery Point Objective (RPO) for a geo-backup is 24 hours. This geo-backup can be
used to restore your SQL pool if the restore points in the primary region are not available.

In this section, we are going to create geo-redundant restore points using the Azure portal
and PowerShell script as well. This PowerShell script can be used for any dedicated SQL
pool just by providing correct values for the parameters in the script.

As shown in the following screenshot, we cannot create a geo-backup policy for a
dedicated SQL pool because the SQL pool is automatically backed up to the region pair.
You can read about region pairs at the following link—https://docs.microsoft.
com/azure/best-practices-availability-paired-regions:

sqlpooldemo (synapseanalyticsdemopackt/sqlpooldemo) | Geo-backup policy &

Dedicated SQL pool

| 2 Search (Ctrl+/) « &l save > Discard (O Refresh 7 Feedback

T Overview

H Activity log o Your database is automatically backed up to the region pair on your behalf. Learn more

Fh Access control (LAM)

@ Tags

Settings

# Workload management
Most recent Geo-backup time

F% Maintenance schedule
@ 2021-01-26T17:16:37Z

& Geo-backup policy

& Connection strings
Wl Properties

8 Locks

Security

B Auditing

@ Data Discovery & Classification

Figure 11.6 — Geo-backup policy for the dedicated SQL pool on the Azure portal

We can restore the dedicated SQL pool from an Azure geographical region through the
Azure portal or PowerShell. We will learn about this in detail in the following sections.
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Geo-redundant restore through the Azure portal

You can restore a dedicated SQL pool by using the most recent backup of any dedicated
SQL pool in the subscription.

Go through the following steps to create a new SQL pool using the geo-backup of any SQL
pool in your subscription:

NS s WD

Log in to the Azure portal at https://portal.azure.com.

Go to the Synapse workspace in your primary region.

Click on the SQL pools tab in your Synapse workspace.

Click on + New to create a new dedicated SQL pool.

Provide a name for your dedicated SQL pool and go to the Additional settings tab.
For the Use existing data property under Data source, select Backup.

Select the backup file from the drop-down list of the Backup property that you want
to restore and click on Review + create.

Finally, after reviewing all the details, click on Create:

Create dedicated SQL pool &

*Basics *Additional settings Tags  Review + create
Customize additional configuration parameters inchuding collation & data source.
Data source

Start with a blank dedicated SOL pool, restore from a backup or leverage a restore paint to populate your new dedicated
SOL pool.

Use existing data * ( Mone (D Restore point )

This option allows you to restore fram the maost recent Backup of any
dedicated SQL poal in this subscription.

Backup * [ sqlpocldemo ( 2021-01-26 17:16:37 UTC ) w

Dedicated SQL pool collation

Collation defines the rules that sort and compare data, and cannot be changed after dedicated SQOL pool creation. The
default collation is SQL_Latin1_General (CP1_CI_AS, Learm mare of

Callation O Specified by backup

Review + create < Previous. | Mext: Tags >

Figure 11.7 - Creating a dedicated SQL pool using geo-backup through the Azure portal
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So, we learned that even if our restore points are not available in the primary region, we
can restore our dedicated SQL pool using a geo-backup that is created automatically.

Geo-redundant restore through PowerShell

In order to maintain a screenshot of your dedicated SQL pool in any other region
than your primary region, it is important to have the geo-restore option. In the case of
unplanned events in your primary region, you can switch to another region.

You can restore a dedicated SQL pool by using PowerShell script as well, but you need to
have Azure PowerShell installed on your machine.

Before running the PowerShell script, we need to have the following information available:

Subscription name: The subscription name of your Azure subscription where the
Azure Synapse workspace has been created.

Source resource group name: The resource group name where your source Azure
Synapse workspace is created.

Source server name: The dedicated SQL endpoint of your Azure Synapse
workspace where you have created your source dedicated SQL pool.

Source database name: The name of your source dedicated SQL pool.

Target resource group name: The resource group name where your target Azure
Synapse workspace is created.

Target server name: The dedicated SQL endpoint of your Azure Synapse workspace
where you have created your target dedicated SQL pool.

Target database name: The name of your target dedicated SQL pool.

Target service objective: The service objective for your target SQL pool, for
example, dw200.
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You should be able to gather all these details if you go to your source and target Synapse
workspace on the Azure portal. The following screenshot highlights all the key parameters
that you will need to run the PowerShell script:

5 sqlpooldemo (synapseworkspacedemopackt/sqlpooldemo) #

ale "D Restore == Mew restore point  [i] Delete " Launch Synapse Studio

A v Essentials

Notifical Features (4)  Tasks (2)

15 (0)

@D sccuivy(3)  Recovery (1

U Azure Defender for SQL

Security NOT CONFIGURED NOT CONFIGURED NOT CONFIGURED

£ Geo-backup

Figure 11.8 — An overview of the dedicated SQL pool on the Azure portal

Now that you have gathered all the required information, you can modity the values
accordingly in the following PowerShell script before running it:

SSubscriptionName="<YourSubscriptionName>"
SResourceGroupName="<YourResourceGroupName>"

SServerName="<YourServerNameWithoutURLSuffixSeeNote>"
# Without database.windows.net

STargetResourceGroupName="<YourTargetResourceGroupName>"
# Restore to a different server.

STargetServerName="<YourtargetServerNameWithoutURL
SuffixSeeNote>"

SDatabaseName="<YourDatabaseName>"
SNewDatabaseName="<YourDatabaseName>"
STargetServiceObjective="<YourTargetServiceObjective-DWXXXc>"

Connect-AzAccount

Get-AzSubscription

Select-AzSubscription -SubscriptionName $SubscriptionName
Get-AzureSglDatabase -ServerName $ServerName

# Get the data warehouse you want to recover
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SGeoBackup = Get-AzSglDatabaseGeoBackup -ResourceGroupName
SResourceGroupName -ServerName S$ServerName -DatabaseName
SDatabaseName

# Recover dedicated SQL pool

SGeoRestoredDatabase = Restore-AzSglDatabase -FromGeoBackup
-ResourceGroupName $TargetResourceGroupName -ServerName
STargetServerName -TargetDatabaseName $NewDatabaseName -
Resourceld S$GeoBackup.ResourcelID -ServiceObjectiveName
STargetServiceObjective

# Verify that the geo-restored data warehouse is online

SGeoRestoredDatabase.status

So, now we know various ways to restore our dedicated SQL pools in the same region or
a different region. The next important topic is cross-subscription restore. Let's try to learn
more about this feature in Azure Synapse in the following section.

Cross-subscription restore

As of the time of writing, cross-subscription restore is not supported in Azure Synapse.
However, there have been various requests submitted for this particular feature, hence the
Synapse team might consider this request for the next release cycle.

In the future, whenever this feature becomes available in Azure Synapse, we will capture it
in the book.

With this, we have learned everything about the backup and restoration of Azure Synapse
dedicated SQL pools, along with their limitations and usages.

summary

In this chapter, we learned how data warehouse (dedicated SQL pool) screenshots create
various restore points automatically to provide high-availability solutions in Azure Synapse.
Apart from this, we also learned how can we create our own restore points in Azure
Synapse and when we would need to create these restore points. Later, we learned how to
leverage these restore points to restore our dedicated SQL pool within the same primary
region or to any other region. In this chapter, we covered both of the ways to restore our
SQL pool, through the Azure portal and PowerShell script as well.

In the next chapter, we are going to explore the security aspects of Azure Synapse. We will
learn how Azure Synapse protects our data, and about all the layers of security that Azure
Synapse provides us to protect our data.
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Securing data on
Azure Synapse

Data is the new gold, so you have got to protect your wealth. Azure Synapse Analytics
provides a relational database service for the cloud. Azure provides multiple security
measures to access any data in Azure Synapse Analytics. However, it is important for the
user to be aware of all these security measures and how to use them appropriately. In this
chapter, we are going to learn about the different layers of security options provided by
Azure Synapse Analytics. We will learn how to secure the network to protect our data,
and the access management section will outline SQL authorization and Active Directory
integration. We are also going to learn about some of the advanced features provided by
Azure, including threat protection and information protection.
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Figure 12.1 represents the different layers of security surrounding
customer data:

-—————— NETWORK SECURITY
-— ACCESS MANAGEMENT

-— THREAT PROTECTION
(o __J

as e INFORMATION PROTECTION
Q CUSTOMER DATA

Figure 12.1 - Different layers of enterprise-grade security in Synapse

Understanding all these security layers in detail will help us learn the importance of
security measures, and how we can implement them in our Synapse environment. In this
chapter, we will cover the following topics:

« Implementing network security
« Understanding access control
« Enabling threat protection

« Understanding information protection

Implementing network security

Azure Synapse Analytics helps protect your data by using IP firewall rules. We can also
use the managed workspace virtual network to isolate one workspace from another. We
are going to learn about these options in the following sections.

Managed workspace virtual network

Azure Synapse provides you with the option to enable a managed workspace virtual
network while creating your Synapse workspace. It ensures that your workspace is isolated
from another workspace. If you have enabled a managed workspace virtual network in
your Synapse workspace, then data integration and Spark resources are also deployed in
the same virtual network; however, SQL pools (dedicated or serverless) reside outside this
managed virtual network.
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You can go through the following steps to enable a managed workspace virtual network
on your Synapse workspace while creating it:
1. Login to the Azure portal at https://portal.azure.com.

2. Click on the + Create a resource tab, select Azure Synapse Analytics from the list
of all available Azure resources, and then click on Create.

3. On the Basics tab, provide all the required information and then click on Next to go
to the Security tab.

4.  On the Security page, provide information about your admin username and
password for your SQL pools and then click on Next.

5. Now, on the Networking page, we can enable a managed virtual network. Click
on the checkbox for Enable managed virtual network in the Managed virtual
network section:

Create Synapse workspace

*Basics *Security  Networking Tags  Review + create
Configure networking settings for your workspace.

Allow connections from all IP addresses

A Azure Synapse Studic and other client tools will only be able to connect to the workspace endpoints if this setting is allowed.
Connections from specific IP addresses or all Azure services can be allowed/disallowed after the workspace is provisioned.

Allow connections from all IP addresses to your workspace's endpoints. You can restrict this to just Azure datacenter [P
addresses and/or specific IP address ranges after creating the workspace.

Allow connections from all IP addresses

Managed virtual network

Choose whether you want a Synapse-managed virtual network dedicated for your Azure Synapse workspace. Learn more of

Enable managed virtual network @

Figure 12.2 - Enabling a managed virtual network in an Azure Synapse workspace
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6. Next, you need to decide whether you want to Allow outbound data traffic only
to approved targets. Select No to allow outbound traffic from the workspace to
any target; however, you can select Yes if you want to limit outbound traffic from a

managed workspace virtual network to any limited target through managed private
endpoints. We will learn about managed private endpoints in the following section.

7. Ifyou selected Yes in the preceding step, then click on +Add to create a private
managed endpoint in an Azure Active Directory (AAD) tenant that differs from

the one that your subscription belongs to.

8. You can either select an AAD tenant from the dropdown or manually enter the

AAD tenant's ID:

Home > New > Azure Synapse Analytics >

Create Synapse workspace

Managed virtual network

Choose whether you want a Synapse-managed virtual network dedicated for your Azure Synapse workspace. Learn

& Enable managed virtual network ©

Allow outbound data traffic only to ® Yes O No
approved targets ©

@ Private endpoints will be allowed to target resources in approved Azure
tenants only. The Azure AD tenant of the current user will be included by
and is not listed below.

Azure AD tenants

+ Add il Delete
Tenant name Tenant id

No results to display

<Previous | | NoxtTags>

Select Azure AD tenants X

(®) Select by Azure AD tenant name
(O Manually via tenant id

o The Azure AD tenant of the current user will be included by default and is not listed below.

Tenants O

[ 0selected v

Select

Figure 12.3 - Selecting AAD tenants to set up private endpoints for Azure Synapse

9. Next, click on Review + create.

10. Review all the details, and then click on Create to create the Azure Synapse

workspace.

Now that we have enabled a managed workspace virtual network, it's time to learn about

managed private endpoints.
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Private endpoint for SQL on-demand

A private endpoint is used to provide secure connectivity between your storage and the
clients on the virtual network using a private IP address from your virtual network. It is
a network interface that enables you to connect to a service securely powered by Azure
Private Link. You can go to the following link (https://docs.microsoft.com/
azure/private-link/private-endpoint-overview) to understand Private
Link in detail.

You can configure a private endpoint for Azure Synapse SQL on-demand by using
Private endpoint connections in the workspace blade within the Azure portal:

1. Login to the Azure portal at https://portal.azure.com.

2. Navigate to the Synapse workspace by typing the service name (or resource name)
directly into the search bar.

3. Click on the workspace where you want to create your SQL pool.

4. Click on Private endpoint connections in the workspace blade:

ds synapseworkspacedemopackt | Private endpoint connections - X
Synapse workspace

0 Search (Ctrl+/) « — Private endpoint] ~/ Approve ) Reject Ti] Remove () Refresh

Security Private endpoint connection

© Encryption Private endpoint uses a private IP address from within a virtual network to connect to an Azure service or your own private link service. Connections using private
endpoints listed below provide access to Synapse workspace endpoints (SQL, SqlOndemand and Dev). Learn more &

E3 Firewalls

Filter by name... 3 selected v
» Managed identities

[ connection name Connection state Private endpoint Request/Response message

<l Private endpoint connections I

No results
b Approved Azure AD tenants

B2 Azure SQL Auditing

© Azure Defender for SQL

Monitoring

R Alerts

fifl Metrics

& Diagnostic settings
#® Logs

Figure 12.4 - Private endpoint connections in the workspace blade
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5. Click on + Private endpoint and provide appropriate information to create a new
private endpoint for SQL on-demand:

Create a private endpoint

A Changes you make on this tab may affect any configuration you've done on other tabs. Review all options prior to creating the private endpoint.

~/ Basics 2 ) Resource 3 ) Configuration 4) Tags 5 Review + create

Use private endpoints to privately connect to a service or resource. Your private endpoint must be in the same region as your
virtual network, but can be in a different region from the private link resource that you are connecting to. Learn more

Project details

Subscription * @ | PayAsYouGo_AzureDataPlatform ~ |
\_ Resource group * (@ | rg-synapseanalyticsdemo ~ |
Create new

Instance details

Name * | testendpoint ' |

Region * [ s) west us 2 v

< Previous Next : Resource >

Figure 12.5 - Providing project and instance details to create a private endpoint
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6. Fill in all the details on the Basics page to create a private endpoint and then click
on the Next: Resource > link:

Create a private endpoint

+ Basics 2 Resource 3 ) Configuration 4) Tags 5 Review + create

Private Link offers options to create private endpoints for different Azure resources, like your private link service, a SQL server,
or an Azure storage account. Select which resource you would like to connect to using this private endpoint. Learn more

Connection method @ @ Connect to an Azure resource in my directory.

O Connect to an Azure resource by resource 1D or alias.

Subscription * © | PayAsYouGo_AzureDataPlatform ~ ‘

Resource type * (O I Microsoft.Synapse/workspaces e ]

Resource * (D [ synapseworkspacedemo ~ ]

Target sub-resource * I SglOnDemand ~ ]
< Previous | | Next : Configuration > ‘

Figure 12.6 - Providing resource configuration for creating a private endpoint
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7. After completing all the information in the Resource tab, go to the Configuration
tab and then select the Virtual network option from the dropdown that you want to
use here:

Create a private endpoint

v/ Basics /" Resource 3 Configuration 4) Tags 5 ) Review + create

Networking

To deploy the private endpoint, select a virtual network subnet. Learn more

Virtual network * @ v

Private DNS integration

To connect privately with your private endpoint, you need a DNS record. We recommend that you integrate your private
endpoint with a private DNS zone. You can also utilize your own DNS servers or create DNS records using the host files on your
virtual machines. Learn more

Integrate with private DNS zone O Yes @ No

s ] [ o]

Figure 12.7 - Providing configuration details to create a private endpoint

After providing the configuration details, you can create new tags and then click on
Review + create after reviewing all the details.

After setting up a virtual network, next we need to add IP firewall rules to the Azure
Synapse workspace to provide another layer of security for our data.

IP firewall rules

IP firewall rules enable you to access SQL pools from the IP addresses that are whitelisted
in these IP firewall rules. If your IP address has not been added to the IP firewall rules, then
you will get the following error while connecting to the SQL pool using an SSMS tool:
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_.5; Microsoft SQL Server Management Studio

File Edit View Project Tools Window Help
< |?ﬁ' - g H“|g%Neruery a@.ﬁn.ﬂ wrnl L - 'lgl '|5‘fraument — '|DG'——| = B
| | Execute o New Firewall Rule X X
“Your client IP address does not have access to the server. Sign in to
Object Explorer v X an Azure account and create a new firewall rule to enable access.
Connect~ ¥ Azure account

You are not signed in to Microsoft Azure

Sover e -
Server nam v
Authentica | | Frewall e . >
Name ClientlPAddress_2021-02-16_12:56:07 =
Login: N - v
Add my client IP address
Passwo E——
Add my subnet IP address range
From To |
tions >>
OK Cancel »

Figure 12.8 - IP firewall error on the SSMS tool while connecting
to the dedicated SQL pool

If you checked the box for allowing connections from all IP addresses while creating your
Synapse workspace under the Security settings tab, then it will automatically set up an IP
firewall rule for your Synapse workspace that will permit access from any IP within the
range 0.0.0.0 to 255.255.255.255 and you will be able to connect to the SQL pool from
any IP address:

Create Synapse workspace

*Basics *Security  Networking Tags  Review + create
Configure networking settings for your workspace.

Allow connections from all IP addresses

A\ Azure Synapse Studio and other client tools will only be able to connect to the workspace endpoints if this setting is allowed.
Connections from specific IP addresses or all Azure services can be allowed/disallowed after the workspace is provisioned.

Allow connections from all IP addresses to your workspace's endpoints. You can restrict this to just Azure datacenter IP
addresses and/or specific IP address ranges after creating the workspace.

Allow connections from all IP addresses

Figure 12.9 — Allowing connections from all IP connections under the Networking tab
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There is another way to set up IP firewall rules for your Synapse workspace if your
Synapse workspace has already been created:

1. Go to the Firewalls tab of your Azure Synapse workspace within the Azure portal.

2. Click on + Add client IP to add your current IP address to the IP firewall rules.

3. If you want to add just one IP address to the IP firewall rule, add the same IP
address value in the Start IP and End IP fields. However, if you want to add a range,
provide a starting IP address value in the Start IP field and an ending IP address
value in the End IP field and click on Save to save your changes.

Important note

Make sure you have deleted the allowAll rule, which allows all IP addresses,
starting from 0.0.0.0 to 255.255.255.255, if you want to provide access to only
limited IP addresses that can be connected to your Synapse workspace.

Figure 12.10 displays the firewall rules associated with your Synapse workspace:

gz synapseanalyticsdemopackt | Firewalls

Synapse workspace

I/O Search (Ctrl+/) ] &« Save >< Discard -+ Add client IP

-

¥ Apache Spark pools

o The IPs listed below will have full access to Synapse workspace

Security ‘synapseanalyticsdemopackt'.
7] Encryption
X Allow Azure services and resources to access this workspace
E= Firewalls
ON OFF
» Managed identities
. ) ) Client IP address T

<> Private endpoint connections

» Approved Azure AD tenants Rule name Start IP End IP
Azure SQL Auditing allowAll 0.0.0.0 255.255.255.255

© Azure Defender for SQL { l l ] I

Figure 12.10 - Setting up IP firewall rules for the Synapse workspace



Implementing network security 293

Now that we have provided an IP firewall restriction to our Synapse workspace, we will try
to learn how we can control access to the Synapse workspace through authorization and
authentication in the following section.

Understanding access control

The Azure Synapse workspace provides you with the option to create a SQL admin for
your SQL pools and, along with that, you get to provide permissions using AAD. In this
section, we are going to learn how to access Synapse SQL pools using SQL authentication
and Azure Active Directory. We will also learn how to implement RBAC in Azure Synapse
SQL pools toward the end of this section.

You can find an Administrator structure diagram at the following link: https://docs.
microsoft.com/azure/synapse-analytics/sqgl/active-directory-
authentication#tadministrator-structure.

Now we are going to learn about the SQL authorization and AAD authorization
techniques in detail in the following sections.

SQL authorization

Synapse SQL needs to have an administrative account that will have full access to the
Synapse SQL pool. However, you can also create a non-administrative account that can
provide access to SQL pools with limited access.

While creating the Synapse workspace, you need to provide a username and password for
your SQL pool. SQL Server creates this account as a login in the master database. You can
have only one of these accounts in your Synapse workspace.

Administrative accounts can add or remove members to the dbmanager and
loginmanager roles. This account has access to create, alter, or drop databases, logins,
users, and server-level IP firewall rules.


https://docs.microsoft.com/azure/synapse-analytics/sql/active-directory-authentication#administrator-structure
https://docs.microsoft.com/azure/synapse-analytics/sql/active-directory-authentication#administrator-structure
https://docs.microsoft.com/azure/synapse-analytics/sql/active-directory-authentication#administrator-structure
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In Figure 12.11, we can see how to create SQL administrator credentials while creating a
Synapse SQL pool:

Create Synapse workspace

*Basics *Security  Networking Tags  Review + create

Configure security options for your workspace.

SQL administrator credentials

Provide credentials that can be used for administrator access to the workspace's SQL pools. If you don't provide a password,
one will be automatically generated. You can change the password later.

Admin username * [ sqladminuser l
Password [ Enter server password \/l
Confirm password [ Confirm the above password v I

Workspace encryption

A\ Double encryption configuration cannot be changed after opting into using a customer-managed key at the time of
workspace creation.

I < Previous l[ Next: Networking > ]

Figure 12.11 - Providing SQL administrator credentials for Azure Synapse Analytics

By using an administrative account, we can create a SQL Server login in the master
database and then we can create a user based on this SQL Server login. Let's perform the
following steps to create a new SQL Server login and a new user:

1. Open SSMS or Azure Data Studio on your machine.

2. Using the administrator account, connect to the master database.

3. Run the following script in a new query window to create a SQL Server
authentication login:

CREATE LOGIN PacktLogin WITH PASSWORD = '<passwords';
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4. Now, run the following script on the SSMS tool against the master database to create
a SQL Server authentication-contained database user:

CREATE USER PacktUser WITH PASSWORD = '<passwords';

5. You can run the following SQL script to create a SQL Server user based on the SQL
Server authentication login:

CREATE USER PacktUser FROM LOGIN PacktLogin;

6. We need to add the user to the domanager database role so that this user can
create databases. Run the following script after creating a SQL Server user as
mentioned in the preceding step:

EXEC sp_addrolemember 'dbmanager', 'PacktMember';

You can connect to your dedicated SQL pool by using Azure Active Directory
authentication as well, and we will learn about this in the section that follows.

Azure Active Directory authorization

Azure Synapse provides you with an alternative option to use identities in Azure Active
Directory for authentication. The Azure Active Directory user or group can be an Azure
Active Directory administrator login, and the group administrator account can be used by
any group member.

Synapse SQL pools can be connected from SSMS by using Active Directory Universal
Authentication. Active Directory Universal Authentication supports two non-interactive
and one interactive authentication methods as listed here:

o Active Directory - Password
+ Active Directory - Integrated

 Active Directory - Universal with MFA
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Figure 12.12 displays all the authentication methods available on SSMS to connect to
Synapse SQL pools:

¥ Connect to Server X

SQL Server

Database Engine
Server name: |testserver.databaae.windows.net v
Authentication: Windows Authentication v
....... Windows Authentication
R SQL Server Authentication

B Azure Active Directory - Universal with MFA
. Active Directory - Password
Active Directory - Integrated

[Comect ]| Cancel || Hep || Options>

Figure 12.12 - Selecting the authentication type to connect to a Synapse dedicated
SQL pool on the SSMS tool

All users invited from other AADs are called guest users. All these users must enter their
Azure Active Directory domain name or tenant ID if they need to be authenticated by
using universal authentication; for example, prashant@packt .onmicrosoft .com.

After learning about various authentication mechanisms in SQL pools, we will now learn
how to authorize a user to view the records in the following section.

Implementing RBAC in a Synapse SQL pool

RBAC stands for role-based access control, and only the Synapse administrator can
assign the Synapse RBAC role to any user. Synapse RBAC can be used to manage the
following permissions:

o For publishing and viewing code artifacts

+ To execute code on Synapse Spark pools


mailto:prashant@packt.onmicrosoft.com
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o To access linked services

+ To access the integration runtime for monitoring job execution and execution logs

Synapse RBAC can be managed by using Access control tools in the Manage hub of

Synapse Studio:

ﬁ Home

i Data

a Develop
) Integrate
@ Monitor
E Manage

@ Synapselive v
Analytics pools
& QL pools
{#} Apache Spark pools
External connections
@ Linked services
@ Azure Purview (Preview)
Integration
ﬁ Triggers
& Integration runtimes

Security

£ Validateall (T Publish all

ES Access control

er Credentials

Source control

(} Git configuration

Access control

Grant others access to this workspace by assigning roles to users, groups, and/or service principals. Learn more [/

O Refresh

[ Filter by name Type : All Role : All Scope : All

Showing 1 - 2 of 2 role assignments at all scopes in the workspace (1 user(s), 0 group(s), 1 service principal(s})
D Name ™ Type Role Scope

Synapse Administrator ©

Prashant Mishi
D (‘ % User Synapse Administrator Workspace

0@

Service Principal Synapse Administrator Workspace

Figure 12.13 — Managing access control in Synapse Studio

We need to perform the following steps to create a new role assignment:

1. Go to the Access control tools in the Manage hub of Synapse Studio.

2. Click on + Add, as highlighted in Figure 12.13, to create a new role assignment.
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3. Select a Scope option to add a role assignment. We can select Workspace or
Workspace item as the scope. There are four workspace item types available to
choose from, namely, Apache Spark pool, Integration runtime, Linked service,
and Credential:

Add role assignment

Grant others access to this workspace by assigning roles to users, groups, and/or service principals.
Learn more [

Scope * @
() Workspace (® Workspace item

ltem type *

| Apache Spark pool N

Apache Spark pool
Integration runtime
Linked service

Credential

Select user * @

£ Search by name or email address

Selected user(s), group(s), or service principal(s)
No users, groups, or apps selected.

Figure 12.14 - Different workspace item types to define the scope for new role assignments

4. Ifyou selected Workspace item as the scope, you need to select the workspace item
for the type selected.

5. Next, we need to select a Role option from the list of all available roles for a
particular scope:
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Scope * ©
(® Workspace () Workspace item

Role * ©®

‘ Select a role

| I:ilter...

Synapse Administrator @

Synapse SQL Administrator @

Synapse Apache Spark Administrator @
Synapse Contributor (preview) @
Synapse Artifact Publisher (preview) ©
Synapse Artifact User (preview) @
Synapse Compute Operator (preview) @

Synapse Credential User (preview) @

Figure 12.15 - Selecting a role to create a new role assignment in Synapse Studio

6. And finally, we need to provide a value for the Select User field. This could be
either users, groups, or service principals.

7. After providing all the details, click on Apply and your new role assignment
is created.

Important note

You can learn more about roles, actions, and the scope of Synapse RBAC
at the following link: https://docs.microsoft.com/azure/
synapse-analytics/security/synapse-workspace-
synapse-rbac-roles.

Even after securing your data on a SQL pool, it's important to keep eye on our data to
protect it from any sort of threat. Next, we are going to learn about some of the threat
protection measures in the following section.


https://docs.microsoft.com/azure/synapse-analytics/security/synapse-workspace-synapse-rbac-roles
https://docs.microsoft.com/azure/synapse-analytics/security/synapse-workspace-synapse-rbac-roles
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300 Securing data on Azure Synapse

Enabling threat protection

It is important to protect our data from any anomalous activities that could be potentially
harmful attempts to exploit our databases. Synapse provides you with two ways to protect
your data against any threat. The first one is SQL auditing, which captures the activities
related to all the changes to security, access to tables, and many more activities besides, to
protect your data. The second is Azure Defender, which checks the vulnerability of your
SQL pools and provides advanced data security for your data.

Let's learn a little more about Azure SQL auditing in the next subsection.

Azure SQL auditing

Azure SQL auditing captures all the events in a Synapse SQL pool and writes them to
an audit log in your Azure Storage account. These audit logs can be used to analyze
anomalous activities or unexpected behavior in the SQL pool.

This feature will be disabled by default, but you can enable it on the Azure SQL Auditing
tab of your Azure Synapse workspace:

[ synapseanalyticsdemopackt | Azure SQL Auditing

Synapse workspace

‘/0 Search (Ctrl+/) ‘ « Eﬁﬂ Save >< Discard @ Feedback

-

Azure SQL Auditing

Security Azure SQL Auditing tracks SQL Pool events and writes them to an audit log in your Azure storage
@ Encryption account. Learn more about Azure SQL Auditing &
E& Firewalls

A Azure SQL auditing settings apply only to dedicated SQL pools in this workspace.
» Managed identities

s Private endpoint connections Enable Azure SQL Auditing © ‘fm OFF ,,:‘

» Approved Azure AD tenants

v

Storage details

>
2 Azure SQL Auditing Configure
© Azure Defender for SQL
(@ Turn on Azure Defender for SQL to receive security alerts upon suspicious events. 2
Monitoring
Kl Alerts

Figure 12.16 - Enabling Azure SQL auditing for your Synapse workspace



Enabling threat protection 301

You can store these audit log files in the storage account for as many days as you provide
a value for with Retention (Days) while selecting a storage account for the audit logs:

Home > synapseanalyticsdemopackt >

Storage settings

Subscription
>
*Storage account >
gen2demo

Retention (Days) O

O 7]

Storage access key (0

.: Secondary \

Figure 12.17 - Selecting a storage account for storing SQL audit log files

Once this feature is enabled, you can track events in the storage account that you selected
while enabling this feature. Make sure that nobody can delete these log files manually,
otherwise you may lose important data.

Important note

A storage account that has hierarchical namespace enabled is not supported
for Azure SQL auditing in Synapse.

Along with the SQL auditing feature, Azure enables you to protect your data using Azure
Defender. We will learn about this feature in the following section.



302 Securing data on Azure Synapse

Azure Defender for SQL

Azure Defender for SQL is a unified package for the vulnerability assessment of SQL pools
and advanced SQL security capabilities. Azure Defender for SQL provides protection just
for dedicated SQL pools in Azure Synapse, and there is an additional charge, apart from
the storage and compute cost, for leveraging this feature.

In this section, we will be learning about Azure Defender for SQL and how we can use it
for our Synapse SQL pools. Then, we will dive into transparent data encryption.

You can go to the Azure Defender for SQL tab in your Synapse workspace to enable this
feature for your dedicated SQL pools:

synapseanalyticsdemopackt | Azure Defender for SQL

Synapse workspace

O Search (Ctrl+/)

Security
(1] Encryption
B2 Firewalls
b Managed identities
<l3 Private endpoint connections
» Approved Azure AD tenants
E Azure SQL Auditing

©  Azure Defender for SQL

Monitoring
ER Alerts
4 Metrics

& Diagnostic settings

| «

-

Save X Discard P Feedback

AZURE DEFENDER FOR SQL

@ o

VULNERABILITY ASSESSMENT SETTINGS

Azure Defender for SQL costs 15 USD/workspace/month. Azure Defender for SQL
protects only dedicated SQL pools and includes Vulnerability Assessment and
Advanced Threat Protection. We invite you to a trial period for the first 30 days,
without charge.

Subscription
B >
R
Storage account
‘ >
S

Periodic recurring scans
(@IE») OfF

Scans will be triggered automatically once a week. In most cases, it will be on the day
Vulnerability Assessment has been enabled and saved. A scan result summary will be sent to
the email addresses you provide.

Figure 12.18 - Enabling Azure Defender for SQL in Azure Synapse

When we enable this feature for Synapse dedicated SQL pools, we need to provide settings
for vulnerability assessment and advanced threat protection.

So, let's try to learn a little bit more about vulnerability assessment in the following section.
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Vulnerability assessment

Vulnerability assessment is a service provided by Azure that provides insight into the
security of dedicated SQL pools and recommends to you actionable steps to resolve

security issues, if any.

We need to provide subscription and storage account details so that these assessment
results can be stored. Azure Synapse also provides us with the option for periodic
recurring scans; these scans are triggered automatically once a week. These scan summary
results are sent to the email addresses that you provide while enabling this feature in your
Azure Synapse workspace.

Figure 12.19 shows how to use Azure Defender for SQL for your Synapse SQL pools:

synapseanalyticsdemopackt | Azure Defender for SQL

Synapse workspace

|}3 Search (Ctrl+/)

‘ <«

Security
(7] Encryption
E& Firewalls
» Managed identities
<> Private endpoint connections
> Approved Azure AD tenants
Fa Azuresal Auditing

O Azure Defender for SQL

Monitoring

Bl Alerts

-

save X Discard P Feedback

VULNERABILITY ASSESSMENT SETTINGS

Subscription 5
]
Storage account

>

S

Periodic recurring scans
YT
OFF )
Scans will be triggered automatically once a week. In most cases, it will be on the day

Vulnerability Assessment has been enabled and saved. A scan result summary will be sent to
the email addresses you provide.

Send scan reports to ©

‘ Email addresses v

D Also send email notification to admins and subscription owners (O

Figure 12.19 - Providing setting information for a vulnerability assessment of an Azure Synapse

dedicated SQL pool

These scan reports can also be sent to the admins and subscription owners by clicking on
the checkbox right below the Email addresses field.

Similar to the vulnerability assessment feature, now we will learn about the Advanced
Threat Protection feature in Azure Synapse dedicated SQL pools.
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Advanced Threat Protection

The Advanced Threat Protection feature for Azure Synapse dedicated SQL pools

detects unusual activities that could be potentially harmful attempts to access or exploit
databases. You need to provide the email addresses of the users who should be receiving
the alerts in case of any unusual activity in the SQL pool. You can click on the checkbox
right below the Email addresses field if you want to send the alert to admins and
subscription owners:

Ea Azure QL Auditing ADVANCED THREAT PROTECTION SETTINGS
@ Azure Defender for SQL Send alerts to ©
| Email addresses v
Monitoring
Also send email notification to admins and subscription owners ©
BN Alerts
;i;i Metrics Advanced Threat Protection types

B Diagnostic settings Al

Figure 12.20 - Providing settings for Advanced Threat Protection in your Azure Synapse workspace

There are six different Advanced Threat Protection types. As shown in Figure 12.21, you
can select any or all of these types while enabling this feature for your Azure Synapse
dedicated SQL pool:

Advanced Threat Protection types

Learn more - Advanced Threat Protection alerts &'

All
SQL injection @O
SQL injection vulnerability @

Data exfiltration
Unsafe action ©
Brute Force (D

Anomalous client login ©

Figure 12.21 - Different types of Advanced Threat Protection in an Azure Synapse dedicated SQL pool
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So far, we have learned about the various security layers of the Azure Synapse SQL pool,
and last, but by no means least, we are going to learn about the information protection
layer in the following section.

Understanding information protection

Sometimes, just storing data securely is not sufficient. We need to protect data even when
it is in motion and in use. Azure provides different security features to protect your data at
any given time so that you can meet all the data-related compliances. These are as follows:

+ Encryption-in-flight (Transport Layer Security - TLS): The Synapse SQL pool
secures your data by encrypting data in motion with TLS.

« Encryption-at-rest (Transparent Data Encryption - TDE): TDE encrypts your
databases, backups, and logs at rest. This setting is specific to one particular SQL
pool. If you create another SQL pool in your Synapse workspace, then you need to
enable this setting separately for that pool.

Figure 12.22 shows how to enable data encryption for your Synapse
SQL pools:

0O sqlpooldemo (synapseanalyticsdemopackt/sqlpooldemo) | Transparent data encryption
Dedicated SQL pool

| O Search (Ctrl+/) ‘ « Save X Discard O Refresh D Feedback

0" op ) - Encrypts your databases, backups, and logs at rest without any changes to your application.
I roperties This setting applies only to this dedicated SQL pool.

G Locks Learn more

Security

Data encryption

| &] Auditing ‘m\‘

F$ Data Discovery & Classification

& Dynamic Data Masking Encryption status

9 Security Center @U nencrypted

© Transparent data encryption

Figure 12.22 - Enabling TDE for the dedicated SQL pool in Azure Synapse

 Encryption-in-use (always encrypted): The always encrypted feature is designed
to protect sensitive data; it only makes the data available to client-side applications,
and the data will not be visible to administrators either.

In this section, we learned how to keep our data secure when data is at rest, in motion, or
in use. Aside from this, you need to make sure that your data is secured while accessing
from your application side as well.
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Summary

In this chapter, we learned about different ways of securing our data in an Azure Synapse
SQL pool. We got to learn how to implement network security, access management, threat
protection, and information protection. We learned how to use SQL authorization and
AAD authorization for connecting to the dedicated SQL pool.

We also learned how to send alerts to any specific user in case of any malicious activity in
the SQL pool. Although we now know all the various layers of security in a SQL pool, we
need to be careful to implement these forms of security properly in order to secure our
data from all possible threats.

In the next chapter, we will learn how to manage and monitor various resources of your
Azure Synapse workspace using Synapse Studio.
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Managing and
monitoring Synapse
workloads

Microsoft Azure Platform as a Service (PaaS) enables users to manage their resources on
the cloud efficiently and with minimal effort. Azure Synapse Analytics provides you with
a centralized experience to manage and monitor all the resources and workloads in your
Synapse workspace.

In this chapter, we are going to learn how to manage pools, connections, pipelines,
security, and source control, all in a single unified space — Synapse Studio. We will also
learn how we can monitor different activities happening across the Synapse workspace.

The following topics will be covered in this chapter in order to understand how we can
manage and monitor Synapse workloads:

Managing Synapse resources
Monitoring Synapse workloads
Managing maintenance schedules

Creating alerts for Azure Synapse Analytics
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Technical requirements

Before you start orchestrating your data, here are certain prerequisites that you
should meet:

 You should have your Azure subscription, or access to any other subscription,
with contributor-level access.

 Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

+ Create your SQL pool on Azure Synapse. This has been covered in Chapter 2,
Consideration for your compute environment.

« Create the logic app in the Azure portal, which is required to create the alert rule.
Please refer to the following link (https://docs.microsoft.com/azure/
logic-apps/logic-apps-overview) to explore Logic Apps if you have never
used it before.

« You must have an Azure DevOps account created in order to configure source
control for Azure Synapse Analytics.

Managing Synapse resources

The Manage hub within Azure Synapse Studio allows you to manage your workspace
within a unified experience. It gives you the option to create a new pool, pause an existing
provisioned pool, or delete your provisioned pools. You can also manage linked services,
triggers, and integration runtimes here.

You can also set up Synapse RBAC within the Manage hub on Synapse Studio and you can
manage Git configuration for your code artifacts as well. We are going to learn about all
these topics in the following sections.

Although we have already covered how to create a SQL or Spark pool in our previous
chapters, in the following section, we will try to learn how we can create these pools using
Synapse Studio.


https://docs.microsoft.com/azure/logic-apps/logic-apps-overview
https://docs.microsoft.com/azure/logic-apps/logic-apps-overview
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Analytics pools

Azure Synapse supports two types of analytics pool, namely, SQL and Spark pools.
These pools are basically two different compute environments that can be used
independently as per business requirements. We will learn how to manage both types
of pools in this section.

SQL pool

If you have not created a SQL pool yet, you can only see a built-in serverless SQL pool
available under the SQL pools tab of the Manage hub.

You can create multiple SQL pools within the same Synapse workspace, and you can view,
pause, or delete all these pools in the Manage hub itself.

Figure 13.1 shows the Manage hub in Synapse Studio:

€ @ Synapselve ~ £ Validateall (1) Publish al O
ﬁ Home Analytics pools SQL pools
= 7 SQL pools The serverless SQL pool, Built-in, is immediately available for your workspace. Dedicated SQL pools can be configured to adapt to team or organizational
W pata requirements and constraints. Learn more [
3 Apache Spark pools
+ New Refresh System-assigned managed identit
5 Develop External connections o @ 5 9 9 Y
Linked services e
M) Integrate ® [ Fiter by name |
© Azure Purview (Preview)
Showing 1-4 of 4 items (1 Serverless, 3 Dedicated)
@ Monitor
Integration
Name Type Status Size
4 Triggers
3 Manage
9 Integration runtimes Built-in Serverless @ Online Auto
sqlpooldemo Dedicated @ Online DW200c
Security
B Access control sqlpooldemo_1 Dedicated @ Paused DW200c
25 Credentials sqlpooldemo_2 Dedicated @ Paused DW200c

Source control

@ Git configuration

Figure 13.1 - SQL pools under the Manage hub of Synapse Studio
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You cannot have more than one serverless SQL pool, so you do not get any option for
doing so. However, you can click on the +New link to create a new dedicated SQL pool,
as shown in Figure 13.1:

Create dedicated SQL pool

Basics *  Additional settings *  Tags Review + create

Create a dedicated SQL pool with your preferred configurations. Complete the Basics tab then go to Review + create to
provision with smart defaults.Learn more 7

Dedicated SQL pool details

Name your dedicated SQL pool and choose its initial settings.

Dedicated SQL pool name * En |
Performance level ® —————O DW1000¢
Estimated price ® Est. cost per hour

12.00 USD

View pricing details

‘ Next: Additional settings > ‘ Cancel

Figure 13.2 - Creating a new SQL pool using Synapse Studio

You may not need to run these SQL pools all the time, hence you may want to pause them
when not in use in order to save on the total cost of ownership. If you click on the three
dots (...) next to your SQL pool, you get options to Pause, Scale, Assign tags, and Delete
the SQL pool, which we can see in Figure 13.3:

>

Home

Data

Develop

r @

W) Integrate
® wonitor
Manage

«

@ Synapselive v
Analytics pools
B QL pools
F} Apache Spark pools
External connections
@ Linked services
© Azure Purview (Preview)
Integration

% Triggers
4 Integration runtimes
Security
D Access control

S Credentials

@ Managed private endpoints

Source control

@ Git configuration

% Validate all (1] Publish all O m

SQL pools

The serverless SQL pool, Built-in, is immediately available for your workspace. Dedicated SQL pools can be configured to adapt to team or organizational
requirements and constraints. Learn more (3

+ New O Refresh | @D System-assigned managed identity

Y Filter by name

Showing 1-4 of 4 items (1 Serverless, 3 Dedicated)

Name Type Status Size
Built-in Serverless @ online Auto
sqlpooldemo -+ Dedicated @ Online DW200c
sqlpooldemo_1 Il Pause @ Paused DW200c
sqlpooldemo_2 7 Scale @ Paused DW200c
9D Assign tags
Tl Delete

Figure 13.3 — Options to pause, scale, assign tags, or delete the SQL pool
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Let's go through all these options one by one:

+ Pause: You can pause your SQL pool by selecting this option, but if your SQL
pool is already in a paused state, you will not see this option appearing on this list.
However, you will see the option to resume your SQL pool.

« Scale: Any time you need more or less computation power in your SQL pool, you
can click on the Scale option to change the performance level of your SQL pool:

Scale
B sqlpooldemo

Scaling can impact workload management settings. Consider using the workload management scale
experience in the Azure portal to configure the settings that best align to your workload needs. Learn
more about performance levels (1

Performance level

-0

Estimated price ®

Est. cost per hour
240 USD
View pricing details

Figure 13.4 - Changing the performance level of a SQL pool to modify its computational power

 Assign tags: You can assign tags to your SQL pools in order to group some of the
pools together for billing purposes.

+ Delete: The last option is to delete your SQL pool. When you no longer need your
SQL pool, you can click on this option to delete your SQL pool permanently.

Now that we have already learned how we can manage SQL pools in Synapse Studio,
let's learn about managing Spark pools in Synapse Studio.

Spark pool

Similar to a SQL pool, you can also manage all your Spark pools within the Manage hub
of Synapse Studio. Click on the +New link to create a new Spark pool, and if you already
have a Spark pool, you can click on the three dots (...) next to your Spark pool to view all
the available options to manage your pool.
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In Figure 13.5, you can see all the Spark pools in the Manage hub of Synapse Studio:

>

Home

Data

rFr @

Develop
W) Integrate
e Monitor
E Manage

«

@ Synapselive v % Validateall (1) Publish all

Analytics pools Apache Spark pool

B QL pools Apache Spark pools can be tuned to run different kinds of Apache Spark workloads using specific configuration libraries, permissions, etc. Learn more (3
G

€3 Apache Spark pools + New ) Refresh

External connections.

& Linked services \ Y Filter by name

© Azure Purview (Preview) Showing 1-1 of 1 item

Integration Name Size

# Triggers sparkpooldemo +++ Small (4 vCores / 32 GB) - 3 nodes

) Integration runtimes | Auto-pause settings
b

Security 4} Auto-scale settings

B Access control B Packages

8 Credentials [8) Apache Spark configuration
@ Managed private endpoints B Assign tags

Source control ES View role assignments

@ Git configuration W Delete

Figure 13.5 - Apache Spark pools in Synapse Studio

This allows performance of the following operations on your Spark pool:

« Auto-pause settings: While creating an Apache Spark pool in Synapse, you get
the option to enable auto-pause settings. You can see all of your Spark pools in
the Apache Spark pools tab under the Manage hub of Synapse Studio. Click on
the three dots (...) next to the Spark pool and select Auto-pause settings to modify
the auto-pause settings of your Spark pool:

Auto-pause settings

{#} sparkpooldemo

Configure the auto-pause settings for the
Apache Spark pool.

Auto-pause * @

Number of minutes idle *

| 15

Figure 13.6 — Modifying the auto-pause settings of a Spark pool
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 Auto-scale settings: Similar to auto-pause settings, we can modify Auto-scale
settings for the Spark pool as well. Click on the three dots (...) next to your Spark
pool and select Auto-scale settings from the list of available options to modify
the settings:

Auto-scale settings

{*} sparkpooldemo
Configure the settings that best align with the workload on the Apache Spark pool.
Node size family

MemoryOptimized

Node size *

| small (4 vCores / 32 GB) v

Autoscale* ©
Number of nodes *
O EN

Estimated price ®

Est. cost per hour
1.84 USD
View pricing details

Figure 13.7 - Modifying the auto-scale settings of an Apache Spark pool in Synapse Studio
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« Packages: You can customize your Apache Spark pools with additional libraries
by uploading library requirement files:
Manage packages

¥4 sparkpooldemo

Apache Spark pools can be customized with additional libraries by providing a library requirements
file. Learn more (@

$ Upload O Refresh

NAME SIZE DATE

No requirement files have been specified.

Figure 13.8 — Uploading environment configuration files to the Apache Spark pool
You can find more detailed information on managing libraries in a Synapse Spark
pool in the following article: https://docs.microsoft.com/azure/
synapse-analytics/spark/apache-spark-azure-portal-add-
libraries.

o Apache Spark configuration: Similar to the preceding option, you can upload
library requirement files using this option as well.

« Assign tags: You can use this option to add tags to your Apache Spark pool to
categorize it with other resources if you wish to view the consolidated billing of all
the resources with this tag:

Assign tags

{*} sparkpooldemo

Tag are name/value pairs that enable you to categorize resources and view consolidated billing by applying the same tag to
multiple resources and resource groups. Learn more [4

Note that if you create tags and then change resource settings on other tabs, your tags will automatically update.
+ New Revert changes Delete
D Name Value

Figure 13.9 — Assigning tags to the Apache Spark pool in Synapse Studio


https://docs.microsoft.com/azure/synapse-analytics/spark/apache-spark-azure-portal-add-libraries
https://docs.microsoft.com/azure/synapse-analytics/spark/apache-spark-azure-portal-add-libraries
https://docs.microsoft.com/azure/synapse-analytics/spark/apache-spark-azure-portal-add-libraries
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+ View role assignment: You can view all the role assignments specific to your
Synapse workspace, but you will not be able to add any new role assignments here.
You must navigate to the Access control tab under the Manage hub in order to add
a new role assignment:

View role assignment

{2 sparkpooldemo

0 o manage these pools, users need sufficient Azure RBAC permissions on this workspace,
such as the Owner or Contributor role. Learn more [

Synapse role assignments on this Apache Spark pool allow users to submit jobs. All Workspace users
can view this pool. Learn more [

W Filter by name [ Type:All ) [ Role:All )

Showing 1 - 2 of 2 role assignments (1 user(s), 0 group(s), 1 service principal(s))

Name ™ Type Scope

Synapse Administrator &

Prashant Mishra .
‘,{ Prashant Mishra User Workspace (Inherited)
@ synapseanalytics Service Principal Workspace (Inherited)

Figure 13.10 - Viewing role assignments for the workspace in Synapse Studio

« Delete: Click on this option if you want to delete your Apache Spark pool permanently.

Next, we will see how we can manage external connections in Synapse Studio.

External connections

Synapse Studio enables you to define the connection information needed for Azure
Synapse Analytics to connect to external resources. You can either create linked services
or connect to your Azure Purview account within the Manage hub of Synapse Studio.
This section outlines how to manage linked services within Synapse Studio. We will also
learn about integrating Azure Purview with Azure Synapse Analytics.
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Linked services

Linked services are created to register external data repositories within Azure Synapse
Analytics. You can create linked services for Azure Machine Learning, a Power BI
workspace, a storage account, and so on.

Click on the +New link on the Linked services tab and follow the instructions to
create a new linked service. These linked services can be leveraged further in order to
do the following:

« Create Synapse pipelines
o Create a new Power BI report

« Create or use machine learning models

You can see all the linked services listed in Synapse Studio as shown in Figure 13.11:

< © Synapselive v £ Validateall (1) Publish all O
ﬁ Home Analytics pools Linked services
W ot 7 QL pools Linked services are much like connection strings, which define the connection information needed for Azure Synapse Analytics to connect to external resources
&} Apache Spark pools Learn more L1
B oeveop External connections + New
) Integrate @ Linked services ¥ Filter by name Annotations : Any

© Azure Purview (Preview)
Showing 1 - 3 of 3 items

©® wonitor :
- Integration
Name N Type N Related ™ Annotations ™
E T 4 Triggers
& AzureMLServicelS Azure Machine Learning 0
8 Integration runtimes
W synapseanalyticsdemopackt-W...  Azure Synapse Analytics 0
Security
B synapseanalyticsdemopackt-W...  Azure Data Lake Storage Gen2 0

B Access control
8 Credentials

@ Manage
Source control

@ Git configuration

Figure 13.11 - A screenshot of linked services displaying under the Manage hub of Synapse Studio

Other than linked services, you can also use Azure Purview to establish an external
connection. In the following section, we will learn how we can connect an Azure Synapse
workspace to the Azure Purview account.
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Azure Purview (preview)

You can connect your Azure Synapse workspace to your Azure Purview account. The
Azure Purview service is a unified data governance service that can be used for the
following purposes:

« To register your data to expand your governance and cataloging scope

« For relevant data discovery through a global search bar based on keywords and
advanced filtering

Important note

We can connect Azure Purview data to our Synapse workspace to analyze

the data. The following link will help you to understand this topic in detail:
https://docs.microsoft.com/azure/purview/overview.

Figure 13.12 shows Azure Purview within Synapse Studio:

€ @ synapselive ~ £ Validateall [Ty Publish all O
ﬁ Home Analytics pools ‘
Azure Purview (Preview)
W o 7 sQL pools
al
2 Apache Spark pools Connecting a Synapse workspace to Azure Purview will enable you to discover
trusted and accurate data across your hybrid environment. Learn more [4
ﬁ Develop External connections
) integrate @ Linked services S ﬁ
@ Azure Purview (Preview) S
@ Monitor
° Integration About  Purview account
E YETESR % Triggers

1§ Integration runtimes

Security

B Access control . .

2 Credentials @

@ Managed private endpoints —

Source control

@ Git configuration Data registration Data discovery
Expand your governance and cataloging scope by Find relevant data through the global search bar based
registering new data. Lean more (1 on keywords and advanced filtering. Learn more [

Figure 13.12 — Azure Purview in Synapse Studio

In the following section, we are going to learn how to manage triggers and integration
runtimes that are used within Synapse pipelines for data integration.


https://docs.microsoft.com/azure/purview/overview
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Integration

Synapse pipelines are an integral part of the Azure Synapse workspace. We covered
Synapse pipelines in detail in Chapter 4, Using Synapse pipelines to orchestrate your

data. Synapse Studio provides you with a centralized experience to manage triggers and
integration runtimes in the same place. In this section, we will learn about the different
types of integration runtimes supported by Synapse pipelines. We will also learn how we
can manage triggers within Synapse Studio.

Integration runtimes

Pipelines use integration runtimes as the compute infrastructure to provide data
integration capabilities across different network environments. You can select Azure as
your network environment for running pipeline activities in a fully managed, serverless
compute in Azure. However, you can select Self-Hosted for running activities in an
on-premises or private network, as shown in Figure 13.13:

Integration runtime setup

Network environment:

Choose the network environment of the data source / destination or external compute to which the
integration runtime will connect to for data flows, data movement or dispatch activities:

Azure

Use this for running data flows, data movement, external and pipeline activities in
a fully managed, serverless compute in Azure.

Self-Hosted

Use this for running activities in an on-premise / private network
View more v

Figure 13.13 - The integration runtime in Synapse Studio
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You need to follow all the instructions to create an integration runtime. You can go
through the Creating linked services section of Chapter 4, Using Synapse pipelines to
orchestrate your data, to create your linked services. You will be able to view all the
integration runtimes in the Manage hub of Synapse Studio. You can also view role
assignments associated with your integration runtimes:

> @ synapselive v~ £ Validate all Publish a (@)

ﬁ Analytics pools Integration runtimes

u 8 QL pools The integration runtime (IR) is the compute infrastructure to provide the following data integration capabilities across different network environment. Learn more [
{4 Apache Spark pools T New ) Refresh

E External connections

oy O ket (v Ferbyreme |
© Azure Purview (Preview) Showing 1- 1 of Titems

@ Integration Name T Type N Sub-type N Status ™ Related ™ Region N

& Triggers AutoResolvelntegrationRuntime Azure Public @ Running 3 Auto Resolve

48 Integration runtimes

Figure 13.14 - The integration runtimes in Synapse Studio

Now let's have a look at how to manage Synapse pipeline triggers in the Manage hub of
Synapse Studio.

Triggers

You can execute a Synapse pipeline either manually (on-demand) or by using a trigger.
Synapse supports a schedule trigger, a tumbling window trigger, and an event-based
trigger. You can create all these types of triggers within the Manage hub of Synapse Studio.
We have covered all these trigger types in detail in Chapter 4, Using Synapse pipelines to
orchestrate your data.
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A Schedule or Event trigger can be used by multiple pipelines, but a Tumbling window
trigger can only be used with one pipeline. Click on the +New link in the Triggers tab of
the Manage hub, and provide all the required details in the corresponding field to create a
new trigger, as shown in Figure 13.15:

New trigger
Name *
| Trigger 1 |
Description

s
Type *
@ Schedule O Tumbling window O Event
Start date * ©
‘ 02/21/2021 9:15 PM ‘
Time zone * @
| Coordinated Universal Time (UTC) Y |
Recurrence * @
EV9W| 15 | | Minute(s) Y |

D Specify an end date

Annotations

+ New

Activated * ©

OYes @ No

Figure 13.15 - Creating a trigger for Synapse pipelines in the Manage hub of Synapse Studio
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We learned different ways to secure data in Azure Synapse Analytics in the preceding
chapter. We can manage access to the Synapse workspace within the Manage hub of
Synapse Studio.

In the next section, we are going to learn how we can manage data security within
Synapse Studio.

Security

We learned in Chapter 12, Securing data on Azure Synapse, that Azure provides multiple
security measures to access data on Azure Synapse Analytics. In this section, we are going
to learn how we can secure data using access controls and credentials within the Manage
hub of Synapse Studio. This section also outlines managing credentials for Azure Synapse
Analytics within Synapse Studio.

Access control

Access control can be used to grant others access to the Synapse workspace by assigning
roles to users, groups, or service principals. Synapse RBAC can be used to manage
permissions for publishing and viewing the code artifacts, to execute code on Synapse
Spark pools, to access linked services, and to access integration runtimes for monitoring
job execution and execution logs. Only Synapse administrators can assign any role to
users or service principals.

You can perform the following steps to create a new role assignment:

1. Go to the Access control tools in the Manage hub of Synapse Studio.
2. Click on +Add, as you can see in Figure 13.17, to create a new role assignment.

3. Select a Scope option to add the role assignment. Next, we can select Workspace
or Workspace item as the scope. There are four workspace item types available to
choose from, namely, Apache Spark pool, Integration runtime, Linked service,
Credential, and Scope pool.

4. If you selected Workspace item as the scope, you need to select a specific item for
the selected item type. However, if you selected Workspace as the scope, you are
granting access to all the items in your Synapse workspace.
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5. Next, we need to select a Role option from the list of available roles for a
particular scope:

Scope * @
(® Workspace () Workspace item

Role * ©

‘ Select a role

| hlter...

Synapse Administrator ©

Synapse SQL Administrator @

Synapse Apache Spark Administrator ©
Synapse Contributor (preview) @
Synapse Artifact Publisher (preview) @
Synapse Artifact User (preview) ©
Synapse Compute Operator (preview) ©

Synapse Credential User (preview) ©

Figure 13.16 — Selecting a role for creating a new role assignment in Synapse Studio

6. And finally, we need to provide the value for the Select User field. This could be
either users, groups, or service principals.

7. After providing all the details, click on Apply and your new role assignment
is created.
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You can click on the Access control tab in the Manage hub to see all of the users
and the roles associated with these users:

2 B Synapselive % Validate all |T| Publish all
ﬁ Analytics pools Access control
i g sQL pools Grant others access to this workspace by assigning roles to users, groups, and/or service principals. Learn more [
{‘,‘} Apache Spark pools + Add O Refresh
. External connections
< Filter by name Type : All Role : All Scope : All
l.) @ Linked services

. . Showing 1 - 2 of 2 role assignments at all scopes in the workspace (1 user(s), 0 group(s), 1 service principal(s))
@ Azure Purview (Preview)

@ Integration \:‘ Name T Type Role Scope
E & Tiggers Synapse Administrator ©
ion runti Prashant Mish
& Integration runtimes m (‘ e e User Synapse Administrator Workspace
\
L

Security ticsd y

B A | \:‘ @ synapseanalyticsdemopackt o ico Principal Synapse Administrator Workspace

= Access control

Pp Credentials

Figure 13.17 - A list of users and associated roles in the Manage hub of Synapse Studio

You can assign multiple roles to the same user, and the same role can be assigned to
multiple users; hence, users and roles share many-to-many relationships.

Now, let's see how we can create credentials in Synapse Studio to secure our data.

Credentials

Credentials are used to hold authentication details. These credentials can be used to access
data from your Azure Data Lake Storage account or any other data sources.
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All the credentials will be listed under the Credentials section within the Manage hub of
Synapse Studio, as shown in Figure 13.18:

& @ Synapselive ™ £ Validate all (T Publish al O

ﬁ Analytics pools Credentials
i % SQL pools Credentials hold authentication details

£3 Apache Spark pools £ Search to filter items...
& External connections Showing 1 - 1 of 1items
") @ Linked services Name ™o Type N

@ Azure Purview (Preview)

£ WorkspaceSystemidentity Managed|dentity

Integration

E 4% Triggers

% Integration runtimes
Security

E'O Access control

er Credentials

@& Managed private endpoints

Figure 13.18 - A list of Credentials within Synapse Studio

Important note

You must have a service principal already created before proceeding further
in this section. You can go to the following link (https://docs.
microsoft.com/azure/active-directory/develop/
howto-create-service-principal-portal) tolearn about the
service principal if you are not already familiar with it.

You need to have the following information in order to create credentials for your
Synapse workspace:

« Tenant ID: This can be found by going to your Azure Active Directory in the Azure
portal. In the Overview pane, you will be able to see your tenant ID.

« Service principal ID: This is a security identity used by apps or services to access
specific Azure resources.

o AKV linked service: AKV is an abbreviation for Azure Key Vault. You need to
add the linked service for AKV from the dropdown. This linked service needs to be
created before coming to this step.


https://docs.microsoft.com/azure/active-directory/develop/howto-create-service-principal-portal
https://docs.microsoft.com/azure/active-directory/develop/howto-create-service-principal-portal
https://docs.microsoft.com/azure/active-directory/develop/howto-create-service-principal-portal
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 Secret name: You can provide the secret name that you created in your AKV
services to be used in your Azure Synapse workspace.

« Secret version: If you have multiple versions of your secret available in AKYV, you
can specify the version; otherwise, it will select the latest version automatically.

Having provided all the details, click on Create and your credential is created:

Create credential

Description

Type *

‘ Service Principal v ‘

Azure cloud type @

‘ workspace’s cloud type v ‘

Tenant ID *
. ] |

Service principal ID *

AKV linked service * ©

‘ Select... v ‘

Secret name * @

Secret version @

‘ Use the latest version if left blank ‘

Figure 13.19 - Creating a new credential in the Manage hub of Synapse Studio

Now, after managing security on a Synapse workspace, it's time to manage our code
development. Let's dive further into this topic in the next section.
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Source control

This section will outline how to configure and use a Synapse workspace with the Git
repository enabled. You can associate your Synapse workspace with Azure DevOps Git
or GitHub. If you are using Azure DevOps GitHub as your repository, you need to select
your Azure Active Directory associated with your Synapse workspace, but if you are
planning to use GitHub as your repository, then you need to provide a GitHub account
to configure your repository with your Synapse workspace.

Figure 13.20 shows both types of repository options available in Azure Synapse:
Configure a repository

Specify the settings that you want to use when connecting to your repository.

Repository type * @

| Select... A

J Azure DevOps Git

) GitHub

Figure 13.20 - Selecting your repository type for your Synapse workspace

The following sections will cover how to configure your Synapse workspace with both the
repository types.

Connecting with an Azure DevOps Git account

Azure DevOps Git enables developers to collaborate on code development. This provides
repositories for the source control of your code in the cloud.
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Important note

You need to have an Azure DevOps Git repository already in place to follow
these steps. If you do not yet have an account, please go to the following
link, https://docs.microsoft.com/azure/devops/user-
guide/sign-up-invite-teammates, to create your

account first.

Azure Synapse provides this feature to configure a repository for your Synapse
workspace. Perform the following steps to configure your repository using your Azure
DevOps Git account:

1. Go to the Manage hub of your Synapse workspace and select Git configuration in
the Source control section.

2. When connecting to the Azure DevOps Git repository, you must select Azure
DevOps Git as the repository type and then select Azure Active Directory from
the drop-down list and click on Continue.

3. On the next screen, provide the values for Azure DevOps organization name,
Project name, Repository name, Collaboration branch, Publish branch, and
Root folder.

Important note

When the Import existing resources to repository box is checked, your
workspace resources (except pools) will be imported into the associated Git
repository in JSON format. This action exports each resource individually.



https://docs.microsoft.com/azure/devops/user-guide/sign-up-invite-teammates
https://docs.microsoft.com/azure/devops/user-guide/sign-up-invite-teammates
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4. And finally, set the working branch that you will be using for making your changes
and click on Apply:

Configure a repository

Specify the settings that you want to use when connecting to your repository.

'@) Select repository 'C)' Use repository link

Azure DevOps organization name * @

|_ V|

Project name * ©

| v |

Repository name * ©

| — v

Collaboration branch * ©

| — v |

Publish branch * ©

| master A |

Root folder * @

Import existing resource

D Import existing resources to repository

| Back | Cancel

Figure 13.21 - Configuring the repository for your Synapse workspace by using
Azure DevOps Git as the repository

If you have a GitHub account instead of an Azure DevOps account, you will still be able
to configure the repository for your Synapse workspace. In the next section, we will learn
how to configure GitHub for Azure Synapse Analytics.

Connecting with a GitHub account

GitHub also provides you with a repository for source control where you can record or
rewind any change to your code to keep all your team members in sync.
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Similar to the Azure DevOps Git repository type, you can follow the instructions to
configure your repository by using your GitHub account:

1. Go to the Manage hub of your Synapse workspace and select Git configuration in
the Source control section.

2. When connecting to the Azure DevOps Git repository, you must select GitHub as
the repository type, provide the GitHub account name, and then click on Continue.

3. Provide corresponding values for GitHub account, Repository name,
Collaboration branch, Root folder, and Import resource into this branch.

4. Next, click on Apply.

Next, we are going to learn about monitoring Synapse workloads using Synapse Studio.

Monitoring Synapse workloads

Monitoring workloads is critical for understanding any unexpected behavior with the
workload. Synapse pipelines, triggers, integration runtimes, Apache Spark applications,
SQL requests, data flow debugging, and analytical pools can be monitored directly on the
Monitor hub of Synapse Studio. You can also change the time range for certain workloads
if you want to monitor workloads for a specific time range. This section is going to cover
the monitoring of all activities and workloads within Azure Synapse Analytics.

You can glimpse the Monitor hub within Synapse Studio in Figure 13.22:

« . .
Pipeline runs

ﬁ Home Integration
Triggered  Debug Rerun Cancel > () Refresh == Edit columns Gantt

@ Pipeline runs —_—

W Data & Trigger runs O Search by run ID or name ‘ Local time : Last 24 hours Pipeline name : All Status : All
[ copy filters

B oevelop & Integration runtimes Runs : Latest runs . Add filter

Activities Showing 0 - 0 items
)W) Integrate

= Apache Spark applications

Pipeline name Run start 4 Run end Duration Triggered by Status
= e

&) Data flow debug
E Manage
Analytics pools

B SQL pools

{3 Apache Spark pools

Figure 13.22 — Monitoring various resources of a Synapse workspace in Synapse Studio

Integration is associated with Synapse pipelines, and we will learn how to monitor
pipelines, triggers, and integration runtimes in the following section.
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Integration

Synapse pipelines has various components that are stitched together to provide one of
the best ELT/ETL services in the cloud. Synapse Studio enables you to monitor critical
components of Synapse pipelines within the Monitor hub of Synapse Studio.

The following activities can be monitored in Synapse Studio with an option to apply date
filters if you wish to monitor activities only for that particular day:

o Pipeline runs: All the pipeline runs can be monitored here, and we can also find out
the error corresponding to any pipeline run failure, in order to investigate the root
cause of failure.

o Trigger runs: Similar to pipeline runs, we can monitor all the triggers as well. You
can monitor which pipelines are executed using these triggers, when these triggers
ran for the last time, what type of trigger it is, and so on.

« Integration runtimes: You can monitor the health of integration runtimes to
determine whether they are in a running state or unavailable.

In the next section, we will learn what types of activities can be monitored under the
Monitor hub of Synapse Studio.

Activities

We can run Apache Spark applications using various supported languages, or we can
run just a simple SQL query on Synapse or just a data flow. We have not spoken much
about data flow in this book because in order to cover all the concepts of data flow, we
would require a separate book. However, if you want to learn more about data flow, you
can go to the following link: https://docs.microsoft.com/azure/synapse-
analytics/concepts-data-flow-overview. So, Synapse lets you monitor all
these activities in just one place.

The following requests or jobs can be monitored within the Monitor hub of
Synapse Studio:

« Apache Spark Applications: Spark sessions and batch jobs can both be monitored
here. It provides us with information regarding the application name, submitter,
submit time, status, and pool. We have the option to add filters to narrow down the
details as per our business requirements.


https://docs.microsoft.com/azure/synapse-analytics/concepts-data-flow-overview
https://docs.microsoft.com/azure/synapse-analytics/concepts-data-flow-overview
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» SQL requests: Similarly, we can monitor all the SQL requests made in this
workspace. We get the Request ID, Request content, Submit time, Duration,
Submitter, Status, Queued duration, and Workload group options.

« Data flow debug: As data flow is associated with the Synapse pipelines, we can
get the information about the current session ID, Started by, Timeout(mins),
Integration runtime, Cores, Compute type, Last Activity Time, and Session ID.
This information helps in getting to the root cause of the problem in the event of
any issue.

The following section outlines how to monitor Analytics pools within a Synapse workspace.

Analytics pools

Synapse provides two separate compute environments; one is a SQL pool and the other
is an Apache Spark pool. Azure Synapse has really done an amazing job of providing a
monitoring facility for both the compute environments together as a unified experience.

The following bullet points outline the monitoring of SQL and Apache Spark pools within
Synapse Studio:

+ SQL pools: The overall health of SQL pools can be monitored within the Monitor
hub of Synapse Studio, including CPU utilization and Memory utilization:
salL pools
O Refresh == Edit columns
Pool : All

Showing 1 - 4 of 4 items

Pool name ™ Type N Status N Size T CPU utilization % © 4 Memory utilization % © ™. Created o
Built-in Serverless o Online Auto N/A N/A N/A

sqlpooldemo Dedicated . Paused DW200c - - 12/16/20z2
sqlpooldemo_1 Dedicated ® Poused DW200c¢ - - 1/27/2021
sqlpooldemo_2 Dedicated @ Paused DW200c - - 1/28/2021

Figure 13.23 — Monitoring SQL pools in the Monitor hub of Synapse Studio
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« Apache Spark pools: We can monitor Active users, Allocated vCores, and
Allocated memory (GB) for Apache Spark pools within the Monitor hub of
Synapse Studio:

Apache Spark pools

O Refresh == Edit columns
‘: Pool : All '
Showing 1 - 1 of 1 items
Pool name T Size Active users  Allocated vCores Allocated memory (GB) Created on
sparkpooldemo Small (4 vCores / 32 GB) - 3 nodes 0 0 0 2/18/21, 5:03:04 PM

Figure 13.24 - Monitoring Apache Spark pools in the Monitor hub of Synapse Studio

So far, we have learned how to manage and monitor Synapse workloads by using Synapse
Studio, but in the following section, we will learn how to manage maintenance schedules
of our SQL pools in the Azure Synapse workspace.

Managing maintenance schedules

As soon as the SQL pool deployment is completed, SQL pools have an 8-hour primary
and 8-hour secondary maintenance window applied by default. During this maintenance
window, all the patch updates will happen internally, and you may not be able to access
your resources for the time being. You will be notified when the maintenance job is
complete so that you can resume your work after that. Thus, you need to make sure that
the maintenance schedule is out of your regular business hours. In order to change the
maintenance schedules, perform the following steps:

1. Go to your Synapse workspace in the Azure portal.

2. Click on SQL pool and select your SQL pool.

3. Select the Maintenance schedule link on the Overview blade to open the page for
maintenance schedule settings.

4. Select Primary maintenance window and Secondary maintenance window settings
as per your business requirements and then click on Save to save your changes.

Figure 13.25 displays the maintenance window settings for the selected SQL pool:
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~ Dedicated SQL pool

l}J Search (Ctrl+/)

| «

@ Overview
Activity log
A Access control (IAM)

@ Tags

Settings

B Workload management
D’:' Maintenance schedule
& Geo-backup policy

& Connection strings

il Properties

E| Locks

Security

B2 Auditing

-

save X Discard < Feedback

Choose primary window ©

=) sqlpooldemo (synapseanalyticsdemopackt/sqlpooldemo) | Maintenance schedule

@ Saturday - Sunday O Tuesday - Thursday

Primary maintenance window

Day ©

l Sunday

Start time @

| o500 UTC

Time window ®

l 7 hours

Schedule summary

Primary maintenance window
Sunday 05:00 UTC (7 hours)

Secondary maintenance window

Day ©

l Thursday v ]
Start time @

[ 0200utC v |

Time window

l 8 hours v ]

Secondary maintenance window
Thursday 02:00 UTC (8 hours)

Figure 13.25 - The maintenance schedule settings of the selected SQL pool

in the Azure portal

During the maintenance window, your SQL pool will not remain offline. Selecting
maintenance windows only ensures that the maintenance might take place anytime within
this window only. This maintenance activity takes 5-6 minutes to complete, and you will
be able to use your SQL pools as this is after the maintenance has been completed. If your
SQL pool is paused during this time frame, then maintenance will take place when the

pool is resumed.

Important note

During the maintenance window, your SQL pools may experience multiple brief
connection losses if the performance level of your SQL pool is DW400c or lower.

It is a good practice to set up alerts to monitor our workload, as we cannot keep our eyes
on the machine 24x7. The following section covers this topic in detail.
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Creating alerts for Azure Synapse Analytics

Azure has provided a built-in functionality to set up alerts for monitoring Azure resources
efficiently. Alerts can be set up for an individual Azure resource separately, and in this
section, we are going to learn how to set up alerts for Azure Synapse Analytics.

To create an alert, we need to select the target resource we need to monitor, which is called
the scope. After that, we need to define conditions for the alert, define the actions that will
be invoked when the alert rule triggers, and finally provide details on the alert rule.

Perform the following steps to configure an alert rule for your Synapse workspace:
1. Go to your Synapse workspace in the Azure portal.

2. Click on the Alerts link of the Overview blade of your Synapse workspace.

3. Click on +New alert rule to configure a new alert rule:

B synapseworkspacedemopackt | Alerts =

Synapse workspace

\p Search (Ctrl+/) \ « + Newalertrule £33 Manage alert rules 2 Manage actions [ View dlassic alerts () Refresh D Feedback

N B
% Managed identities Subscription : Visual Studio Ultimate with MSDN Resource group : synapsepackt Time range : Past 24 hours

b Private endpoint connections
P Resource : synapseworkspacedemopackt

» Approved Azure AD tenants

'j Azure SQL Auditing

O Azure Defender for QL Pay attention to what matters.

Monitoring You have not configured any alert rules.

El Alerts

o Mot Configure alert rules and attend to fired alerts to efficiently monitor your
il etrics

Azure resources. Learn more
B Diagnostic settings

& Logs

@ Advisor recommendations

Figure 13.26 - Creating a new alert rule for Azure Synapse Analytics

4. Now we need to establish the scope for the alert rule. Scope is the target resource
on Azure that you wish to monitor. In this book, we are talking about Azure
Synapse Analytics, so we will restrict our scope to our Synapse workspace. Click
on Edit resource link under the Scope section.

5. Filter your subscription, resource type, and location to select a resource as the scope:
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Select a resource X

Select the resource(s) you want to monitor. Available signal types for your selection will show up on the bottom right.

Filter by subscription * © Filter by resource type © Filter by location @

| Data SQL Ninja POD1 N ‘ ‘ Azure Synapse Analytics ~ | ‘ East US e |

l jo) |Search to filter items... ]

Resource Resource type
~ T . Subscription
4] mnmmminien Resource group
@ synapseanalyticsdemopackt Synapse workspace

Figure 13.27 - Selecting a resource to define the scope for creating an alert rule in the Azure portal

6. Next, we need to add a condition to define the logic in terms of when the alert rule
should trigger. Click on the Add condition link under the Condition section.

7. Select a signal name from the list of all the available signals. This will take you to
the next window:

Home > synapseworkspacedemopackt > conﬁgure signal IOgiC X
Create alert rule
Rules management Choose a signal below and configure the logic on the next screen to define the alert condition
Condition Signal type © Monitor service ©
[an MR v

Configure when the alert rule should trigger by selecting a signal

Condition name Displaying 1 - 20 signals out of total 24 signals
No condition selected yet ‘ O Search by signal name ‘
Add condition Signal name T Signal type Ty Monitor service Ty
Data processed (bytes) A Metric Platform
Login attempts ~ Metric Platform
Actions Requests ended A Metric Platform
Send notifications or invoke actions when the alert rule triggers, by Activity runs ended ~ Metric Platform
Action group name Pipeline runs ended A Metric Platform
No action group selected yet Trigger Runs ended A Metric Platform
Add action groups Backlogged input events (preview) & Metric Platform
Data conversion errors (preview) ~ Metric Platform

Create alert rule
Done

Figure 13.28 - Selecting a signal name for defining the condition for creating an alert rule

in the Azure portal
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8. On the next screen, we need to configure the alert logic. Select Static or Dynamic
for the Threshold field.

9. Select Operator, Aggregation type, and Unit options for configuring the logic and

provide a value for Threshold value.

10. Select the appropriate value for Aggregation granularity (Period) and Frequency

of evaluation as per your business requirements and then click on Done:

Configure signal logic

0 There are currently no values in the Result dimension. If values are added to this dimension in the future, the alert rule will monitor them.

Alert logic

Threshold @

aaTE» oo
Operator © Aggregation type * © Threshold value * © Unit* ©
‘ Greater than ~ | ‘ Total ~ | ‘ 200 ‘ | Count

Condition preview

Whenever the total requests ended is greater than 200
Evaluated based on

Aggregation granularity (Period) * @ Frequency of evaluation @

‘ 5 minutes v | ‘ Every 1 Minute

Figure 13.29 - Configuring signal logic to create an alert rule in the Azure portal

11. Now we need to configure Actions. Click on the Add action groups link. This will
take you to a new screen to select an action group to attach to this alert rule.

12. Select an action group name if you already have an action group that you want to
attach to this alert rule, otherwise click on +Create action group.

13. Provide appropriate values for Action group name and Display name in the
Basics tab.

14. On the Notifications tab, select Email/SMS message/Push/Voice as the
notification type.
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15. Provide the values for Email and Phone number in the corresponding fields and

then click on OK:

Home > synapseanalyticsdemopackt > sqlpooldemo (synapseanalyticsdemopackt/sqlpooldemo) > Create alert rule >

Create action group

Basics Notifications ~ Actions  Tags Review + create

Notifications

Configure the method in which users will be notified when the action group triggers. Select notification types, provide
reciever details and add a unique description. This step is optional
Notification type ©

Name © Selected ©

l Email/SMS message/Push/Voice v ] l synapsealertactiongroup ]

2

Please configure the notification by clicking the edit button.

\ VI \

Email/SMS message/Push/Voice X

Add or edit an Email/SMS/Push/Voice action

Email

Email * ‘ ‘

SMS (Carrier charges may apply)

Country code * [ 1 V]

Phone number * | |

() Azure app Push Notifications
Azure account email @

[J voice

Countrycode @ 1

Phone number

Enable the common alert schema. Learn more

B No )

[ | [t s> |

OK

Figure 13.30 - Selecting the notification type and providing corresponding details

to configure the alert rule

16. Now, let's go to the Actions tab and select an option for Action type. In this
example, we are going to select Logic App as the action type.

17. Provide the corresponding values for Subscription, Resource group, and Select
alogic app for the action type selected, and then click on OK:

Home > synapseanalyticsdemopackt > Create alert rule >

Create action group

Basics  Notifications Actions  Tags  Review + create

Actions

Configure the method in which actions are performed when the action group triggers. Select action types, fill out
associated details, and add a unique description. This step is optional.

Action type O Name O Selected O

| 2l

\ V]| |

[ Logic App vl

Logic App X

Add or edit a Logic App action

Subscription *

[— M

Resource group *

| ——— ~

Select a logic app * @

\ v

Enable the common alert schema. Lear more

(s

OK

Figure 13.31 - Selecting an action type for configuring the alert rule in the Azure portal

18. Now, click on Review + create to review all the settings and then click on Create.
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19. Coming back to the main screen for creating an alert rule, finally, we need to
provide appropriate values for Alert rule name, Description, Save alert rule to
resource group, and Severity in the Alert rule details section.

20. Make sure you have checked the box for Enable alert rule upon creation and then
click on Create alert rule:

Alert rule details

Provide details on your alert rule so that you can identify and manage it later.

Alert rule name * @ ‘ Specify the alert rule name

Description Specify the alert rule description

Save alert rule to resource group * © | pramish v ‘
Severity * @ | Sev 3 N ‘
Enable alert rule upon creation

Figure 13.32 - Providing alert rule details to create an alert rule in the Azure portal

This was just one example of how to create an alert rule. However, you can create multiple
alerts for your Synapse workspace.

Now that we have learned all the possible ways to manage and monitor Synapse
workloads, it's time to wrap up this chapter.

summary

In this chapter, we learned how we can manage different resources on Azure Synapse. We
learned how to manage pipelines, triggers, various activities, and analytical pools within an
Azure Synapse workspace. We also learned how we can configure a code repository for our
workspace. With the built-in monitoring experience provided in Synapse Studio, we learned
how to monitor various workloads and integration-related activities. We learned about
creating alert rules for the Synapse workspace. We also got to know that we can modify
maintenance windows even after creating the SQL pool as per our business requirements.

In the next chapter, we are going to learn about the best practices for using Azure
Synapse Analytics.
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Coding best
practices

Azure Synapse allows you to create a Structured Query Language (SQL) pool

or an Apache Spark pool with just a couple of clicks, without worrying too much about
maintenance and management. However, you need to follow certain best practices in
order to utilize these pools effectively and efficiently.

This chapter is crucial to the production environment. When you need to create

a SQL or Spark pool in your production environments, you must follow the coding

or development best practices. This chapter is mainly focused on the best practices for
coding, development, workload management, and cost management, for both SQL and
Spark pools on Azure Synapse.

In this chapter, we will cover the following topics:
 Implementing best practices for a Synapse dedicated SQL pool

« Implementing best practices for a Synapse serverless SQL pool

« Implementing best practices for a Synapse Spark pool
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Technical requirements

To follow the instructions in the next sections, there are certain prerequisites before we
proceed, outlined here:

 You should have your Azure subscription, or access to any other subscription with
contributor-level access.

 Create your Synapse workspace on this subscription. You can follow the instructions
from Chapter 1, Introduction to Azure Synapse, to create your Synapse workspace.

o Create a SQL pool and a Spark pool on Azure Synapse. This has been covered in
Chapter 2, Consideration of your compute environments.

Implementing best practices for a Synapse
dedicated SQL pool

In the previous chapters, we learned many things about Synapse dedicated SQL pools. In
this section, we will only learn about the best practices to maintain your dedicated SQL
pool and keep it healthy from a computational or storage point of view.

In order to get better performance, we need to have optimized code, but along with that
we need to consider various other factors as well. You may have sometimes experienced
that your query had been performing well until last week and then suddenly, its
performance dropped drastically. So, how do you avoid such kinds of hiccups in your
production environment? In the following section, we are going to learn about a couple
of features or implementations to keep your query performance constantly healthy.

Maintaining statistics

Statistics play a critical role in query performance. They provide a distribution of
column values to the query optimizer, and that is used by the SQL engine to get the
cardinality of the data (estimated number of rows). Thus, it is important to always
keep your statistics updated, and particularly when you are carrying out bulk data
INSERT/UPDATE operations.

In an Azure Synapse SQL pool, we can enable an AUTO CREATE_STATISTICS
property that helps the query optimizer create missing statistics on an individual column
in the query predicate or join condition.

Statistics can be created with a full scan on sample data, or a range of data. In this section,
we are going to learn how to create statistics for different scenarios.
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The following command can be run against a SQL pool to validate whether this feature is
enabled or not:

SELECT name, is auto create stats on

FROM sys.databases

You can configure AUTO CREATE STATISTICS on your dedicated SQL pool by using
the following code:

ALTER DATABASE MySQLPool -- Your dedicated SQL pool name
SET AUTO_CREATE STATISTICS ON

You can create statistics by examining every record in a table or by specifying the sample
size. The following code can be run to create statistics by examining every row:

CREATE STATISTICS coll stats ON dbo.tablel (coll) WITH
FULLSCAN;

You can run the following code to create statistics by using sampling:

CREATE STATISTICS coll stats ON dbo.tablel (coll) WITH SAMPLE =
50 PERCENT;

You can also create statistics on only some of the rows in a table by using a WHERE clause,
as illustrated in the following code snippet:

CREATE STATISTICS stats coll ON tablel (coll) WHERE coll >
'2000101' AND coll < '20001231';

You can create multiple statistics on the same table. While updating the statistics,
you can decide whether you want to update all the statistics objects in a table or only
specific statistics objects.

The following code can be used to update all the statistics in a table:
UPDATE STATISTICS [schema name] . [table name] ;

The following code can be used to update a specific statistics object in a table:
UPDATE STATISTICS [schema name] . [table name] ([stat name]) ;

In the following section, we are going to learn how to use the correct distribution type for
a table in a Synapse SQL pool.
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Using correct distribution for your tables

In a distributed table, records are actually stored across 60 distributions, but at a high
level, all the records reside within one table. Synapse uses hash and round-robin
algorithms for data distribution.

A Synapse SQL pool supports hash-distributed, round-robin-distributed, and replicated
tables, outlined as follows:

« Hash-distributed tables: A hash-distributed table uses a hash algorithm to
distribute the records among 60 distributions. In cases where the table size is more
than 2 Gigabytes (GB) and the table has frequent INSERT, UPDATE, and DELETE
operations, then it is recommended to use hash-distributed tables.

+ Round-robin-distributed tables: In these tables, data is distributed evenly across all
distributions by using a round-robin algorithm. This form of distribution should be
used when we don't have a column that is a good candidate for hash distribution,
or in the case of a temporary staging table.

« Replicated tables: If your table size is less than 2 GB when compressed, then
you should try using replicated tables instead of distributed tables. In a replicated
table, full data is copied to each compute node so that it can be accessed by any
compute node without any latency. Small-dimension tables are the best candidates
for replicated tables.

The following section outlines how to use partitions to enhance performance on Synapse
SQL pools.

Using partitioning

You have learned so far that a Synapse SQL pool distributes data across 60 distributions
for better performance. You should also know that a Synapse SQL pool lets you create
partitions on all three table types. Table partitions divide your data into smaller groups
of records. Partitions are mainly created for the benefit of easy maintenance and query
performance. A query with a filter condition can be limited to certain partitioned data
scanning, instead of scanning through all the records in a table.

It is important to decide how many partitions we need to create in a table. We already
have 60 distributions, but it is recommended to have 1 million rows per distribution
and partition, such that we have optimal performance and compression of clustered
columnstore tables. So, if we decide to create 10 partitions, we need to have 600 million
rows and 1 million rows in each distribution and partition for optimal performance.
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You can use the following code snippet to check the partitions and then the number of
records in each partition in a table:

SELECT QUOTENAME (s. [name])+'.'+QUOTENAME (t. [name]) as Table
name

; i. [name] as Index name
, p.partition number as Partition nmbr
, p. [rows] as Row_ count

; p. [data compression desc] as Data Compression desc

FROM sys.partitions p

JOIN sys.tables t ON p. [object id] = t.[object
id]

JOIN sys.schemas s ON t. [schema id] = s.[schema_
id]

JOIN sys.indexes i ON p. [object id] = i.[object
Id]

AND p. [index Id] = 1. [index Id]

WHERE t. [name] = 'TableName';

Partitions are mostly created on the Date column, but you can decide which will be the
best candidate for partitioning your table. A partition can be created while creating a table
as well. The following code snippet is just an example of how to create a partition:

CREATE TABLE [dbo] . [FactInternetSales]
(

[ProductKey] int NOT NULLw
, [OrderDateKey] int NOT NULL
, [CustomerKey] int NOT NULL
, [PromotionKey] int NOT NULL
, [SalesOrderNumber] nvarchar (20) NOT NULL
, [OrderQuantityl] smallint NOT NULL
, [UnitPrice] money NOT NULL
, [SalesAmount] money NOT NULL

WITH

( CLUSTERED COLUMNSTORE INDEX

0 DISTRIBUTION = HASH([ProductKey])

7 PARTITION ( [OrderDateKey] RANGE RIGHT FOR VALUES
(20000101,20010101,20020101
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,20030101,20040101,20050101
)

)

So far, we have learned different ways to enhance query performance on a SQL pool;
however, it is also important to pay attention to the column size while creating a table.
In the next section, we are going to learn how to use an adequate column size in Synapse
SQL pools.

Using an adequate column size

In most cases, we end up providing a default length for VARCHAR, NVARCHAR,

or CHAR data types. We should try to restrict the length to the maximum length of

the characters expected in that particular column. There are a few data types that are
supported in SQL Server but are not supported in Synapse SQL—for example, the XML
data type. We need to use VARCHAR in place of XML data types but keep the length
limited to the maximum character length of the XML values. For better performance,
we should try to have accurate precision for decimal numbers.

The next section outlines the advantages of using a minimum transaction size in Synapse
SQL pools.

Advantages of using a minimum transaction size

In the case of any transaction failure, we need to roll back all INSERT, UPDATE, or
DELETE operations. If you are trying to run these operations against a huge volume of
data, you may need to roll back all the changes in case of any failure, hence it's better to
divide bigger operations into smaller chunks.

You can reduce rollback risk by using minimal logging operations such as TRUNCATE,
CTAS, DROP TABLE, or INSERT on empty tables. You can also use PolyBase to load
and export data quickly, and we are going to learn more about this feature in the
following section.

Using PolyBase to load data

PolyBase is a tool that is designed to leverage the distributed nature of a system to load
and export data faster than with Azure Data Factory, Bulk Copy Program (BCP), or any
other tool. When you are dealing with a huge volume of records, it is recommended that
you use PolyBase to load or export the data. PolyBase loads can be run by using Azure
Data Factory, Synapse pipelines, CTAS, or INSERT INTO.
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Figure 14.1 displays PolyBase as a Copy method in Synapse pipelines for loading the data:
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Figure 14.1 - Loading data to a Synapse SQL pool by using the PolyBase copy method within
Synapse pipelines

The next section teaches us about index maintenance, which is one of the key ways to keep
your indexes healthy and performance optimized for corresponding tables.

Reorganizing and rebuilding indexes

Index maintenance is crucial in keeping your query executions healthy. Sometimes,

due to bulk data loading or bad selection of the fill factor, you may end up having index
fragmentations, which may lead to bad performance in your query executions. You need
to set up a scheduled job to keep track of fragmentation and perform index reorganizing

or rebuilding accordingly.

You can use the following SQL code to check for fragmentation:

SELECT S.name as 'Schema',
'Table',

'Index',

T.name as

I.name as
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DDIPS.avg fragmentation in percent,
DDIPS.page count

FROM sys.dm db index physical stats (DB _ID(), NULL, NULL, NULL,
NULL) AS DDIPS

INNER JOIN sys.tables T on T.object id = DDIPS.object id
INNER JOIN sys.schemas S on T.schema id = S.schema id
INNER JOIN sys.indexes I ON I.object id = DDIPS.object id
AND DDIPS.index id = I.index id

WHERE DDIPS.database id = DB _ID()

and I.name is not null

AND DDIPS.avg fragmentation in percent > 0

ORDER BY DDIPS.avg fragmentation in percent desc

If your fragmentation value is more than 30%, consider reorganizing indexes, but if it is
beyond 50%, you should rebuild your indexes.

You can use the following SQL script to reorganize/rebuild your indexes:

-- To Rebuild you rindex

ALTER INDEX INDEX NAME ON SCHEMA NAME.TABLE NAME
REBUILD;

-- To Reorganize you rindex

ALTER INDEX INDEX NAME ON SCHEMA NAME.TABLE NAME
REORGANIZE;

Next, we will see how materialized views can help in gaining better performance on a
dedicated SQL pool.

Materialized views

You can create standard or materialized views in a Synapse SQL pool. Materialized views
provide enhanced performance by storing data on a SQL pool, unlike with standard
views. You get pre-computed data stored in a SQL pool in the case of materialized views;
however, standard views compute their data each time we use them. But one thing that we
should always keep in mind is that materialized views are storing data in your SQL pool,
so there will be an extra storage cost involved when using materialized views. We need to
decide the trade-off between cost and performance as per our business needs.
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The following code will give you a list of all materialized views in your Synapse SQL pool:

SELECT V.name as materialized view, V.object id
FROM sys.views V

JOIN sys.indexes I ON V.object id= I.object_id AND I.index id <
2;

Next, we can see that the syntax for creating a materialized view is similar to that for a
standard view:

CREATE MATERIALIZED VIEW [ schema name. ] materialized view
name

WITH (

<distribution option>
)
AS <select statements>

[;]

<distribution option> ::=
DISTRIBUTION
| DISTRIBUTION = ROUND ROBIN

HASH ( distribution column name )

<select statement> ::=
SELECT select criteria

If you need to improve the performance of a complex query against large data volumes,
you can go for materialized views.

Next, we are going to learn how we can enhance query performance by using an
appropriate resource class.

Using an appropriate resource class

A resource class is used to determine the performance capacity of a query. By specifying
the resource class, you predefine the compute resource limit for query execution in a
Synapse SQL pool. There are two types of resource class, and we are going to learn about
them in the following sections.
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Static resource classes

Static resource classes are ideal for higher concurrency and a constant data volume.
These resource classes allocate the same data warehouse units, regardless of the current
performance level.

These are the predefined database roles associated with static resource classes:

e staticrclO
e staticrc20
e staticrc30
e staticrc40
e staticrc50
e staticrce0
e staticrc70

e staticrc80

Similar to static resource classes, you can also use dynamic resource classes. Let's learn
about these in the next section.

Dynamic resource classes

Dynamic resource classes are ideal for growing or variable amounts of data. These
resource classes allocate variable amounts of memory, depending upon the current service
level. By default, a smallrc dynamic resource class is assigned to each user.

These are the predefined database roles associated with dynamic resource classes:

e smallrc
¢ mediumrc
e largerc

¢ xlargerc
You can run the following script on your SQL pool to add a user to a largec role:
EXEC sp_addrolemember 'largerc',6 'newuser'

If you need to remove any user from a largec role in your SQL pool, you can run the
following script:

EXEC sp_droprolemember 'largerc',K 'newuser';
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You can refer to the following link to learn more about resource classes in a Synapse
SQL pool: https://docs.microsoft.com/azure/synapse-analytics/
sql-data-warehouse/resource-classes-for-workload-management.

In the next section, we are going to learn about workload management in a SQL pool,
which is one of the most important features for managing query performance.

Implementing best practices for a Synapse
serverless SQL pool

Some of the best practices discussed in the preceding section will be valid even for a
serverless SQL pool; however, there are few other considerations for serverless SQL pools.
We are going to learn about some of these recommendations in the following sections.

Selecting the region to create a serverless SQL pool

If you are creating a storage account while creating a Synapse workspace, then your
serverless SQL pool and storage account will be created in the same region where you
created your workspace. But if you are planning to access other storage accounts, make
sure you are creating your workspace in the same region. If you try accessing your data in
a different region, there will be some network latency in data movement, but you can avoid
this by using the same region for your serverless SQL pool as for your storage account.

You need to keep in mind that once the workspace is created, you cannot change the
region of a serverless SQL pool separately.

Files for querying

Although you can query various file types in a serverless SQL pool, you will get

better performance if you are using Parquet files. So, if possible, try converting
Comma-Separated Values (CSV) files or JavaScript Object Notation (JSON) files in

to Parquet files. Parquet is a columnar data storage format that stores binary data in

a column-oriented way. These files enable good compression by organizing values of each
column adjacently, which makes the file size relatively smaller when compared to CSV

or JSON files.

However, if converting CSV to Parquet is not possible for any reason, try to keep the file
size between 100 Megabytes (MB) and 10 GB for optimal performance. It is also better to
use multiple small files instead of one large file.


https://docs.microsoft.com/azure/synapse-analytics/sql-data-warehouse/resource-classes-for-workload-management
https://docs.microsoft.com/azure/synapse-analytics/sql-data-warehouse/resource-classes-for-workload-management
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Using CETAS to enhance query performance

CETAS is an abbreviated form of CREATE EXTERNAL TABLE .. AS. This operation
creates external table metadata and exports the SELECT query result to a set of files in the
storage account.

The following code is an example of using CETAS to create an external table:

-- use CETAS to export select statement with OPENROWSET result
to storage

CREATE EXTERNAL TABLE population by year state
WITH (
LOCATION = 'aggregated data/',
DATA SOURCE = population ds,
FILE FORMAT = census_file format
)
AS
SELECT decennialTime, stateName, SUM(population) AS population
FROM
OPENROWSET (BULK 'https://azureopendatastorage.blob.core.
windows.net/censusdatacontainer/release/us population county/
year=*/* . parquet',
FORMAT="'PARQUET') AS [r]
GROUP BY decennialTime, stateName
GO

-- you can query the newly created external table
SELECT * FROM population by year state

CETAS generates Parquet files, so statistics are automatically generated when you
use the external table for the first time, which helps in improving performance for
subsequent queries.

Now that we have learned how to implement best practices for a Synapse SQL pool, in the
following section we will learn how to implement best practices for a Synapse Spark pool.
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Implementing best practices for a Synapse
Spark pool

As with Synapse SQL pools, it is also important to keep our Spark pool healthy. In this
section, we are going to learn how to optimize cluster configuration for any particular
workload. We will also learn how to use various techniques for enhancing Apache
Spark performance.

Configuring the Auto-pause setting

There are some major advantages of using Platform-as-a-Service (Paa$S) instead of an
on-premises environment, and the Auto-pause setting is one of the best features that
PaaS has to offer. If you are running a Spark cluster on your on-premises environment,
you need to pay for provisioning it even though you may only need to use this cluster
for a couple of hours a day. However, Synapse gives you the option to configure the
Auto-pause setting to pause a cluster automatically if not in use. Upon entering a value
for the Number of minutes idle field within the Auto-pause setting, the Spark pool will
go to a Pause state automatically if it remains idle for the specified duration, as shown in
Figure 14.2:

Auto-pause settings

{#} sparkpooldemo

Configure the auto-pause settings for the
Apache Spark pool.

Auto-pause * ©

(@ Enabled () Disabled

Number of minutes idle *

5 s

Apply ‘ Cancel ‘

Figure 14.2 — Auto-pause setting for a Synapse Spark pool in the Manage hub of Synapse Studio
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When your Spark pool is paused, you are not being charged for the compute power.
However, your data is still residing in the storage account even if the Spark pool is paused,
hence you are only paying for the data storage.

Next, let's learn some best practices for enhancing Apache Spark performance.

Enhancing Apache Spark performance

In this section of the chapter, we are going to learn how data format, file size, caching,
and so on impact job execution performance on the Synapse Spark pool. We will also
learn about Spark memory recommendations and how bucketing helps in reducing
computational overhead during a job execution on Spark.

So, let's dive into the next section to learn how using an optimal data format can help in
getting better Apache Spark performance.

Using an optimal data format

Spark supports various data formats—for example, CSV, JSON, XML, Parquet,
Optimized Row Columnar (ORC), and AVRO; however, it is recommended to use
Parquet files for better performance. Parquet files are the columnar storage file format
of the Apache Hadoop ecosystem. Typically, Spark jobs are Input/Output (I/O)-bound,
not Central Processing Unit (CPU)-bound, so a fast compression codec will help in
enhancing performance. You can use a Snappy compression with Parquet files for best
performance on a Synapse Spark pool.

The following section will outline the use of caching for better performance on Spark.

Using the cache

There are different ways to use caching in Spark, such as persist (), cache (), and
CACHE TABLE. Spark uses Cache () and Persist () methods to store the intermediate
computation of a Resilient Data Distribution (RDD), DataFrame, and Dataset. This
intermediate data can be used for subsequent actions.

The following Scala code is an example of using the cache () method with a DataFrame:

import spark.implicits.
val columns = Seq("Id","Text")
val data = Seqg(("1", "This is an exmple of Spark DataFrame
using Cache () method"),
("2", "We can replace Cache() with Persist () method in

this example"))



Implementing best practices for a Synapse Spark pool 353

val df = data.toDF (columns: *)

val dfCache = df.cache()
dfCache. show (true)

We can replace the cache () method with the persist () method in the preceding
example, as illustrated here:

val dfCache = df.persist ()

Figure 14.3 displays the execution of the code on a Synapse Spark pool:

Z ® Synapselive v £ Validate all [NUNERVSEAEIN 1) O
A » [ Notebook2 x
i + cell v D> Runall Y Undo | v [T} Publish Attach to | sparkpooldemo Language | Spark (Scala) m =
@ Ready ®
E Q import spark.implicits._
2 val columns = Seq("Id","Text")
'.) 3 val data = Seq(("1", "This is an exmple of Spark DataFrame using Cache() method"),

4 ("2", "We can replace Cache() with Persist() method in this example"))
5 val df = data.toDF(columns:_*)

val dfCache = df.cache()
E 8 dfCache. show(true)

Command executed in 4s 607ms by pkmishrag86 on 03-19-2021 20:30:36.104 -04:00

> Job execution Succeeded  Spark 2 executors 16 cores View in monitoring  Open Spark Ul [3

Db+

import spark.implicits._

columns: Seq[String] = List(Id, Text)

data: Seq[(String, String)] = List((1,This is an exmple of Spark DataFrame using Cache() method), (2,We can replace Cache() with Persist()
method in this example))

df: org.apache.spark.sql.DataFrame = [Id: string, Text: string]

dfCache: df.type = [Id: string, Text: string]

e REETEEEEEETEREE e +

+
| 1|This is an exmple...|

Figure 14.3 — Running Scala code in a notebook within Synapse Studio

We can also use SQL's CACHE TABLE command to create a TableName table in memory.
A LAZY keyword can be used with CACHE TABLE to make caching lazy. Lazy cache tables
are created only when it is first used, instead of immediately.

The following code will create a CacheTable for the TableName table:

%%sqgl

CACHE TABLE CacheTable SELECT * FROM TableName

Similarly, the following code will create a CacheLazyTable table:

%%sqgl

CACHE LAZY TABLE CachelazyTable SELECT * FROM TableName
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You can validate the records by running the following script in your Synapse notebook:

o\°

%sql
SELECT * FROM CachelazyTable

Figure 14.4 displays the records from CacheLazyTable:

[41] 1 %%sql
2 SELECT * FROM CachelLazyTable

Command executed in 2s 570ms by pkmishra86 on 03-19-2021 21:16:36.032 -04:00

> Job execution Succeeded Spark 2 executors 16 cores

ID Text
1 This is an exmple...
2 We can also use ...

Figure 14.4 - Running a SELECT query against CacheLazyTable using a Synapse Spark pool

Now that we have learned how to create tables in memory for better performance, it's time
to learn how to use memory efficiently within a Spark pool.

Spark memory considerations

Spark memory is responsible for storing intermediate state while executing tasks. Apache
Spark in Azure Synapse uses Apache Hadoop YARN (where YARN is an acronym for Yet
Another Resource Negotiator) to control the memory used by the container in each Spark
node. The main job of YARN is to split up the functionalities of the job scheduling into
separate daemons. Apache Spark memory is broken into two segments, namely the following:

« Storage memory: Cached data and broadcast variables are stored in storage
memory. Spark uses the Least Recently Used (LRU) mechanism to clean up the
cache for new cache requests.

« Execution memory: Objects created during the execution of a task are stored here
by Spark.
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If blocks are not used in execution memory, storage memory can borrow the space from
execution memory, and vice versa.

Important note

It is recommended to use DataFrames instead of RDD objects to utilize
memory in an optimized way.

The following section outlines how you can enhance the performance of your Spark jobs
with the use of bucketing.

Using bucketing

Bucketing is a technique in Spark that is used to optimize the performance of a task. We
need to provide the number of buckets for the bucketing column, and the data processing
engine will calculate the hash value during the load time to decide which bucket it is going
to reside in.

Bucketing can be used to optimize aggregations and joins, which we will learn about in
the next section.

Optimizing joins and shuffles

Joins play a critical role when developing a Spark job, so it's important to know about
optimizations while working with join operations. Let's try to learn about different join
types supported by Apache Spark. These are outlined here:

+ SortMerge: Spark uses the SortMerge join type by default, which is a two-step
join. First, it sorts the left and right side of the data, and then merges the sorted
data from both sides. This join type is best suited for large datasets but may be
computationally expensive because of sorting operations. Although this is the
default join algorithm in Spark, you can turn it off by setting a False value for the
spark.sql.join.preferSortMergeJoin internal parameter.

o Merge: If you are using bucketing, then the Merge join algorithm can be used
instead of SortMerge, and you can avoid expensive sort operations on your dataset.

« Shuffle hash join: When the SortMerge join type is turned off, Spark uses the
Shuffle hash join type, which works on the concept of map reduce. With a Shuffle
hash join, the values of the join column are considered as the output keys, and the
DataFrame is shuffled based on these keys. In the end, DataFrames are joined in the
reduce phase. It is important to filter out rows that are irrelevant to the keys before
joining, in order to avoid unnecessary data shuffling.



356 Coding best practices

« Broadcast: In the case of broadcast joins, the smaller table is broadcasted to all the
worker nodes, and because of this it is considered to yield maximum performance
in the case of little datasets. We can use the following code to provide a hint to Spark
to broadcast a table:

import org.apache.spark.sqgl.functions.broadcast

val dataframe = largedataframe.
join (broadcast (smalldataframe), "key")

Spark maintains the threshold internally to automatically apply broadcast
joins based on the table size; however, we can modify the default
threshold value of 10 MB to any specific value by using spark.sql.
autoBroadcastJoinThreshold.

So far, we have learned about implementing various best practices on a Synapse Spark
pool. Now, in the next section, we will learn how to select the correct executor size for
Spark jobs.

Selecting the correct executor size

An executor is a process on a worker node that is launched for an application in
coordination with the cluster manager. Each application has its own executor, and they are
used to run tasks and keep data in memory or disk storage.

Figure 14.5 displays the components of a Spark application:

Worker Node

Executor Cache
b

Driver Program Task Task
A
SparkContext Cluster Manager
Worker Node v

Executor Cache

Task Task

Figure 14.5 - Components of a Spark application
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We need to consider the following best practices while working with Spark jobs:

o We should keep the heap size below 32 GB and reduce the number of cores to keep
garbage collection overhead below 10%.

30 GB per executor is considered the best starting point.
« Increase the number of executor cores for larger clusters.

o For concurrent queries, create multiple parallel Spark applications and distribute
queries across these parallel applications.

In this section, we covered the best practices that are common for any Spark jobs, but the
list might be even longer based on different specific scenarios.

Summary

This chapter concludes the entire book. In this chapter, we learned about implementing
the best practices for Synapse SQL pools and Spark pools. We learned how we keep
indexes healthy in a SQL pool such that we gain better performance, and we also learned
about using PolyBase and materialized views in Synapse dedicated SQL pools for
enhanced performance. This chapter also included the best file type and size to be used
in the case of a Synapse serverless SQL pool. Configuring the Auto pause setting to help
save costs in terms of computational power was also highlighted in this chapter. Last but
not least, we learned about memory considerations and bucketing in a Spark pool.

I am thankful to you for traveling with me on this learning journey. Congratulations on
reaching the finish line in this book, and I wish you all the best as you continue exploring
Azure Synapse.

Hope to meet you again in my next learning journey!
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